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About This Guide
Introduction

Introduction

This manual provides information about the features and capabilities of SmartFlow and its
interface. It also includes details on software installation requirements, as well as
information about:

* Basic navigation

* High-level usage information such as how to set up ports and tests.

* Detailed theory of operation

* Detailed test methodologies, sample results, and how to interpret test results.

For field descriptions or detailed procedures, refer to the online Help. (The online Help
also contains most of the information in this manual.)

This manual is intended for users of SmartFlow software. It is assumed that users of this
manual have the following:

*  Familiarity with Microsoft Windows
*  Moderate familiarity with SmartBits equipment

* Intermediate level of data communications theory.

Related Manuals

The following documentation may help you understand and use SmartFlow:

*  SmartBits 600x/6000x Installation Guide
Describes how to set up your SmartBits chassis, and includes multi-chassis and
cabling information.

*  SmartBits System Reference Manual
Describes the SmartBits hardware (chassis and cards/modules) including the LED
display on SmartCards and modules.

*  SmartWindow User Guide
Describes how to perform tests using SmartWindow - the top-level software
application for all SmartBits hardware.

*  Application Note #19, SmartFlow: The Right Tool for Testing QoS
Briefly describes how to interpret the test results in SmartFlow and how to use it to
test a DUT’s priority scheme, using a simple traffic pattern as an example.

*  Application Note #36, SmartBits SmartMetrics Tests: Sequence Tracking
Describes how subfields within the proprietary SmartBits signature field are utilized
to determine frame-by-frame performance results such as latency, latency variation,
etc.

12 | Smartflow User Guide



About This Guide
Online Help

Online Help

*  Application Note #37, MPLS: QoS Testing with SmartFlow
Discusses QoS as a traffic engineering solution in Multiprotocol Label Switching
(MPLS) and shows how you can test the QoS performance of your MPLS network,
using TeraMetrics modules and SmartFlow.

*  SmartBits Automation for SmartFlow
Explains how to use the SmartBits Automation programming interface to develop test
scripts for SmartFlow applications. Includes information on the Script Automation
Interface (SAI), which you can use to prepare your initial test configuration.
SmartBits Automation SAI enables you to write your test script in a standard text file.

SmartFlow includes online help for the wizards, dialog boxes, tabs, menus, and common
tasks. It also contains detailed procedures and field descriptions.

Online Help is available in Microsoft HTML format.

To access the online Help, select Help from the SmartFlow menu bar or press F1 at any
dialog box, tab, or menu.

SmartBits Hardware Handling/Cleaning Practices

SmartBits cards and modules contain electronic components that are sensitive to
Electrostatic Discharge (ESD) damage. To prevent premature component failure or latent
product damage, it is crucial that you handle this equipment following industry standard
ESD handling practices. Refer to Appendix B, “ESD Requirements” for further
information.

Some SmartBits equipment contains fiber optic components that are very susceptible to
contamination from particles of dirt and dust. Product performance may be damaged if
these components are not kept clean. Refer to Appendix C, “Fiber Optic Cleaning
Guidelines” for proper cleaning practices for these components.

SmartFlow User Guide | 13
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How to Contact Us

How to Contact Us

To obtain technical support for any Spirent Communications product, please contact our
Support Services department using any of the following methods:

u.s.

E-mail: support@spirentcom.com

Web: http:/support.spirentcom.com

Toll Free: +1 800-SPIRENT (+1 800-774-7368) (US and Canada)
Phone: +1 818-676-2616

Fax: +1 818-880-9154

Operating Hours: Monday through Friday, 06:00 to 18:00 Pacific Time

Europe

E-mail: support.europe@spirentcom.com

Web: http://support.spirentcom.com

Phone: +33 (0) 1 61 372270

Fax: +33(0) 161372251

Operating Hours: Monday through Thursday, 09:00 to 18:00; Friday, 09:00 to 17:00 Paris
Time

China

E-mail: supportchina@spirentcom.com

Web: http://support.spirentcom.com.cn

Toll Free: +1 800-810-9529 (mainland China only)

Phone: +86 10 8233 0033 (rest of the world)

Fax: +86 10 8233 0022

Operating Hours: Monday through Friday, 09:00 to 18:00 Beijing Time

The latest versions of user manuals, application notes, and software and firmware updates
are available on the Spirent Communications Customer Service Center websites at
http://support.spirentcom.com and http://support.spirentcom.com.cn (China).

Information about Spirent Communications and its products and services can be found on
the main company websites at http://www.spirentcom.com and
http://www.spirentcom.com.cn (China).

Company Address

Spirent Communications, Inc.
26750 Agoura Road
Calabasas, CA 91302

USA

14

SmartFlow User Guide


mailto:support@spirentcom.com
http://support.spirentcom.com
mailto:support.europe@spirentcom.com
http://support.spirentcom.com
mailto:supportchina@spirentcom.com
http://support.spirentcom.com.cn
http://support.spirentcom.com
http://support.spirentcom.com.cn
http://www.spirentcom.com
http://www.spirentcom.com.cn

Chapter 1
SmartFlow Overview

This chapter provides an overview of SmartFlow and its features, a summary of tests, and
information on frequently asked questions.

In this chapter...
e  Whatis SmartFlow?....16
e  Frequently Asked Questions (FAQ)....23

. New in this Release.... 27
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What is SmartFlow?

What is SmartFlow?

SmartFlow is a performance analysis tool to test Layers 2, 3, and 4 on Class of Service
(CoS) devices and networks built with CoS priority strategies. SmartFlow allows you to
set up multiple flows of IP frames to simulate network traffic and measure the latency,
frame loss, and throughput. It generates results in charts and tables that include
measurements for latency, frame loss, and standard deviation of flows. You can track
results by priority or by type of traffic to see the effect a prioritizing CoS device has on the
network.

SmartFlow can also be used to test non-prioritizing devices by simply generating flows
and then tracking and grouping them. The SmartFlow Group Wizard quickly and
automatically generates any number of flows and groups of flows based on traffic pattern
and priority settings that you specify in several Wizard dialog boxes.

SmartFlow is used together with a Spirent Communications SmartBits® chassis and at
least two SmartMetrics or TeraMetrics® (or TeraMetrics-based) ports.

Features of SmartFlow

SmartFlow supports the following features:

®  Variable, multiple source, and destination address fields within one flow definition to
simulate a large network

e [P, TCP, UDP, ICMP, and IGMP protocols

e LAN, POS, WAN, and ATM interfaces

*  Test devices with VLAN, IP TOS, and Diffserv priority schemes

*  Multiple networks and VLANSs per physical port

* Flows with MPLS labels, statically or dynamically defined

*  Ability to test single and multiple devices

®  Test results in a chart or table format that is exportable to HTML format

®  Test setup exportable to a script format

*  Ability to save test/card setup information and results to a file for later use

*  User-configurable test duration, frame length, test load, and type of data flow

*  Ability to measure throughput, frame loss, latency, and QoS reclassification for a
large number of flows and groups of flows

* Generation and advertisement of a large number of BGP4 routes
*  Multiple chassis connections
*  Multiple users of a SmartBits chassis.

For a list of features that are new to this release, refer to the online Help.
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Summary of Tests

SmartFlow contains the following tests:

Throughput

Measures the maximum rate at which frames from flows and groups sent through a
device can be sent without frame loss. There is a standard Throughput test and an
asymmetric Throughput test.

Jumbo

Measures frame loss, latency, and latency distribution in flows and groups of flows
sent through a device and updates each of these results simultaneously. The test
includes both cut-through and store-and-forward latency measurements. It also
measures latency standard deviation based on latency distribution and the number of
frames received that were out of sequence. It also reports bandwidth utilization.

Frame Loss
Measures the number of frames lost from flows and groups sent through a device as
well as the number of frames received that were out of sequence.

Latency

Measures the minimum, maximum, and average latency of frames received on non-
TeraMetrics ports plus minimum and maximum or minimum and average latency of
frames received on all TeraMetrics and TeraMetrics-based ports. The test includes
both cut-through and store-and-forward latency measurements. (The frames are in
flows and groups of flows sent through a device.)

Latency Distribution

Measures the latency of received frames in flows and groups of flows sent through a
device and sorts them into eight latency buckets. Compared to the Latency test, this
test can provide a finer view of latency behavior at the Device Under Test (DUT) load
tolerance limits.

Latency Over Time
Measures the overall pattern of latency (across time) for each receiving port in the
test.

Latency SnapShot
Measures the latency of each received frame for a specified number of frames in
flows and groups of flows sent through a device.

SmartTracker

Measures the ability of a DUT to reclassify packets based on IP precedence settings
such as protocol type. It can measure other criteria relative to the VLAN tag of a
frame, such as whether the VLAN tag was retained in received frames and whether it
was in the correct place. You can also specify a custom field to track in a packet that is
16 bits or less.

E Notes: e Latency is calculated for all received frames.
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* For Latency and Latency Over Time tests, SmartFlow reports either average
and maximum latency or minimum and maximum latency for all TeraMetrics
and TeraMetrics-based receiving ports.

Uses of SmartFlow

SmartFlow's capacity for high port density allows you to put the DUT backbone or system
under load with hundreds of ports. The main benchmarking purposes for SmartFlow are
to:

®  Test priority schemes.

e Verify the priority scheme functionality of a device and how many levels it can
effectively use.

*  Test your implementation of priority schemes.

*  Evaluate the performance at all priority levels based on different protocols.

* Determine and understand the performance limits of your devices. Then make the
necessary modifications to boost its performance.

*  Perform comparative testing of devices.

* Re-qualify a device after firmware upgrades.

* Determine if you are getting the bandwidth for which you paid.

*  Publish test results in industry-sponsored comparative analyses and reports.
*  Get your product to market more quickly.

* Advance CoS technology by illustrating its benefits with industry-standard test
results.

*  Test firewalls to see the number of flows the device can pass and reject.
* Test BGP4 routers.

®  Test MPLS routing performance.

Who Should Use SmartFlow?

The typical users of SmartFlow are:

* Network Equipment Manufacturers (NEMs)
(This includes developers, Quality Assurance engineers, marketing staff, and pre-
sales SEs.)

* Internet Service Provider test-lab engineers
* Enterprise test-lab engineers

* Anyone who wants to deploy critical or prioritized traffic.
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Why Test with SmartFlow

The increase in voice and video transmissions over IP has made prioritizing network traffic a
necessity. Both multimedia and data sharing applications require efficient priority
implementation in CoS network devices. SmartFlow allows you to test:

CoS devices for DiffServ, VLAN, and TOS Precedence
Bursty traffic

TCP/UDP source port priority schemes

VLAN implementations

Basic firewall datagram forwarding

Device access lists

Flows between any types of ports (Ethernet, Gigabit Ethernet, 10 Gigabit Ethernet, USB,
POS, WAN, or ATM)

MPLS-enabled traffic
IP Multicast traffic
IPv6 traffic

Bandwidth provisioning.

SmartFlow can help you evaluate the performance of your DUT or System Under Test (SUT)
by answering such questions as:

For priority schemes:
*  What is the impact of priority-based traffic on non-priority-based traffic?

*  Under congestion, at what point is low priority traffic dropped and how is high prior-
ity traffic treated? (Does the latency increase or decrease?)

*  How many priority queues does the device support?
*  Were flows received in sequence and were there any stray (misdirected flows)?
*  How does the DUT handle and prioritize IPv4 traffic together with IPv6 traffic?

For voice and video data:

*  What is the line quality of the high priority traffic?

*  Does the DUT promote transmission of voice and video data?

* Do the latency results of a port indicate that it can handle voice or video?
*  How many flows can the network handle at different line rates?

Note: Although SmartFlow does not specifically generate voice or video traffic, you can
generate UDP traffic, which is one of the most common transport protocols for voice and
video. SmartVoIPQoS, part of the SmartFlow Application Test Suite, does simulate voice
traffic and can generate both UDP and RTP traffic.

What is the latency and latency distribution at different priorities and loads?
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The Need to Test Bursty Traffic

Network devices often produce bursts of back-to-back frames, rather than a steady load of
frames. A back-to-back burst is a number of frames sent at 100% load for a specific
duration. For example, in Ethernet networks, bursty traffic consists of sending frames with
the minimum interframe gap.

Typically, back-to-back bursts occur at aggregate points such as an uplink between two
devices. At an aggregate point, a device’s buffer fills due to simultaneously receiving
packets on different input ports that are destined for the same output port. The device may
then send a burst of traffic from the congested output port in an attempt to rapidly empty
the buffer.

How Bursty Traffic Affects Device Performance

A device’s behavior can vary in the presence of bursty traffic. Latency may increase due to
the additional buffering that results from receiving a burst of traffic. Throughput can also
be affected by bursty traffic because a device may not be able to sustain 100% load
throughout the duration of the burst.

Because normal network traffic is bursty, a device should be tested using different burst
sizes. SmartFlow can create bursty test traffic based upon user-specified parameters such
as the burst size, simulating real world conditions and stressing the forwarding capabilities
of the device. SmartFlow has a test for throughput as well as various latency tests that help
measure and examine latency.

When to Test Class of Service Devices

*  When increasing multimedia unicasts and multicasts on your network.

*  After network device firmware upgrades. (Do not assume that performance will
improve after an upgrade.)

*  After any kind of network growth.

* After you implement a priority scheme for your network or for devices that support
priority.

*  After you have determined the core functionality of a networking device and you now
need to measure the device’s scalability and performance.
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Related RFCs and References

The following general references apply:

RFC 1242
RFC 2544
RFC 2285
RFC 1700
RFC 793
RFC 768
RFC 792
IEEE 802.1Q

RFC 2113

Benchmarking Terminology for Network Interconnection Devices
Benchmarking Terminology for Network Interconnect Devices
Benchmarking Terminology for LAN Switching Devices
Assigned Numbers (for IP protocol and TCP/UDP port numbers)
Transmission Control Protocol (TCP)

User Datagram Protocol (UDP)

Internet Control Message Protocol (ICMP)

VLAN Tagging

IP Router Alert Option

These references apply specifically to BGP:

RFC 1771

RFC 1654

RFCs 1105,
1163, 1267

Border Gateway Protocol 4 (BGP-4), current version of BGP

Border Gateway Protocol 4 (BGP-4), first specification now obsoleted
by 1771

Describe versions of BGP prior to BGP4

These references apply specifically to MPLS:

RFC 2205

RFCs 2210,
2211, 2215

RFCs 3031, 3032

Resource Reservation Protocol (RSVP)

Describe the use of RSVP with IETF Integration Service and the
Controlled Load Network element

Describes MPLS architecture and Label Stack Encoding

These references apply specifically to IP Multicast:

RFC 2432
IETF Draft

RFC 1112

Terminology for IP Multicast Benchmarking
Methodology for IP Multicast Benchmarking

Host extensions for IP Multicasting, specifies Version 1 of IGMP
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RFC 2236 Internet Group Management Protocol, Version 2 of IGMP
RFC 2113 IP Router Alert Option
These references apply specifically to IPv6:
RFC 2373 IP Version 6 Addressing Architecture
RFC 2460 Internet Protocol, Version 6 (IPv6) Specification
RFC 2461 Neighbor Discovery for IP Version 6 (IPv6)
RFC 2462 IPv6 Stateless Address Autoconfiguration
RFC 2463 Internet Control Message Protocol (ICMPv6) for the Internet Protocol
Version 6 (IPv6) Specification. Neighbor discovery uses ICMPv6.
RFC 2464 Transmission of [Pv6 Packets over Ethernet Networks
RFC 2473 Generic Packet Tunneling in IPv6 Specification
RFC 3056 Connection of IPv6 Domains via IPv4 Clouds
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Frequently Asked Questions (FAQ)

What exactly is a “flow?”

A flow is a series of frames traveling from one source to one destination.

What is a SmartFlow?

A SmartFlow is a trackable entity that contains one or more flows. Each SmartFlow
contains a series of frames from one or more sources to one or more destinations at

the MAC, IP, TCP/UDP, and/or other protocol levels with their specific priority set-
tings. (In SmartFlow documentation, the term flow refers to either a SmartFlow or a
flow, depending on the context.)

What is a Group?

A group consists of one or more SmartFlows, usually with a user-defined common
attribute such as priority, protocol, and traffic pattern. Groups are used to organize
SmartFlow test results.

What protocols are supported in SmartFlow?

SmartFlow allows you to define flows with the IP, TCP, UDP, ICMP, or protocols over
Ethernet II, POS, WAN, and ATM.

Does SmartFlow implement a TCP stack?

No, SmartFlow only allows you to define a TCP frame with a source and destination
port.

What type of priorities or CoS are supported?

SmartFlow supports VLAN priority, Diffserv, IP Precedence, and MPLS labels. You
can combine VLAN with IP Precedence and Diffserv. SmartFlow also allows you to
enter the IP TOS (Diffserv) byte in hexadecimal form or select from a pull-down list
of values.

Can SmartFlow detect and track when the TOS byte has changed?

Yes. You can use the SmartTracker test to track the TOS byte, as well as other prioriti-
zation bits, in test frames. Refer to Chapter 16, “SmartTracker Test.”

How many flows per port can be defined and used?

SmartFlow supports numerous source and destination pairs from or to a single port.
(The number of flows can be less depending on the number of multiples defined in
each flow.) Depending on the individual card/module, the number of possible cyclic
flows per port is significantly greater. See the table in “Maximum Number of Flows
per Port” on page 45.
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How do | create a large number of flows?

You can create and edit each flow one at a time or use the Group Wizard. The wizard
allows you to create a large number of flows between ports in a mesh or backbone
configuration or in pairs spanning all the priorities. You can also use an existing
flow(s) as a “template” to set up more flows using Copy Flow function the Smart-
Flows tab.

Can | send background traffic?

SmartFlow doesn't include a separate feature that allows you to specify background
traffic to be sent along with the flows. However, you can create any flows for back-
ground purposes. You can also use other SmartBits applications to send background
traffic from non-SmartFlow ports.

How many groups can a flow belong to?

A flow can belong to as many groups as you define. You can create any number of
groups and have any or all flows belong to the group. The groups are intended to
allow you to get results based on different priorities, source or destination addresses,
or any other logical grouping.

Can groups span multiple ports?

Yes, groups are made up of user-defined flows that can be between many different
ports. This is a key feature in creating groups.

How many networks per port can be used?

Up to 999 networks or less, depending on the subnet mask and the overall memory
limitations of the test being run. The subnet is defined by the device's gateway address
and subnet mask. You can enter multiple subnets for each port.

How are the results displayed?

The results, which are stored in a Microsoft Access database format, are displayed by
flow, group, and total. The results are presented for each test graphically, in table for-
mat, and with raw data values. The graphs and tables can be cut and pasted into other
applications. The graphs can be saved as .jpegs and the tables can be saved to comma
delimited files (.csv), which can be read by Excel, or to .html files.

What kind of device can be tested with SmartFlow?

SmartFlow can test any forwarding device. However, it is intended to test priority-
based devices. It can teach Layer 2, Layer 3, and VLAN devices and learn the MACs
of Layer 3 devices. It supports ARP for each flow and can forward frames through a
VLAN device.
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Can | test multiple devices simultaneously?

Yes, as is the case with all Spirent Communications applications. No assumptions are made
regarding the internal nature of the DUT. Thus, the DUT can be comprised of multiple
devices making it an SUT.

How many ports does SmartFlow support?

The number of ports per SmartBits system determines the maximum number of ports sup-
ported. SmartFlow supports up to 16 SmartBits systems (as 16 SmartBits 6000x’s, or 16
stacks consisting of either four SmartBits 2000s or one SmartBits 2000 and three Smart-
Bits 10s). However, Latency tests support 8 SmartBits systems (or 16 with a multi-chassis
extension unit) when using a CATS cable for synchronized chassis using the expansion in/
out ports. For more information about chaining multiple chassis, see the Installation Guide
shipped with your chassis.

Can SmartFlow be run on a SmartBits 6000x and a SmartBits 600x?

Yes. SmartFlow supports these chassis and various POS and LAN modules that run on
these chassis. (The SmartBits 600x/6000x does not support WAN modules.) For specific
modules supported, see “SmartBits Hardware Requirements” on page 59.

Can SmartFlow be used with multiple master chassis?

Yes, SmartFlow supports multiple chassis with synchronized time stamps and starts. You
can connect chassis in various combinations: SmartBits 600x/6000x’s with SmartBits 200/
2000s or SmartBits 2000s with SmartBits 10 expansion chassis. You can also use a multi-
chassis extension unit to connect multiple master (controlling) chassis. For more informa-
tion, see the Installation Guide for your chassis type.

Does SmartFlow support the use of CDMA or GPS as external time refer-
ences?

The SmartBits 600x/6000x chassis now supports the EndRun Technologies Praccis CDMA
and Zyfer NanoSync GPS time reference as well as the original Symmetricom/HP
58503A/B unit. SmartFlow works with any combination of these units. No special settings
need be set in SmartFlow; operation is automatic. For the SmartBits 200/2000, only the HP
58503 A/B are supported.

How can | set up Multicast receiver groups in SmartFlow?

To set up receiver groups, use the IP Multicast Wizard. Select the Multicast tab, then right-
click on the first column MC Group/Port-VLAN to start the wizard. Use the Wizard to
associate IGMP-enabled ports (but enable them in the Cards tab first) with the multicast
groups that you want the ports to join. Use the Wizard to configure multiple VLANSs per
multicast group as well.
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How can | run a single-port test with SmartFlow?

In SmartFlow version 4.00 or later, you can do this easily. In the Group Wizard, when
selecting port pairs, select the One port configuration checkbox. In versions earlier
than 4.00, use this procedure: Set two ports to Read State “Active” in the Cards tab
(though only one port is used for the test). Using the Group Wizard on the Groups tab,
create a flow between the two active ports. Then from the SmartFlows tab, change the
destination port of the flow that you created to match the source port. This effectively
allows you to run a test on a looped-back circuit using a single port.

Which hardware supports rates per flow and how does it work exactly?

Rates per flow is supported on LAN-33xxA, XFP-373xA, and XLW-372xA modules.
This feature on the Groups tab enables you to control rates by individual flows. It
includes the Flow Rate Calculator, which you can use to convert rates from Kbits/Sec,
Mbits/Sec, and Frames/Sec to %Utilization. When assigning load percentages to
flows, remember that these ratios are distributed across the load percentage of the port
on a per-iteration basis. Example: If flow A is set to 50%, flow B set to 25%, and flow
C set to 25%, and the port load utilization percentage is set to 10% for the first itera-
tion of a test, then flow A transmits at 5% of line speed, and flows B and C transmit at
2.5% of line speed.

When | setup TCP traffic in SmartFlow, does it actually open TCP ses-
sions?
No, it builds TCP frames and will ARP for these flows, but it does not open actual

TCP sessions. Spirent Communications offers applications that can do this. Consult
your local Sales Representative for more information.

Why do | see frame loss when | use a larger burst number even though
the load and length of the tests are the same?

When the burst value is set to 1, the Inter Frame Gap (IFG) between each of the pack-
ets is evenly distributed. If the number is set to something other than 1, that burst of
frames is sent with the minimum legal gap between those frames and the remaining
bursts of traffic are sent with Inter Burst gaps (IBG) to correct for the load.

For example, say you are transmitting 128-byte frames (including CRC) at a rate of
100 packets per second (pps). The port speed is 100Mbps and the burst value is 1. The
IFG between each packet would be approximately 10ms (minus the time length of the
packet with the preamble, 10,880ns) or 9.989120ms.

If the burst value is 10, there would be 10 bursts of 10 packet per burst per second.
The IFG would be 96 bit times (960ns) and the IBG would be 99.882560ms. Because
the packets are closer together in the burst, the burst fills the buffer faster, and it
requires routing decisions to be made faster in the DUT. This can cause frame loss if
the DUT can’t keep up. (This is for illustrative purposes only. Most DUTs keep up
with traffic close to or at wire speeds.)
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New in this Release

SmartFlow Version 5.50 contains these new features, enhancements, and changes:

Asymmetric Throughput

SmartFlow now reports throughput separately and independently for two sets of flows
with a new test called Asymmetric Port Throughput. One flow group is assigned to
upstream ports and another to downstream groups. The test uses a separate search
algorithm (binary, step, or combo) for each set of flows. Upstream and downstream
test traffic can be run simultaneously or sequentially. Upstream and downstream flow
groups can contain sub-groups, i.e., one group of TCP flows and one group of UDP
flows. The test configuration and results use meaningful load units: Mbps, Kbps, fps,
and bps as well as % utilization.

Frame Size Summary Reporting

New frame size summary reports are available in the summary results of the Jumbo,
Frame Loss, and Latency tests. These results make packet sweep testing easier,
especially across multiple ports and traffic loads.

ATM in Flow Rate Calculator

ATM-transmit rate support and conversion between Ethernet and ATM have been
added to the Flow Rate Calculator that is accessed from the 7ools menu. With this
tool, the number of ATM cells and frames can easily be computed based on traffic
loads and frame contents.

IPv6 Management Control
The chassis can now be controlled from an IPv6-enabled Ethernet interface on a PC
on which SmartFlow is running.

Random Frame Size Limits

Random frame sizes assigned to multiple flows on the SmartFlows tab can now be
assigned a range with an upper and lower frame size by highlighting the flows and
right-clicking to access this option.

Increase in Maximum Custom Loads

The maximum number of test loads per sequence index on the Custom Test Loads Per
Port (% Utilization) dialog box (accessed from the Test Setup>Test Iterations tab) has
been increased from 2,000 to 5,000.

SAI Export of Multicast
SmartFlow with Multicast functionality can now be exported to SAI via the Export to
SAI option accessed from the File menu.

SAI Export
The new features in SmartFlow Version 5.50 can be exported to SAI via the Export to
SAI option accessed from the File menu.
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Chapter 2
Basic Theory

This chapter provides some basic definitions such as flow and stream, and explains how
cyclic and non-cyclic SmartFlows differ. It also provides a general test methodology.

In this chapter...

. What is a Flow?....30

° How a Stream Generates a Flow....32
o Understanding Cyclic vs. Non-cyclic SmartFlows. ... 34
. How SmartFlow Schedules Flow Transmission.... 39

e Card/Module Support for Cyclic Flows.. ... 42
o Maximum Number of Flows per Port. ... 45

e  About SmartCards and Modules. ... 46

o Frame Sizes and Padding.... 47

o General Test Methodology .. .. 48

. Address Resolution....53
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What is a Flow?

What is a Flow?

A flow in general is a series of frames traveling from one source to one destination.

[\

Each line represents a flow.

In SmartFlow documentation, the term flow can refer to either a SmartFlow or a flow,
depending on the context.

What is a SmartFlow?

A SmartFlow is a trackable entity that contains one or more flows and provides the ability
to vary addresses and/or port numbers. Each variation comprises one flow. In the
application, you manipulate flows by changing the SmartFlow to which the flow belongs.

Each SmartFlow contains a series of frames from one or more sources to one or more
destinations at the MAC, IP, TCP/UDP, and/or other protocol levels with their specific
priority settings. There are two types of SmartFlows: cyclic and non-cyclic.

What is a Stream?

A stream is a template (blueprint) or pattern, based on a single protocol, for creating
frames/flows. Frames in a stream are related by the basic traffic blueprint that they share,
such as type (IP, UDP), frame size, and content. Streams relate directly to hardware
resources on a card or module. The maximum number of streams allowed per port on a
card or module ranges from 512 - 8,192 depending on the card type. Each non-cyclic
SmartFlow uses one stream by default. For more information, see “How a Stream
Generates a Flow” on page 32.

What is a Non-cyclic SmartFlow?

A non-cyclic SmartFlow is simply a SmartFlow that uses one or more hardware streams.
It allows more combinations of addresses and/or port number (within the protocol header)
variations than a cyclic SmartFlow, but each variation uses a hardware stream resource.
For a comparison, see “Maximum Number of Flows per Port” on page 45.
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What is a Cyclic SmartFlow?

A cyclic SmartFlow is a SmartFlow consisting of one hardware stream with incrementing
fields. You can generate more address variations using a cyclic SmartFlow than a non-
cyclic one. For more information, see Table 2-6, “Maximum Number of Flows per Port,”
on page 45.

What is a Group?

A group consists of one or more SmartFlows, usually with a user-defined common
attribute such as priority, protocol, and traffic pattern. Groups are used to organize
SmartFlow test results. Flows are grouped according to what you want to track in test
results. Grouping flows does not affect traffic generation.
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How a Stream Generates a Flow

A stream in SmartFlow is a frame definition (packet structure) based on one protocol. It is
possible to have multiple streams that are identical except for the signature field. A stream
emulates a virtual host. The stream definition is used to generate multiple test frames of
the same protocol type. Figure 2-1 shows how various types of SmartFlows use streams.

StreM
SmartFlow 1: Cyclic with
TCP . | TCP TCP incrementing fields. Three
fl based t
Address 3 Address 2 Address 1 dz\fl;lr?itic?r?.e on one stream
Stream #2
SmartFlow 2: No incrementin
Il __UDP __UDP __UDP frelds. ¢}
Stream #3
| UDP UDP UDP
Address 1 Address 1 Address 1 _SmartFIovy 3: Non-cyclic with
Stream #4 incrementing fields based on
two stream definitions.
UDP UDP UDP
SmartBits Address 2 Address 2 Address 2

module
Figure 2-1. How Cyclic and Non-cyclic SmartFlows Utilize Streams

When you make an incrementing SmartFlow cyclic, one stream definition is used to
generate multiple flows with varying field values (in Figure 2-1, SmartFlow 1). Here
flows denotes frames traveling from one source to one destination, not SmartFlows.

A SmartFlow that contains no varying fields consists of a single stream definition.
(SmartFlow 2).

A non-cyclic SmartFlow that has incrementing fields consists of multiple streams
(SmartFlow 3). The number of stream definition is determined by the variable count.

For more information about cyclic flows, see “Understanding Cyclic vs. Non-cyclic
SmartFlows” on page 34.

Figure 2-2 on page 33 shows one stream in a cyclic SmartFlow.
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A cyclic SmartFlow consists of one stream with incrementing fields.
This cyclic flow has a variable count of 3, so there are two additional variations
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> stream of a cyclic
SmartFlow. Since
cards transmit in a
round robin fashion,
each frame belongs to
the same stream.

Figure 2-2. One Stream in a Cyclic Flow
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Understanding Cyclic vs. Non-cyclic SmartFlows

A cyclic SmartFlow is a SmartFlow consisting of one stream definition with one or more
incrementing fields. In cyclic flows, SmartFlow increments the fields in the frame a
specified number of times. Depending on card type, the incrementing (varying) fields may
be source or destination IP or MAC addresses, TCP/UDP port numbers, or VLAN ID and
Priority. This way of generating varying test frames is termed cyclic because, after
SmartFlow has varied a field the specified number of times, it reverts to the base (starting)
value of each incrementing field and begins again.

When to Use Cyclic SmartFlows

Cyclic flows permit one or two varying fields, and they allow a very large number of
flows (up to 65,536 per SmartFlow). Non-cyclic flows permit any number and
combination of variable fields, but a much smaller number of flows. In general, use cyclic
flows when you want a large number of flows. Use non-cyclic flows when you want more
combinations of address and/or port number variations and a smaller number of flows is
acceptable. In addition, use non-cyclic flows when you want statistics on individual flows
rather than on flows by group. With cyclic SmartFlows, SmartFlow provides group totals
based on each hardware stream, but it does not show results for each flow.

See the next section “Comparison of Cyclic and Non-Cyclic SmartFlows” for a more

detailed comparison.

Notes: e The waterfall pattern of traffic in the Group Wizard does not support cyclic
flows. However, you can manually change the flows to cyclic on the Traffic
tab.

*  SmartFlow currently does not support cyclic flows with IPv6 traffic.
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Comparison of Cyclic and Non-Cyclic SmartFlows

Either method of generating a SmartFlow has both benefits and restrictions, as shown in
Table 2-1.

Table 2-1. Comparison of Cyclic and Non-cyclic SmartFlows

Feature Single (cyclic) SmartFlow Multiple (Non-cyclic) SmartFlows

Number of Generates the number of address, port, or | Generates the number of SmartFlows (each with

Flows Generated | VLAN variations specified in the Number | a different address) specified in the Number of
of Flows field within one SmartFlow. Flows field.

Flow Limit For information on cyclic flow limits, The quantity is limited to the card limit on flows

Allowed refer to Table 2-6, “Maximum Number of | per port, as stated in Table 2-6, “Maximum
Flows per Port,” on page 45. Number of Flows per Port,” on page 45.

CPU Usage This allows you to generate a large Uses more resources since you are actually
number of streams with only one generating more individual flows to be sent and
SmartFlow, so less resources are used. tracked.

Test Results Only the single base SmartFlow stream is | Each SmartFlow appears in test results. You can
tracked and appears in results, not the more easily track stray frames since there are
individual cyclic flows. multiple flows. However, if you vary a field

within the flow, the variations do not appear in
results.

Variation Count | Range of 2 - 65,535. Range of 2 to the maximum number of streams

(how many that the card can support (e.g., 2047 for LAN-

unique patterns) 3325).

Variation Step Limited to 1. Limited to 1.

(amount of

increase between

each pattern)

Variable Fields IP and MAC source and destination IP and MAC source and destination addresses,
addresses, TCP/UDP port numbers, and TCP/UDP port numbers, and VLAN ID and
VLAN ID and Priority. See “Card/Module | Priority. (There is no limit to the number of
Support for Cyclic Flows” on page 42 for | variable fields.)
more information. (Limited to two
variable fields.)
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Cyclic vs. Non-Cyclic Incrementing of Flows

Incrementing fields in a cyclic SmartFlow work similarly to those in non-cyclic
SmartFlows: The variable fields in the cyclic flow or SmartFlow are incremented the
specified number of times. But with cyclic flows, the order of incrementing is different
from that in a non-cyclic SmartFlow.

Figure 2-3 is an example, showing how IP addresses are incremented and transmitted in
both cyclic and non-cyclic flows.

Let us say a card/module is configured to transmit three flows: two non-cyclic
SmartFlows and one cyclic SmartFlow. The cyclic SmartFlow has the Number of Flows
field set to 4. As the card goes through its table of flows to transmit, the address in the
cyclic SmartFlow is incremented for three transmission cycles, then returns to the base
address and begins incrementing again.

Streams for Two Non-cyclic + One Cyclic SmartFlow. Number of Variations = 3.

All variations of this cyclic SmartFlow are
created using one stream definition.

|

Card A Transmission order of flows Each frame sent for the cyclic
- Stream 1 - 192.168.1.1 - Base address flow (Stream 1) is based on the
Stream 1 192.168.1.1 Cyclic Stream 2 - 10.1.1.1 same stream definition.
Stream 2  10.1.1.1 Non-cyclic Stream 3 - 20.1.1.1
Stream 3 20.1.1.1 Non-cyclic Stream 1 - 192.168.1.2 - Increments by 1 Each stream (flow) uses one of
Stream 2 - 10.1.1.1 the stream definitions available
on the card. But Stream 1
Stream 3 - 20.1.1.1 (cyclic) generates three times
Stream 1 - 192.168.1.3 - Increments by 1 more frame variations,
St 2-101.1.1 because the IP address field is
ream < - 19.1.1. incremented in each frame that
Stream 3 - 20.1.1.1 is sent, up to the specified
Stream 1 - 192.168.1.1 - Reverts to base address number of variations.
Stream 2-10.1.1.1
Stream 3 - 20.1.1.1
Figure 2-3. How Cyclic and Non-cyclic Flows are Transmitted

Both cyclic and non-cyclic flows use separate streams on a port. When you generate
multiple non-cyclic SmartFlows, each flow uses one stream. In contrast, when you
increment variable fields in a cyclic SmartFlow, each variation is performed on the same

stream.
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Multiple Non-cyclic SmartFlows with No Variation

For example, let us say four SmartFlows have these IP addresses with no variation:

Multiple non-cyclic SmartFlows with Number of Flows (Variable Count) =1 (no
variation)

Flow 1: 10.10.1.1
Flow 2: 10.10.2.1
Flow 3: 10.10.3.1
Flow 4: 10.10.4.1

Single Non-cyclic SmartFlow with Variation

Here is how addresses are incremented with one non-cyclic SmartFlow, whose base
address is 10.10.1.1:

One Non-cyclic Flow with Number of Flows (Variable Count) =4

10.10.1.1 This single, cyclic SmartFlow has 4 streams. Each time
10.10.1.2 the port transmits this flow the IP address is incremented
10.1. b .
10.10.1.3 yone
10.10.1.4
10.10.1.1 «———— The fifth transmission returns to the starting address
again.

Cyclic SmartFlows with Variation
For cyclic SmartFlows, SmartFlow increments the x.y.z bytes in an 1.x.y.z address,
starting from the .z (least significant byte).

Here is how addresses are incremented with two cyclic SmartFlows, whose base addresses
are 10.10.1.1 and 20.10.1.1:

Two Cyclic SmartFlows with Number of Flows (Variable Count) = 4
Flow 1: 10.10.1.1

Flow 2: 20.10.1.1
This is the end of the first transmission.

Flow 1: 10.10.1.2
Flow 2: 20.10.1.2
Flow 1: 10.10.1.3
Flow 2: 20.10.1.3
Flow 1: 10.10.1.4
Flow 2: 20.10.1.4

This is the end of the next transmission.

This is the end of the next transmission.
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Cyclic and Non-cyclic SmartFlows with Variation

With non-cyclic flows, there is one stream definition for each pattern of incrementing
fields. In addition, the order of stream transmission as fields increment is different from
that of cyclic flows. Figure 2-4 is an example. It shows how addresses are incremented
and frames are transmitted when there are two cyclic SmartFlows and non-cyclic
SmartFlow. Notice that the non-cyclic Flow 1 accounts for two-thirds of all traffic,
whereas Flows 2 and 3 (cyclic) account for only one-sixth.

One Non-Cyclic, Two Cyclic SmartFlows. Number of Flows (Variable Count) = 4

Flow 1: 192.168.1.1 Flow 1 is a non-cyclic. It
uses 4 hardware streams.
192.168.1.2 The first 4 frames from the
192.168.1.3 port are for Flow 1.
192.168.1.4
Flow 2: 10.10.1.1 Flows 2 and 3 are cyclic.
Flow 3: 20.10.1.1
This is the end of the first transmission.
Flow 1: 192.168.1.1
192.168.1.2
192.168.1.3
192.168.1.4
Flow2: 10.10.1.2 The addresses of cyclic SmartFlows increment
once each time the port transmits that flow.
Flow 3: 20.10.1.2
This is the end of the next transmission.
Flow 1: 192.168.1.1
192.168.1.2
192.168.1.3
192.168.1.4
Flow 2: 10.10.1.3
Flow 3: 20.10.1.3
This is the end of the next transmission.
Flow 1: 192.168.1.1
192.168.1.2
192.168.1.3
192.168.1.4
Flow 2: 10.10.1.4
Flow 3: 20.10.1.4
Figure 2-4. Example of Incrementing Fields in Cyclic and Non-cyclic Flows
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How SmartFlow Schedules Flow Transmission

The order in which non-cyclic flows are transmitted depends on whether the flows are
using port-based or flow-based rates. For more information about the different ways to
vary loads in a test, see “Varying Test Loads” on page 253.

If no rate has been set on a per flow basis for any of the flows associated with a port (N/A
is displayed on the Groups tab), flows are transmitted from that port in a round-robin
fashion. If each flow uses the same frame size, the rate for each flow is evenly divided
among the flows based on the overall port rate for a given test iteration. If each flow uses a
different frame size, the rate for each flow is proportional to its frame size.

For example, let us say port 1 has four flows all with the same frame length: F1, F2, F3
and F4. Each flow has no rate assigned to it (N/A is displayed on the Groups tab in the
% / Custom field.) Tuble 2-2 shows the order in which the port transmits the flows during
one test iteration.

Table 2-2. Transmission Order of Flows with Rate Based on Port Rate

Sequence of Transmission Packet from Flow #

F1

F2
F3
F4

F1

F2
F3
F4

R || N R W N -

Flow Scheduling on TeraMetrics and TeraMetrics-based Cards

TeraMetrics and TeraMetrics-based module firmware attempts to maintain the round-
robin transmission order of non-cyclic flows, as shown in Table 2-2. However, if you
specify rates on a per flow basis, instead of round-robin, the firmware uses a ratio of each
flow’s rate to another to schedule flow transmission.
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When rates per flow are used, the rates are not deterministic and transmission scheduling
varies based on the following:

*  Frame size for each flow on the port
*  The ratio of the rates for each flow on the port

* The size of the card rate-based scheduler table (up to 8,192 entries).

Note: The standard TeraMetrics scheduler may adjust requested Tx rates on a per-flow
basis. This may be noticeable at higher link speeds. (For more information about the
scheduler, refer to the SmartBits System Reference manual.) Use the advanced TeraMetrics
scheduler to maximize deterministic rates and maintain the desired scheduling.

For example, assume that port 1 has four non-cyclic flows: F1, F2, F3 and F4. Let us say
also that each flow has the same frame length. Table 2-3 shows the rate assigned to each
flow when the test load is 10%.

Table 2-3. Example of Rate Ratios for Flows with Rates per Flow

Flow #! % [ Custom Flow Rate Ratio Actual Rate for Flow
F1 10% 1 1%
F2 20% 2 2%
F3 40% 4 4%
F4 30% 3 3%

1 Represents the order in which flows appear on the SmartFlows or Groups tab. It is
not necessarily the order in which the flows are transmitted.
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Based on the example in Table 2-3 on page 40, Table 2-4 shows the order in which the
port actually transmits the flows during one test iteration.

Table 2-4. Transmission Order of Non-cyclic Flows with Rates per Flow

Sequence of Transmission

1

Packet from Flow #

F1

F2

F3

F4

F2

F3

F4

F3

O | 0| | N L B W

F4

—_
S

F3

Cyclic Flows and Rate Scheduling

The scheduling principles that apply to non-cyclic flows also apply to cyclic flows. But
when you assign a rate to a cyclic flow, that rate is evenly distributed among all of the
cyclic variations. Each time the port transmits a cyclic flow, the next variation is applied to
the transmission (unless the Stutter count field on the SmartFlows>Traffic tab is enabled).
You cannot assign a rate per flow for each variation of a cyclic flow, but the rate that you
assign applies to the base flow. For more information, see “Cyclic vs. Non-Cyclic
Incrementing of Flows” on page 36 and “Rates per Flow” on page 264.
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Card/Module Support for Cyclic Flows

SmartBits cards and modules support incrementing fields in cyclic flows in different
combinations. Table 2-5 is a summary of these combinations.

L

Notes:

With cyclic flows, the maximum number of variable fields is two.
Not all frame sizes are supported for all the combinations in Table 2-5.

For cyclic flows generated from the ML-7710 and LAN-3101A/B, the
maximum achievable line rate may vary depending on frame size and the

cyclic flow configuration. To assure maximum line rate, use a frame length of
at least 144 bytes (without CRC).

If you enable Cyclic ARP requests on the Learning tab, the following
combinations are allowed: Src IP, Dst IP, Src/Dst IP, and Src MAC/Src IP.
The following fields are not allowed: Dst MAC, Dst TCP/UDP Port.

You cannot enable Cyclic ARP requests on the Learning tab and cyclic VLAN
ID/Priority. Cyclic ARP does not support cyclic VLANS.

Table 2-5. Card/Module Support for Cyclic Flows
XLW-372xA
XFP-373xA
POS-3505A LAN-33xxA
P0OS-3500/ POS-3504A ATM-3451A
ML-771x* LAN-31xxA | POS-3502A LAN-3201x POS-351xA ATM-3453A WN-3445A
Src MAC X2
Dst MAC X2
Src/Dst MAC X x2
Src IP X X X X X X X
Dst IP X X X X X X X
Src Port X X
Dst Port X X
Src/Dst IP X X X X
Src/Dst Port X X
Src MAC/ X X X X X
Src IP
Src MAC/ X
Src Port
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Table 2-5. Card/Module Support for Cyclic Flows (continued)
XLW-372xA
XFP-373xA
POS-3505A LAN-33xxA
POS-3500/ POS-3504A ATM-3451A
ML-771x1 LAN-31xxA | POS-3502A LAN-3201x POS-351xA ATM-3453A WN-3445A
Dst MAC/ X X X X X
Dst IP
Src MAC/ X X X
Dst IP
Dst MAC/ X X X
Src IP
Dst MAC/ X
Src Port
Src Port/ X X
Dst IP
Src Port/ X X
Src IP
Dst Port/ X
Dst MAC
Dst Port/ X
Src MAC
Dst Port/ X X
Dst IP
Dst Port/ X X
Src IP
VLAN ID x3
VLAN X
Priority
VLAN ID/ X
VLAN Pri
VLAN ID/ X
Src MAC
VLAN ID/ X
Dst MAC
VLAN ID/ X
Src IP
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Table 2-5. Card/Module Support for Cyclic Flows (continued)
XLW-372xA
XFP-373xA
POS-3505A LAN-33xxA
P0S-3500/ POS-3504A ATM-3451A
ML-771x} LAN-31xxA | POS-3502A LAN-3201x POS-351xA ATM-3453A WN-3445A

VLAN ID/ X
Dst IP
VLAN ID/ X
Src Port
VLAN ID/ X
Dst Port
VLAN Pri/ X
Src MAC
VLAN Pri/ X
Dst MAC
VLAN Pri/ X
Src IP
VLAN Pri/ X
Dst IP
VLAN Pri/ X
Src Port
VLAN Pri/ X
Dst Port

1 For these cards, frame sizes less than 144 bytes (without CRC) will not support wire rate. The ML-7710/11 supports

only the following combinations: Src IP/Src MAC and Dst IP/Dst MAC.
2 ATM modules support only these fields, and only when the encapsulation mode is set to LLC Bridged IP.
3 VLAN fields are supported only by TeraMetrics-based LAN modules.
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Maximum Number of Flows per Port

Table 2-6 shows the maximum number of hardware streams (non-cyclic SmartFlows) and
variations (cyclic SmartFlows) allowed per transmitting port, for each SmartBits card and

module.

Note: LAN-31xx module: If you have enabled jumbo or oversized frames (up to 16,388
bytes), the maximum number of streams is reduced to 128.

Table 2-6. Maximum Number of Flows per Port

Maximum Number Streams

Maximum Number

Card/Module (Non-cyclic Flows) per Port | Cyclic Flows per Port!
ATM-3451Ax 8,191 536,797,185
ATM-3453Ax

LAN-31xxA 999 65,469,465
LAN-3101B

LAN-3201B/C 7,000 524,280,000
LAN-330xA 511 33,488,385
LAN 3310/LAN-3311A2

LAN-3306 2047 134,150,145
LAN-332xA

XLW-3720A/XLW-3721A 511 33,488,385
XFP-3730A/XFP-3731A 2047 134,150,145
ML-7710 999 65,469,465
ML-5710 999 N/A
POS-3500A/POS-3500B 8,000 524,280,000
POS-3502A

POS-3504As/POS-3505As> | 11 33,488,385

POS-3510A/POS-3511A2
POS-3518A/POS-3519A

1 The maximum number of cyclic flows allowed is calculated by: maximum num-
ber of streams X 65,535—where 65,535 is the maximum number of flows
allowed per stream. These maximums are theoretical. The actual limit depends on

system resources and the 1-gigabit size limit on the database.

2 If the Non-XD TeraMetrics-based modules transmit IPv6 TCP frames, the maxi-
mum number of flows is 255.
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About SmartCards and Modules

SmartCards and modules are custom-designed Printed Circuit Boards (PCBs) that fit
within a SmartBits chassis to generate, capture, and track network packet data.

SmartCards consist of one PCB and fit into the SmartBits 10 and SmartBits 200/2000
chassis.

Modules consist of one PCB and fit into the SmartBits 600x and SmartBits 6000x chassis.
They have a higher port density than do SmartCards. In the SmartBits 6000x, two modules
fit into each slot.

The term card is used to refer to any SmartCard or module for SmartBits systems.
E Notes: ® The term SmartCard applies only to the SmartBits 200/2000 chassis. The
term module applies only to the SmartBits 600x/6000x chassis.

*  SmartModules and the SmartBits 6000 chassis in which they are used are no
longer manufactured; however, SmartFlow still supports them.

See “SmartBits Hardware Requirements” on page 59 for a list of the TeraMetrics and
TeraMetrics-based modules and SmartMetrics that are supported in SmartFlow.
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Frame Sizes and Padding

In SmartFlow, displayed frame sizes include CRC, but they do not include any padding in
the size.

SmartFlow calculates the bit rate for flows using the preamble, Layer 2 header, payload,
CRC, and IFG (96 bits).

Undersize Ethernet TeraMetrics-based Frames

For any Ethernet Layer 2 frame smaller than 64 bytes, TeraMetrics and TeraMetrics-based
transmitting ports add padding to make the frame 60 bytes (64 with CRC). Ports add
padding to undersized frames to:

*  Ensure that the DUT does not drop the frames in cases where it does not add padding.
*  Successfully run a back-to-back test.

For example, if you enter a frame size of 56 (the minimum Ethernet frame size), the port
transmits a 64-byte frame (with CRC). However, at Layer 3, the IP Total Length (tot) field
in the frame remains at 38.

TeraMetrics and TeraMetrics-based receiving ports are capable of tracking padded frames
for results.

Undersize Ethernet Non-TeraMetrics Frames

Non-TeraMetrics-based Ethernet ports do not pad transmitted frames that are less than 64
bytes (with CRC). If the receiving port is not TeraMetrics-based, these undersize frames
show as lost frames in results, even if the DUT pads the frames, because SmartFlow is not
able to track the signature field.

For a complete list of minimum and maximum frame sizes allowed in SmartFlow, see
“Allowable Frame Size Ranges by Card Type” on page 500.
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General Test Methodology

Latency Results

Class of Service
testing

SmartBits ports used in a test behave as nodes on a network segment. SmartFlow allows
you to set up multiple unicast streams within each flow as well as multiple flows and
networks for each port. You can group together flows that you would like to view as an
aggregate in test results.

SmartFlow embeds a signature tag (field) into all test frames to distinguish it from real
network traffic. Each signature field contains the following information:

* Sending chassis and port number
*  Flow number
* Sequence number of the packet in the flow

* Timestamp of when the frame was transmitted and received.

Notes: ® SmartFlow recognizes only packets whose signature field is intact (still
resides before the checksum) upon receipt. For example, assume a port sends
a 64-byte packet (including VLAN tag and CRC) to a non-VLAN tagged
port, and the DUT “pads” the packet before the CRC. SmartFlow counts the
packet as lost because the signature field is not immediately before the
checksum.

* If you run the SmartTracker test, the alternate key is used instead of the
signature field.

SmartFlow provides latency results in two forms. For testing bit-forwarding (or cut-
through) devices, latency values are based on the last bit out the transmitting port and last
bit in the receiving port. This result type is available in all the latency tests, including
Jumbo, Latency, Latency Distribution, Latency Over Time, and Latency SnapShot. For
testing store-and-forward devices, latency values may also be based on the first bit out the
transmitting port and first bit in the receiving port. This result type is available in the
Jumbo and Latency tests. For these tests, you select which result type you wish to view:
cut-through or store and forward.

For further information, see “Latency Measurements for Cut-through and Store-and-
Forward Devices” on page 349 and “Interpreting Latency Test Results” on page 352.

Because SmartFlow maps into Layer 2, Layer 3, and Layer 4 of the OSI model, you can
test a Class of Service (CoS) device for priority routing performance at any of these levels.

Tip: The SmartFlow online Help contains more information about how SmartFlow works
and the calculations it uses. Information includes the calculation for the interburst gap plus
how sequence tracking and data integrity works.
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Test Flow Chart

Figure 2-5 illustrates the general methodology for each SmartFlow test. This chart
roughly corresponds to the test phases detailed in the section.

Initialize Test Parameters
(ports, flows, test setup)

Set Up Ports
(download to cards)

l

Leaming Phase (if
specified) for unicast

Sample Iteration (If

[ specited

Wes packet
received (if confim

Sanple Iteration (If
specified)

Increase

Yes

End Test

Figure 2-5. Test Flow Chart
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Test Phases

Once you launch a test, SmartFlow runs through the following phases:

1

SmartFlow analyzes the setup data entered before running the test and builds a track-
ing system. It validates that flow IP addresses are legal according to the port and net-
work setup. If they are not, an error message alerts you so that you can correct it
before running the test.

SmartFlow checks for valid port setups and makes sure all test ports are ready to
transmit.

If specified, Ethernet ports send out ARP requests or learning packets (for unicast
traffic only, not multicast traffic), depending on how you configured the ports in
SmartFlow. If learning fails, a message box displays the port for which ARP requests
or learning failed. You will have the option to abort, ignore, or retry sending out these
packets for the number of times specified on the Test Setup>Learning tab. See
“Address Resolution” on page 53 for more information.

SmartFlow downloads the specified test setups and card setups to the cards in the test.

If ports are enabled for multicast traffic, the multicast group receiver ports send IGMP
Join requests. For more information about multicast traffic, see Chapter 19, “IP Mul-
ticast Testing.”

If you selected to run a sample test iteration, SmartFlow runs a sample test iteration
and then discards the results of this iteration. If you selected to confirm packet receipt,
SmartFlow checks for receipt of at least one packet at each receiving port per flow.

The test phase of the test starts here.

7

10

11

12

If enabled for an Ethernet port, address resolution begins here. Ports sending IPv4

traffic send out ARP requests for the transmitting hosts (IP addresses) to the DUT.

Ports sending IPv6 traffic exchange a neighbor solicitation and neighbor advertise-
ment.

Test ports begin transmitting traffic for the duration specified and at the initial load
specified. They send traffic in a burst consisting of the number of packets specified.

SmartFlow adjusts the traffic load based on the starting percentage of wire rate, the
percentage to step up the rate, and the maximum rate or based on a custom load
sequence. For a Throughput test in binary search mode, it adjusts the next traffic rate
according to the binary search results, the backoff rate, and the resolution rate.

Ports stop transmitting traffic when the transmission rate reaches the specified maxi-
mum. For a Throughput test in binary search mode, ports stop transmitting when the
required adjustment percentage (up or down) in the transmission rate is smaller than
the specified Resolution value.

If any ports are enabled for multicast traffic, the multicast group receiver ports send
IGMP leave requests at the end of the test if you selected this option.

SmartFlow gathers data from the ports and counters are updated.
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13 SmartFlow automatically displays test results in the main window in chart and table
format. It logs test results into files that you can view outside SmartFlow and print
with standard utilities.

For information about performing the learning phase independent of running a test, see
“Running the Learning Phase” on page 296.

How SmartFlow Computes Default IP Addresses for Flows and Ports

SmartFlow computes default [P addresses (IPv4 and IPv6) for IP ports and:
*  Uses the same network (IPv4) or on-link (IPv6) as the gateway for the port.

* Bases the least significant byte (IPv4) or 16-bit integer (IPv6) on (but not equal to) the
port number. (The least significant byte or 16-bit integer is based on the relative
position of the port on the Cards tab.)

* Isunique from other IP addresses in that network or on-link.

E Note: SmartFlow automatically converts default IPv4 addresses on the IPv4 Networks tab
to default IPv6 addresses on the 7Pv6 tab. It does this by prepending 96 zero bits to the
IPv4 address. However, if you modify the default [Pv4 address for a port, the
corresponding IPv6 address does not change.

For information about how SmartFlow increments IP addresses if you chose to vary fields
within a flow, see “How SmartFlow Varies IP Addresses” on page 195.

Sequence Tracking

The Frame Loss and Jumbo tests provide sequence tracking statistics, such as the number
of packets received that were in sequence and out of sequence.

SmartFlow tracks the order of packets received through a sub-field in the proprietary
signature field, which contains a frame sequence number. This sequence number starts at
zero for each flow. It is incremented by one each time a packet is transmitted from the
port. The sequence number is limited to 16 bits and therefore wraps every 65,536 packets.

What is an Out-of-Sequence Packet?

SmartFlow determines whether or not a packet is out of sequence by looking at the
sequence number of the previously transmitted packet. If a packet sequence number is not
the expected one (previous packet sequence number + one), the packet is considered out of
sequence. The out-of-sequence counter is incremented by one.
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Example: No packet loss occurred, and the DUT reordered only one packet (packet 4).

Assume this sequence of test frames was sent by the SmartBits port and received by the
DUT:

This is what occurred:

Received 1, 2, 3, 5, 6, 4, 7, 8 9, 10
Expected 1 2 3 4 6 7 5 8 9 10
Sequence i i i o i o o i i i

Number of packets in sequence (i) 7
Number of packets out of sequence (0): 3

How Packet Loss Relates to Packet Sequencing

Packet loss affects the number of packets that are received in sequence. Therefore, tests
that track packet sequencing are most effective when there is no packet loss or duplication.
It is recommended that you run a Throughput test first, to determine the rate at which the
DUT does not lose packets.

Example: Only one packet (packet 4) is not received. The next packet (packet 5) is
considered out of sequence.

Assume this sequence of test frames was sent by the SmartBits port and received by the
DUT:

I, 2, 3 4 5 6 7, 8 9 10

This is what occurred:

Received 1, 2, 3, 5 6, 7, 8§ 9, 10
Expected 1 2 3 4 6 7 8 9 10
Sequence | i i o i i i i i

Number of packets in sequence (i): 8
Number of packets out of sequence (0): 1

Packet 4 is a lost (dropped) packet, but it is counted as an out-of-sequence packet.
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Address Resolution

Address resolution, when enabled in SmartFlow, varies both in name and how it is done
according to whether you are sending IPv4 or IPv6 traffic. If the Addr Resolution field is
enabled on the Cards tab, ports send out either:

*  ARP requests and/or learning packets (IPv4) or

* Neighbor solicitation/advertisement packets (IPv6).

ARP Requests/Learning Packets (IPv4)

ARP requests and learning packets enable the DUT and SmartBits ports to learn one
another’s addresses, so that they can send and receive IPv4 traffic between them.
SmartFlow sends either ARP requests or learning packets during the learning phase,
which takes place before the test phase of a test. This is done to populate the DUT’s
forwarding table or ARP cache table before the test phase, so that the test is not affected
by these packets and they are not counted in test results.

Both learning and sending ARP requests consist of two phases:

1 Source ports send ARP or learning frames to the DUT to build the DUT’s forwarding
table or ARP cache table. Source ports also send these frames for each cyclic flow (if
any) associated with the port.

2 Ifyou choose to run a sample test iteration, for each flow the source ports send actual
test frames configured to destination ports to verify the DUT’s forwarding table. For
example, if you are using 5 ports in a full mesh pattern, SmartFlow sends 10 packets
for each source and destination of each flow that exists, yielding 250 test frames sent
to verify the forwarding table.

For IPv4, SmartFlow can send out either ARPs or learning packets, depending on how you
set up your test. If ARPs are enabled (A4ddr Resolution field is selected on the Cards tab),
SmartFlow sends ARPs during the learning phase.

E Notes: ¢ POS, WAN, and ATM cards do not require learning and do not need to build
a forwarding table.

*  You can set the frequency of when ARPs are sent out on the Learning tab in
test setup. See “Setting Up Test Parameters” on page 216 for more
information.

* Ifthe port has VLAN tags enabled (IPv4 Networks tab), ARP requests or
learning packets will also contain VLAN tags.

* Ifyou want to pre-populate the DUT’s forwarding tables before actual test
traffic is sent, run a sample test iteration. This is also known as “fast-path
learning.” See “Sample Iteration Tab” on page 222 for more information.

The following paragraphs summarize the characteristics of ARP requests and learning
packets.
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ARP (Address Resolution Protocol) requests

ARP requests are used at Layer 3 when ports are on either the same or different subnets to
map IP addresses to physical MAC addresses. ARPs are sent to enable the DUT to
associate the MAC and IP addresses for each SmartFlow flow involved in the test as well
as for the SmartBits port to learn the DUT’s MAC address. You specify sending ARPs by
selecting the Addr Resolution field on the Cards tab.

How ARPs work

During the learning phase, each port that has ARP enabled sends out ARP requests, which
are broadcast onto the network with the router’s destination IP address. The router
responds to each port with its MAC address and updates the values in its address table
with the IP address of each flow. SmartFlow updates the destination MAC address to that
of the device.

If the destination IP address is on a different network than the source IP address, then the
ARP request will be sent to the gateway (with a MAC address of all F’s in the ARP
request). If the destination IP address is on the same network as the source IP address, then
the ARP request will be sent to the destination IP address.

If source and destination ports are on the same network or subnet, the destination port
ARP replies to the destination port. If the destination port is on a different network or
subnet, the gateway ARP replies.

Learning packets

Learning packets initialize device forwarding tables and are used at Layer 2 as a way for
the DUT to register the MAC addresses of each flow involved in the test. Learning
packets are ordinary IP packets containing the MAC addresses with which you want to
populate the DUT’s forwarding table. You specify sending learning packets at the
Learning tab of the Test Setup tab. If ARPs are enabled, SmartFlow sends only ARPs.

How Learning Packets work

During the learning phase, all flows send learning packets so that the device can store the
flow’s source and MAC addresses in its address table.

Note: The MAC address frame format is changed during the learning phase.

The destination MAC address in the learning frame reflects the destination address of the
corresponding test frame.

If the Learning options field on the Test Setup>Learning tab is set to any value except
NONE, each port (except POS, WAN, and ATM ports) involved in the test sends learning
packets or ARPs to devices.

Note: POS, WAN, and ATM ports do not require learning and do not need to build a
forwarding table.
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Neighbor Discovery (IPv6) in SmartFlow

IPv6 does not use ARP. Instead, it uses neighbor discovery procedures to associate an IP
address with the Ethernet MAC address of its node. SmartFlow currently supports the
neighbor solicitation/advertisement part of [Pv6 neighbor discovery. SmartFlow performs
the following steps for each SmartBits port that sends or receives IPv6 traffic. (See
Figure 2-6.)

SMB
Port

(1 ) SMB port sends neighbor solicitation for DUT’'s MAC addre»ss.

DUT sends neighbor advertisement with its MAC addres@

@ DUT sends neighbor solicitation for verification.

SMB port sends neighbor advertisement confirm DUT’s cach
=

SMB = SmartBits chassis

Figure 2-6. Neighbor Discovery in SmartFlow

1 The SmartBits port acts as a node and sends a neighbor solicitation packet to the DUT
to request the link-layer (MAC) address. It waits for a neighbor advertisement packet
from the DUT before sending any test packets.

2 The DUT sends a neighbor advertisement packet containing its MAC address to the
SmartBits port.

3 To verify the transmitting port’s IP/MAC address, the DUT sends a neighbor solicita-
tion packet to the port.

a

The default time that SmartFlow waits for a DUT to send a neighbor solicitation
is 3 seconds. To change the wait time for a neighbor solicitation from the DUT,
add this statement to the end of the SmartFlow.ini file:

[Flow Core]
NeighborDiscoveryWaitTime=3000

Change 3000 to a larger value. Valid values: 0 to 4294967295 (milliseconds).

Most DUTs do address verification at this point. However, some DUTs postpone
verification until the DUT receives a test packet destined for that port. For this
type of DUT, SmartFlow can send out an IP packet from the transmitting port
prior to the start of the test in order to complete the address verification. To do
this, add this statement to the end of the SmartFlow.ini file:

[Flow Core]

ProbeDuringNeighborDiscovery=1

4 The SmartBits port sends out a neighbor advertisement packet to the DUT to confirm
the DUT’s address cache.
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Stream Maximums per Card and Learning/Address Resolution

Each card/module has a maximum number of hardware streams. Keep in mind that each
address resolution/learning request and reply adds to this number of streams when you:

* Enable the Address Resolution field (on the Cards tab).

* Select the extent to which you want learning to occur [Full(Tx+Rx), Partial(Rx), or
None] in the Learning options field on the Test Setup>Learning tab during test setup.

For example, if you have three source IP addresses (hosts) and two destination IP
addresses in a non-cyclic flows, you could have five hardware streams depending on how
your flows are set up. Therefore, particularly if you plan to have a large number of flows
per port, it is recommended that you estimate the number of actual hardware streams for
all source and destination IP addresses in non-cyclic flows involved in the test. Make sure
their number does not exceed the card’s maximum.

For information about the maximum number of streams per card, see “Maximum Number
of Flows per Port” on page 45.

How Configurations Affect the Number of Streams

The resulting number of streams also depends in part on your configuration. For example,
if you have many transmitting ports all sending to only one receiving port, that receiving
port could exceed the card limit on the number of streams.

Non-cyclic SmartFlows that have variable fields use more hardware streams than those
with non-variable fields. For more information about SmartFlows and streams, see “How
a Stream Generates a Flow” on page 32.

From the Test Setup>Learning tab, if you select Full (learning packets for both
transmitting and receiving ports), more streams are required than if you select Partial (Rx)
during the learning phase.
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Install and Connect

This chapter provides information on the SmartFlow installation requirements, the
SmartFlow installation procedure, and procedures for connecting your PC, chassis, and
DUT/SUT.

For detailed information about cables and the physical connections between the chassis
and your PC, see the installation guide for your chassis.

In this chapter...

Summary of Steps to Set upand RunaTest....58
SmartBits Hardware Requirements.. ... 59

PC Requirements. ... 64

Installing SmartFlow. ... 65

Connection Procedures.... 66
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Summary of Steps to Set up and Run a Test

Once you have installed SmartFlow, follow these steps to use the application:

1
2

10
11
12
13
14

Prepare the DUT.

Physically connect the SmartBits chassis to either your PC or to the network to which
your PC is connected.

Optional: If you are using multiple SmartBits chassis, synchronize the chassis. (Refer
to the Installation Guide for your chassis for more information.)

Physically connect cables from the SmartBits ports to be used in the test to the DUT.
Start the SmartFlow application.

Select Setup>Chassis Connections from the main menu to specify the SmartBits
chassis to connect to and connection type.

Select Action>Connect to connect SmartFlow to the SmartBits chassis.

Using the Cards tab, configure the ports that you want to include in the test.

Note: Once you connect to a multi-user chassis and reserve the SmartBits ports that
you want to use, no other users can use those ports until you release them. To
maximize card availability for other users, you can postpone this step until you are
ready to start running the test. If you do not reserve the ports, SmartFlow
automatically reserves them when the test is run.

Define and add the networks and VLANSs that you want associated with each port at
the /Pv4 Networks and/or IPv6 tab.

Plan what type of flows and groups that you want to create.

Use the Group Wizard on the Groups tab to set up flows and groups.
Specify test parameters at the Test Setup tab.

Click the appropriate test Launch button on the shortcut bar to start the test.

View results in the Results window of any results tab, such as the Chart, Summary, or
Detail tabs. Click the Results button on the shortcut bar if results do not appear.
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SmartBits Hardware Requirements

Cards and
modules

Table 3-1 through Table 3-4 list the SmartBits hardware requirements:

* Table 3-1 —lists supported SmartBits chassis

* Table 3-2 — lists supported cards and modules

*  Table 3-3 — lists supported TeraMetrics modules

*  Table 3-4 — lists supported TeraMetrics-based modules.

SmartFlow operation requires at least one of the supported chassis types and two or more

of the supported SmartCards or modules.

Table 3-1. Supported SmartBits Chassis
Chassis

SmartBits 200

SmartBits 2000

SmartBits 600

SmartBits 600B

SmartBits 6000B

SmartBits 6000C

At least two ports on any of the following cards or modules in any combination must be
used. For current firmware versions of SmartBits cards/modules chassis, see the Release
Notes (readme . pdf) included on the product CD.

Table 3-2. Supported SmartCards and Modules

Topology

LAN

SmartCard /

Module Description

ML-7710 10/100Base-TX Ethernet, 1-port, SmartMetrics SmartCard

ML-7711 100Base-FX Ethernet, 1-port, multi-mode, 1300nm, SmartMetrics SmartCard

ML-7711s ML-7711s 100Base-FX Ethernet, 1-port, single mode, 1310nm, SmartMetrics
SmartCard

ML-5710A 10Base-T Ethernet/USB, 2-port, SmartMetrics SmartCard

LAN-3101A/B 10/100Base-T Ethernet, 6-port, SmartMetrics module
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Table 3-2. Supported SmartCards and Modules (continued)

SmartCard /
Topology Module Description
LAN LAN-3102A 10/100Base-T Ethernet, 2-port, SmartMetrics module
LAN-3111A 100Base-FX Ethernet, 6-port, multi-mode, 1300nm, SmartMetrics module
LAN-3111As 100Base-FX Ethernet, 6-port, single mode, 1310nm, SmartMetrics module
LAN-3201B/C 1000Base-X Ethernet, GBIC, 1-port, SmartMetrics module
LAN-3300A 10/100/1000Base-T Ethernet, Copper, 2-port, SmartMetrics module
LAN-3301A 10/100/1000Base-T Ethernet, Copper, 2-port, TeraMetrics module
LAN-3302A 10/100Base-TX Ethernet, Copper, 2-port, TeraMetrics module
LAN-3306A 10/100Base-TX Ethernet, Copper, 4-port, TeraMetrics XD module
LAN-3310A 1000Base-X Ethernet, GBIC, 2-port, SmartMetrics module
LAN-3311A 1000Base-X Ethernet, GBIC, 2-port, TeraMetrics module
LAN-3320A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 2-port, SmartMetrics XD
module
LAN-3321A 10/100/1000Base Ethernet and Gigabit Fiber, 2-port, TeraMetrics XD module
LAN-3324A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 4-port, SmartMetrics XD
module
LAN-3325A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 4-port, TeraMetrics XD
module
LAN-3327A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 1-port, TeraMetrics XD
module
LAN/WAN | XFP-3730A 10GBase Ethernet, XFP MSA, 1-port,1-slot, SmartMetrics module
XFP-3731A 10GBase Ethernet, XFP MSA, 1-port, 1-slot, TeraMetrics module
XLW-3720A 10GBase Ethernet, XENPAK MSA, 1-port, 2-slot, SmartMetrics module
XLW-3721A 10GBase Ethernet, XENPAK MSA, 1-port, 2-slot, TeraMetrics module
POS POS-3500B 0C-3¢/0C-12¢ (STM-1¢/STM-4c¢), 1-port, multi-mode, 1300nm,

POS-3500B(s)

SmartMetrics module
0C-3¢/0C-12¢ (STM-1¢/STM-4c¢), 1-port, single mode, 1310nm,
SmartMetrics module

POS-3502A
POS-3502A(s)

0OC-3c¢ (STM-I1c), 1-port, multi-mode, 1300nm, SmartMetrics module
0OC-3c¢ (STM-1c), 1-port, single mode, 1310nm, SmartMetrics module

POS-3504As 0OC-48c (STM-16¢), 1-port, single mode, 1310nm, SmartMetrics module
POS-3504Ar 0OC-48c (STM-16¢), 1-port, single mode, 1550nm, SmartMetrics module
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Table 3-2. Supported SmartCards and Modules (continued)

SmartCard /
Topology Module Description
POS-3505As 0C-48c (STM-16c¢), 1-port, single mode, 1310nm, TeraMetrics module
POS-3505AR 0C-48c (STM-16c¢), 1-port, single mode, 1550nm, TeraMetrics module
POS-3510A 0OC-3¢/OC-12¢ (STM-1¢/STM-4c¢), 2-port, multi-mode, 1300nm,
SmartMetrics module
POS-3510As 0OC-3¢/0C-12¢ (STM-1¢/STM-4c¢), 2-port, single mode, 1310nm,
SmartMetrics module
POS-3511A 0C-3¢/0C-12¢ (STM-1¢/STM-4c¢), 2-port, multi-mode, 1300nm, TeraMetrics
module
POS-3511As 0C-3¢/0C-12¢ (STM-1¢/STM-4c), 2-port, single mode, 1310nm, TeraMetrics
module
POS-3518As 0OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1310nm, SmartMetrics
module
POS-3518AR 0OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1550nm, SmartMetrics
module
POS-3519As 0OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1310nm, TeraMetrics
module
POS-3519AR 0OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1550nm, TeraMetrics
module
WAN WN-3445A DS3, Frame Relay/PPP, 1-port, SmartMetrics SmartCard
ATM ATM-3451A 0OC-3c (STM-I1c), 2-port, multi-mode, 1300nm, TeraMetrics module
ATM-3451As 0OC-3c (STM-1c), 2-port, single mode, 1310nm, TeraMetrics module
ATM-3453A OC-3¢/OC-12¢ (STM-1¢/STM-4c¢), 2-port, multi-mode, 1300nm, TeraMetrics
module
ATM-3453As OC-3¢/OC-12¢ (STM-1¢/STM-4c), 2-port, single mode, 1310nm, TeraMetrics
module
E Notes: For information on the latest firmware levels for the supported SmartCards

and modules, refer to the SmartFlow Release Notes shipped with the
software.

To check the firmware of the SmartCards/modules installed in your chassis,
select Help>About within the SmartFlow application.

Link failures that cause fluctuation on the link statue could cause erroneous
results on 10Gig cards.
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Supported TeraMetrics and TeraMetrics-based Modules

Table 3-3 lists the supported TeraMetrics modules. Table 3-4 lists the supported
TeraMetrics-based modules. All these modules are also included in the complete list in
Table 3-2 on page 59.

Table 3-3. Supported TeraMetrics Modules

TeraMetrics

Topology Module Description
ATM ATM-3451A ATM OC-3¢ (STM-I1¢), 2-port, multi-mode, 1300nm, TeraMetrics module
ATM-3451As ATM OC-3¢ (STM-I1¢), 2-port, single mode, 1310nm, TeraMetrics module
ATM-3453A ATM OC-3¢/OC-12¢ (STM-1¢/STM-4c¢), 2-port, multi-mode, 1300nm,
TeraMetrics module
ATM-3453As ATM OC-3¢/OC-12¢ (STM-1¢/STM-4c¢), 2-port, single mode, TeraMetrics
module
LAN LAN-3301A 10/100/1000Base-T Ethernet, Copper, 2-port, TeraMetrics module
LAN-3302A 10/100Base-TX Ethernet, Copper, 2-port, TeraMetrics module
LAN-3306A 10/100Base-TX Ethernet, Copper, 4-port, TeraMetrics XD module
LAN-3321A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 2-port, TeraMetrics XD module
LAN-3325A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 4-port, TeraMetrics XD module
LAN-3327A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 1-port, TeraMetrics XD module
LAN/WAN | XLW-3721A 10GBase Ethernet, XENPAK MSA, 1-port, 2-slot, TeraMetrics module
XFP-3731A 10GBase Ethernet, XFP MSA, 1-port, 1-slot, TeraMetrics module
POS POS-3505As POS OC-48c (STM-16c), 1-port, single mode, 1310nm, TeraMetrics module
POS-3505AR POS OC-48c (STM-16c), 1-port, single mode, 1550nm, SmartMetrics module
POS-3511A POS OC-3¢/0OC-12¢ (STM-1¢/STM-4c), 2-port, multi-mode, 1300nm,
TeraMetrics module
POS-3511As POS OC-3¢/OC-12¢ (STM-1¢/STM-4c), 2-port, single mode, 1310nm,
TeraMetrics module
POS-3519As POS OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1310nm, TeraMetrics
POS-3519AR module
POS OC-192¢ (STM-64c), 1-port, 2-slot, single mode, 1550nm, TeraMetrics
module
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Table 3-4. Supported TeraMetrics-based Modules

TeraMetrics-

Topology based Module | Description
LAN LAN-3300A 10/100/1000Base-T Ethernet Copper, 2-port, SmartMetrics module
LAN-3320A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 2-port, SmartMetrics XD
module
LAN-3324A 10/100/1000 Mbps and Gigabit Ethernet Fiber, 4-port, SmartMetrics XD
module
LAN/WAN | XLW-3720A 10GBase Ethernet, XENPAK MSA, 1-port, 2-slot, SmartMetrics module
XFP-3730A 10GBase Ethernet, XFP MSA, 1-port, 1-slot, SmartMetrics module
POS POS-3504As POS OC-48c (STM-16¢), 1-port, single mode, 1310nm, SmartMetrics module
POS-3504AR POS OC-48c (STM-16¢), 1-port, single mode, 1550nm, SmartMetrics module
POS-3510A POS OC-3¢/0OC-12¢ (STM-1¢/STM-4c), 2-port, multi-mode, 1300nm,
SmartMetrics module
POS-3510As POS OC-3¢/OC-12¢ (STM-1¢/STM-4c), 2-port, single mode, 1310nm,
SmartMetrics module
POS-3518As POS OC-192c (STM-64c), 1-port, 2-slot, single mode, 1310nm, SmartMetrics
module
POS-3518AR POS OC-192c (STM-64c), 1-port, 2-slot, single mode, 1550nm, SmartMetrics

module

SmartFlow User Guide | 63



Chapter 3: Install and Connect
PC Requirements

PC Requirements

An IBM or compatible PC with an available COM port or an Ethernet interface card
Pentium II processor 266 Mhz or higher

One of the following Windows operating systems:

*  Windows 2000, Professional Edition, Service Pack 4

¢« Windows NT 4.0, Service Pack 6a

*  Windows XP Professional Edition, Service Pack 1, 1a, 2

256 MB of RAM for Windows 2000/NT/XP

1.5 GB free hard disk space (for installation)
If you plan to install Internet Explorer in order to run the HTML Help file, you need at
least an additional 30 MB.

SVGA monitor with 800 x 600 or better resolution

For large-scale testing:
* 1.5 GHz processor
* 512 MB of RAM
Large scale tests may include one or more of the following:
—  Multiple chassis tests with multiple cards in each chassis
— Several hundred or more test iterations
— Several thousand or more flows.
Optional: For chassis synchronization, either a synchronization cable or two GPS
receivers and antennas, plus an additional SmartBits 200 or 2000 chassis. (Refer to

the Using GPS/CDMA with SmartBits document that accompanies the GPS unit for
more information.)

E Notes: ® The maximum number of flows, test iterations, networks, and VLANSs that

you can use is subject to the amount of memory on the PC that is running
SmartFlow.

Third-party Software

Microsoft Excel 2000 or later
MS Internet Explorer 5.00 or later
MS Outlook 98 or later
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Installing SmartFlow

SmartFlow can be used with Windows 2000/NT/XP systems. (See “PC Requirements” on
page 64 for the specific operating systems that are supported.) SmartFlow ships on a CD-
ROM and is also available from the Spirent Communications Customer Service Center
website at http.support@spirentcom.com.

; To install SmartFlow:

1 Toinstall SmartFlow from a CD, insert the CD into your PC CD-ROM drive. The
SmartFlow installer program launches automatically.

To install SmartFlow from the Spirent Communications Customer Service Center

website:

a

Login to the website and select Software Downloads>All Software from the
menu bar.

Under the SmartBits heading, click Applications and then click on the Smart-
Flow listing.

Click the Download button on the Software Downloads SmartFlow web page to
copy the .exe file to your PC, then click on the .exe file to launch the Smart-
Flow installer program.

Follow the instructions on the installer screens to install <Product Name> properly.

3  After installing SmartFlow, you need to install the key file that enables you to use
SmartFlow with your particular SmartBits chassis. This key file is contained on the
3.5-inch disk that is shipped with the SmartFlow CD. Insert the disk into your PC and
locate the key file, which appears in the format key.txt (FLOWKEY.txt). Copy this
file into the SmartFlow program directory.

| A Notes:

If you are using a purchased version of SmartFlow: If the key file is not
present in the program directory (or if the key file does not match the chassis
to which you are trying to connect), the application starts up in a 15-minute
demo mode. After 15 minutes, the application disconnects from the chassis.
You can restart the application for another 15 minutes as many times as you
want.

If you are using a demo (10- or 30-day trial) version of SmartFlow:

Demo versions allow you to connect to any chassis and use the software for
the extent of the trial period. Once the trial period is over, you are
permanently locked out of the software.

To update the firmware for the chassis or modules you plan to use for
SmartFlow testing, follow the instructions in the Release Notes for the
firmware. You can also use the Download Manager online help.

To run SmartFlow with multiple chassis, please contact Spirent
Communications Technical Support department for a multiple chassis key
file. (See “How to Contact Us” on page 14.)
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Connection Procedures

Before you can begin running tests, you must:

Physically connect your PC to a SmartBits chassis using either an Ethernet or Serial
connection. (To do this, see the SmartBits 200/2000 Installation Guide or SmartBits
600x/6000x Installation Guide that was shipped with your chassis.)

Set up SmartBits connections using SmartFlow.
Establish a connection to a SmartBits chassis using SmartFlow.

Connect the SmartBits chassis to a DUT/SUT.

Synchronizing Chassis

If you are using multiple chassis, synchronize the chassis by using either:

An expansion in and expansion out port of the chassis and a synchronization cable.

A Global Positioning System (GPS) by connecting a GPS receiver to the SmartBits
chassis and then synchronizing clocks between the various chassis using GPS. (For
more information, refer to the documentation enclosed with your GPS equipment.)

Code Division Multiple Access (CDMA) by connecting a CDMA receiver to the
SmartBits chassis and then synchronizing clocks between the various chassis using

CDMA. (For more information, refer to the documentation enclosed with your
CDMA equipment.)

Important: When using a multiple chassis arrangement that contains SmartBits 600x/
6000x chassis, you must use synchronization cables to connect the chassis together. In the
master chassis, this synchronization cable connects to the out port only. In the last chassis
in the multiple chassis arrangement, the synchronization cable must connect to the in port
only. With all other chassis in the arrangement, cables must connect to both the in and out
ports.

An appropriate CAT-5, Ethernet straight-through sync cable is shipped with every
SmartBits chassis. If you do not have this cable or need more, you can substitute a CAT-5,
straight-through (not crossover) cable that is 1m or less in length. The use of this cable is
required in order for overall test results to be accurate (not just Latency test results, but all
test results).

The synchronized clock and pulse signals passing through the connected chassis require
careful sequential powering up. The first chassis that is booted up supplies the master
clock to all of the other chassis.Wait 10 seconds and then boot the next chassis in the
chain. Wait another 10 seconds and then boot the next chassis, and so on.

For detailed information on synchronization and multiple chassis operation, refer to the
SmartBits 600x/6000x Installation Guide or to Application Note #18, Connecting &
Synchronizing Multiple SmartBits Chassis.
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Preparing the DUT

1 Identify the ports that you want to test.
2 Ensure that each port to be tested is configured on the DUT.

Connecting a SmartBits Chassis to a PC
To connect the SmartBits chassis to either your PC or to the network to which your PC is

connected, use one of these chassis ports labeled:

* 10/100Base-T for an Ethernet connection on a SmartBits 600x/6000x
(For SmartBits 600x/6000x, use only Ethernet connections.)

* ]10Base-T for an Ethernet connection on the SmartBits 200/2000

®* CONSOLE for a serial connection on the SmartBits 200/2000. (On the SmartBits
600x/6000x, use only the serial connection for management functions such as setting
the SmartBits chassis MAC and IP addresses.)

COMEOLE 10BASE-T]
:I SmartBits chassis ports to use to connect to a PC

For detailed information, see your SmartBits chassis installation manual.

For information about the correct method to use to synchronize chassis, see the application
note Connecting Multiple SmartBits Chassis which can be downloaded from the Support
area of the Spirent Communications website www.spirentcom.com.
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Starting SmartFlow

'

Before starting SmartFlow, make sure that the SmartBits chassis is connected to your PC
and is powered on.

To start SmartFlow, follow these steps:

1

Either:

*  On the Windows taskbar, click the Start button, and point to Programs>Smart-
Bits Applications>SmartFlow, and then click on SmartFlow. (This path can
vary if you did not use the default folder during installation.)

e Double-click on the SmartFlow icon from your desktop.

-"

Bl
SrnartFlow

If you have already selected Setup>Connect on Startup in an earlier session, Smart-
Flow immediately attempts to establish a connection with the SmartBits chassis.

Click the Connect button on the toolbar or select Action>Connect to connect using
the connections selected.

If the connection is successful, the connection light on the lower right portion of the
main window turns green and the number of connections is displayed.

Connecting SmartFlow to SmartBits Chassis

Before you can select and configure test ports, you should first:

1

Set up the connection(s) to the chassis containing the ports that you plan to use.
Use the Setup SmartBits Connections dialog to define chassis to which you want to
connect.

Connect SmartFlow to the SmartBits chassis. (See “Connecting to Chassis in Smart-
Flow” on page 71 for more information.)

Note: It is recommended that you connect to the chassis before you set up the ports,
networks, and flows so that flows and ports belong to the correct networks.
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Setting Up Chassis Connections in SmartFlow

Once you have set up the connections, you can manually or automatically connect to
active chassis connections whenever you start SmartFlow. You set up connections in the
Setup SmartBits Connections dialog box (Figure 3-1).

Setup SmartBits Connections E|

IPy4/AP¥E | COMPot P | Baud Rate/TCP Part | Mame Add Serial...

AddIP...
Delete...
Fodify...

Move Up

% hd e Dowin
ok
F; ¥ Cancel

These buttons change the order in which connections are listed in
the dialog box. The order here determines the order in which chassis
and ports are displayed on the Cards tab.

L Pl

Figure 3-1. Setup SmartBits Connections Dialog Box

SmartFlow allows you to connect to multiple chassis and multiple types of chassis, such
as SmartBits 200 and SmartBits 6000x, utilizing ports from any combination of SmartBits
chassis. You can set up and connect to a maximum of 16 SmartBits chassis connections
over IPv4 or IPvé6.

Tip: When setting up a connection, use the Name field to help distinguish between chassis
in SmartFlow dialog boxes. If you do not enter a name, SmartFlow enters a default name
after you click the OK button.

If you define a chassis connection in the Setup SmartBits Connections dialog box, but no
longer want to connect to it, you can simply deactivate the connection instead of deleting
it by clearing the checkbox beside the IP address or COM port.

To add, modify, or delete SmartBits chassis in SmartFlow:

1 From the main window, select Setup>Chassis Connections or Action>Connect
from the menu bar.
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2 Inthe Setup SmartBits Connections dialog box, set up an appropriate communications
port.

* Ifyou use the Ethernet port, click the Add IP button.

IP Connection §|

& P4 O IPYE

IF address |NENNE
TCP port: 16395

M arme ’7
ak. | Cancel |

In the IP Connection dialog box, click the IPv4 or IPv6 button, depending on the
IP version. Enter an IP address and TCP port number. (For SmartBits chassis, the
TCP port number is always 16385.) You can also enter a description (such as QA-
2000) for the chassis in the Name field. The name helps identify the chassis asso-
ciated with the port when you connect to more than one chassis at once. Then
click the OK button.

If you are not going through a router, make sure that the IP address used is located
on the same subnet as your PC. For example, if the subnet mask is 255.255.255.0,
the first three bytes of the address must be the same. For example:

If the PC IP address is:192.33.44. 5,
then the chassis IP address could be: 192.33.44. 6

E Note: For information on IPv6 (including defining IPv6 information for a port, address
formats, extension headers, and configuration limitations), refer to IPv6 index entries in
this user guide.

* Ifyou use the serial port, click the Add Serial button. In the Serial Connection
dialog box, enter a COM port number and baud rate. Enter a description (such as
QA-2000) for the chassis in the Name field. The name helps identify the chassis
associated with the port when you connect to more than one chassis at once. Then
click the OK button.

Serial Connection ﬂ

COM part nurber: _

Baud rate: 0400 -

1.

MHame

1] I Cancel I
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3

When you are ready to connect SmartFlow to the SmartBits chassis, click the OK but-
ton in the Setup SmartBits Connections dialog box.

The connection light on the lower right portion of the main window should be green.
The number of chassis connections is also displayed.

Connections = 2 @ o

Note: Ifthere is a problem with the connection (such as no power or an invalid ID),
an error message appears that states:

Error-2: Connect to SmartBits Failed on link: x.x.x.x

Verify that the chassis is powered on, that a cable is not improperly connected to the
Ethernet or serial port, and that the IP address for the chassis is correctly typed.

Connecting to Chassis in SmartFlow

You can connect to chassis from SmartFlow at either of these times:

At SmartFlow startup:

At the main window, select Setup>Connect on Startup from the menu bar. When-
ever you start SmartFlow, it automatically attempts to establish a connection with all
SmartBits chassis that are enabled in the Setup SmartBits Connections dialog box.

Any time from the SmartFlow main window:

Click the Connect button on the toolbar | <z , select Action>Connect from the

menu bar, or select Setup>Chassis Connections from the menu bar. Then click the
OK button in the Setup SmartBits Connections dialog box.

During the connection process, you can cancel the process by clicking the Cancel button.

When connecting to multiple chassis, SmartFlow does the following:

1

SmartFlow attempts to establish a connection to the first chassis enabled in the Setup
SmartBits Connections dialog box. It attempts this for 30 seconds, which is the default
timeout period.

If it successfully connects, SmartFlow then attempts to establish a connection with the
next enabled chassis. If it is able to connect, it continues to attempt connections with
each of the other enabled chassis in the same manner.

If it does not successfully connect to the first chassis within 30 seconds, SmartFlow
displays an error message. Once you click the OK button, it attempts to establish a
connection to the next enabled chassis for 30 seconds, and so on for each enabled
chassis.
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» To change the default timeout period to connect to each chassis:

Open the SmrtFlow. ini file in a text editor.

2 Under the General section, modify the value for the parameter ConnectionTime-
Out(Seconds) to the number of seconds that you want to allow for each connection
attempt.

If You Have Problems Connecting

Table 3-5 shows some common problems that you might encounter when connecting to
chassis from within SmartFlow.

Table 3-5. Connection Problems

Problem Solution
Connection is not enabled Go to the Setup SmartBits Connections dialog box and
(selected). select the checkbox beside the connection.

Connection is enabled but still | Verify that the chassis is powered on and/or all enabled
cannot connect. chassis in the Setup SmartBits Connections dialog box
are powered on.

Card and/or chassis firmware 1 Select Help>About SmartFlow from the menu bar
is not the required version. to access the About SmartFlow dialog box.

(See “Viewing Version Information” on page 93 for
more information.)

2 Compare the current firmware with the required
firmware.

3 Update the card and/or chassis firmware, as required.
Go to the Spirent Communications website to down-
load the latest firmware at
http://www.spirentcom.com.
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Connecting SmartBits to the DUT

Connect cables from the ports on the SmartBits chassis to the DUT. Do this for all cards
involved in the test. You can connect up to 16 SmartBits chassis to each other: either 16
SmartBits 600x/6000x chassis or 16 stacks, each consisting of either four daisy-chained
SmartBits 2000s or a combination of daisy-chained SmartBits 2000 and SmartBits 10s.

Using appropriate cables, connect the SmartBits ports to the DUT in any order. Look at
your device's link light to verify that the cable is correctly connected.

E Note: If you are using a fiber card, make sure that the fiber cable is never bent to a radius
of less than 1.5 inches.

SmartBits Connection Tips

If you are having difficulty connecting to SmartBits via a serial connection from
SmartFlow, verify that SmartBits is connected by way of a straight-through serial
cable to your PC. SmartBits does not use a null-modem cable.

Also ensure that the COM port selected in the Setup>Chassis Connections menu is
the one that connects SmartFlow to the SmartBits chassis.

If you are using a card with a fiber interface, label each fiber cable connecting
SmartBits ports with the DUT ports. Reason: Fiber cables are not rigid and tend to
hang in one group when not connected to a DUT, causing confusion when you are
ready to connect them again.

Disconnect all cables from the DUT that are not part of the test.

These ports could be receiving traffic that make your frame loss or latency greater
than it should be for the number of ports listed in your test.

Make sure to terminate all cables at both the SmartBits end and at the DUT end. An
unused port should not have a cable plugged in and dangling.

Replace the ports’ connector dust plugs and cable end caps when connectors are not in
use.

Use only a certified CAT-5, CAT-5E or CAT-6 cable in any SmartBits Ethernet port
(both control port as well as test port).

Use only yellow optical cable with Smartbits ports that support single mode optics;
use only orange or gray cable with Smartbits ports that support multi-mode optics.

Make sure that you fully insert all SmartBits cards and modules into the chassis slots
and tighten all thumb screws.

In crowded engineering lab conditions, avoid passing test cable connecting the
SmartBits chassis and the DUT over or under another DUT or live equipment. If the
test cables are very long, avoid looping them around any live equipment.
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* SmartFlow does not allow hot-swapping of SmartBits cards.
You must disconnect SmartFlow, power off the chassis, adjust the cards and
connections, power on the chassis again, and then connect SmartFlow to the
SmartBits chassis from the Action menu.

*  When connecting multiple chassis, use only shielded cables supplied by Spirent
Communications.

* Ifusing sync cables, make sure they are 1m or less in length and properly connected.

*  Avoid running a test or control cable over the AC power supply of an open DUT. This
will most likely produce faulty measurement results.

For more information on setting up the hardware and your SmartBits chassis, see the
installation manual appropriate to your SmartBits chassis.
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This chapter describes the main user interface features and options of SmartFlow,
including the main windows, menu and toolbar commands, setup tabs, and dialog boxes.

In this chapter...

° Main Window....76

. Basic Actions.... 85
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Main Window

The SmartFlow main window contains the following areas:

* Menu Bar

* Toolbar

* Shortcut Bar (launches tests and displays results if available)
* Results Window panel

*  Test Setup tabs (The order of these tabs can be modified.)

Figure 4-1 shows the SmartFlow main window with the SmartFlows tab active.

Use to manually Use the Group Wizard
Menu Bar add a flow to set up flows Test Setup Tabs

¢ Billflo - SmartFlow

=10l x|

Fle Edit Wew #Action Setup Run [Tools Resulks Help

Toolbar — »||[D @M [ E @ HP |kl ||

B2

= : :
- Setup end A Cardsilel Metworks | IPvE | wia | ATM | Muicast] Groups  SmatFlows | Test Setup | BGP | MPLS LSP | Dptiors |
i1 Add EUD}' Flow.. < Del IChP I Custom Frame | |PwE E st Headers
=3 Traffic | Ethemetll | WleM | MPLS P | 1ep ] wop
Throughput ?% Al>d ~ Source

-[ 824

[ 4 253 Start: 192.85.1. 3 v DHCP

s

;% :D;;i Yariable step: ]

@-p]CT2157 Bitrnazk size: 2 [uzed if greater thar subnet mazk size]

@[] CT21512

-~ Destination
Start - 192.85. 3.3 [ DHCP
Yariable step 0
ShortCUt Bitmask size 2 [uzed it greater thar subret mask size|
Bar (1 T05 & Diffsers ——J00 (Hex)-[00000000  (Biry
Frecedence : IHoutine -0 j Delay INolmaI j
Thraughpt : MNarmal vl Fieliatility |No|mal -
DSCP [High 3 bits) : IU - DSCP [Low 3 bits] : IU -
ik £4
— Results | J—I j
For Help, press F1 Conneckions = 0 ’i A4

Figure 4-1. SmartFlow Main Window

Icons beside flows indicate whether the flow is an IPv4, IPv6, or custom frame flow.
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Menus

The SmartFlow main window contains these menus: File, Edit, View, Action, Setup, Run,
Tools, Results, and Help.

File Edit “iew Action Setup Bun Tools Resultz Help

The SmartFlow online Help contains descriptions of every menu option.

Toolbar Buttons

The following table describes the buttons in the Toolbar at the top of the main window.

Button

Description

Connects to a SmartBits chassis.

Disconnects from a SmartBits chassis.

Sets up and changes SmartBits chassis connection settings.

Initiates a DHCP request.

Releases the DHCP IP addresses after a DHCP request is
completed.

Shows the DHCP connection status of each flow. (A white
background indicates there is no DHCP configuration. A red
background indicates the source and/or destination DHCP
connection failed. A green background indicates both the source
and destination DHCP connections resolved.)

K

Copies the current test results to the Windows clipboard.

=

Exports the current test results to a Windows file directory.

SmartFlow User Guide
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Button Description

Prints the current test results.

=

Stops a test that is underway.

Opens the Flow Rate Calculator to calculate rates per flow for a
port.

Enlarge the active SmartFlow tab to fill the full screen.

Access SmartFlow online Help.

Shortcut Bar

The shortcut bar contains test launch buttons to start a test and two buttons at the extreme
top and bottom to toggle between setup and results tabs. (You can also use the Ctrl + R
keys to toggle between setup and results tabs.)
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Click to hide the Shortcut bar.

Click this button to return to setup tabs

[ SetupandRun | from a Results window.

\
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\
Throughput A\
\
o \ s
‘Q \ || e Est uew aton st mun Toss Rests Hep |
Jurbo JJozd|ccaPoRus|clan| s
1 E Cords | IPvd Netwarks | P65 | WA | ATM | Mulicast| Groups SmartFlaws | Test Setup| BGP | MPLS LsP | ptions|
#1 Add E3CopyFow. X Del IcHP | Custom Frame. 1 IPVE Ext Headers
¢ Tiffc | Ehemetll | vian | wAS P | 1P | uoe
szl o[]4 154 =
Frame Lo e e 20d Souce ———
ke [4 273 Start ¥ DHCP
(&P 5 ailzsiep: [0
[0 204 Varelzen
[@JCT215:7 Bimesksie: 2 (1s=d i reeter then sunet mesk sie)
ke RIC 1215512
T Deinaton —————————————————————
EUEID Stan 1928533 [V DHCp
— Vaialesizn, [0
|
'Frlll Biresksie:  [o | lisedi oieaterthan subretmash sizs)
. buti £ 105 — Diffey ——J00 Hew)-Joo0o0000(Bin)—
Jigtribution
Precedere:  [Rodine-0 ©] Delay: [Nomal =]
Thiougheot:  [Namal 7] Reliebity! [Nomal ]
DSCP (igh3bis): [0 ] DSCPILow3bi):[s -
. I &
1 Time
tency Snap Shat
Resulls ][ | |
For Help, press FL Connections =0 |@
.
s
s
-
v . . . .
T «———This button moves to the top when viewing a results window.

Once results are available, you can toggle between results and setup tabs by clicking the
buttons shown at the top and bottom of the shortcut bar.

If the Results button is at the bottom of the shortcut bar, when you click on a test button
that test launchs. If the Results button is at the fop of the shortcut bar, if you click on a test
button you see results for that test. (When test results are available, if you click on the
Results button, it moves to the top of the shortcut bar.)

Note: You can arrange the test buttons on the shortcut bar in any order you want. Hold
down the left mouse button and drag the icon to where you want it, then release the mouse
button.

Showing/Hiding the Shortcut Bar

To hide the shortcut bar, click the small x button at the top of the bar. To show the shortcut
bar, select View from the menu bar. Then click once to the left of the Shortcut Bar option
on the pull-down menu.
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Results Window

At the conclusion of each test, a Results window is displayed with the following tabs:

| gcnart |ﬁ8ummar5r I ﬁ[)ehil I ﬁatray Fratnes I ﬁPuﬂ Errors I ﬁPacketRate I

The SmartTracker test contains some additional tabs. See Chapter 16, “SmartTracker
Test” for more information.

To access results, click the Results button on the shortcut bar.

Each results tab contains the following types of information:

Chart

Contains a graphical form of summary results for each group and/or flow. You can
right-click to change the format between Manhattan and ribbon formats.

Summary

Contains high-level, summary information about each group and/or flow.

Detail

Contains detailed information about each group and/or flow. For more information,
see “Detail Tab” on page 81.

Stray Frames

Contains information about each flow containing stray frames. These are frames that
were received but were not destined (expected) for a particular port. The Latency
Over Time test does not report stray frames results.

Port Errors

Contains information about any port errors that occurred during the test. For more
information, see “Port Errors Tab” on page §3.

Packet Rate

Contains information about the number of transmitted and received packets per sec-
ond for each port involved in the test. For more information, see “Packet Rate Tab”
on page 83.

Since test result information varies from test to test, see the chapters that cover the tests.

Note: Chart and Summary tab information is based on intended, not offered (actual)
loads. If you checked the Offered (Actual) load field, disregard results on these tabs.

To display both groups and flows in results, check the Display flows in Summary views
option and Display flows in Detail view option on the Options>Results tab.

Information on each tab (except the Port Errors tab) varies by test. See the appropriate
section and chapter for each test for field descriptions.
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Scientific Notation in Chart Results

All chart test result values (except for the Frame Loss test) are presented in scientific
notation, if the value is beyond six digits. (See Figure 9-4 on page 322 for an example.)
Scientific notation is used for very large numbers. The e and the number that follows it
represents the exponent, which indicates how far the decimal point is to be moved if the
number were represented in decimal notation.

For example, to represent 7.16428e8 in decimal notation, move the decimal point eight
places to the right of the exponent which yields the number 716,428,000. The number
1.14881e6 is a greater value because it represents the decimal notation (integer) value of
1,148,810.0. The number 1.206¢9 is larger than 7.16428e8 because once it is converted to
decimal notation, it is 1206000000.0.

Detail Tab

When viewing detailed test results for the Jumbo, Throughput, Frame Loss, Latency, and
Latency Distribution, you can change the frame size upon which to base the receive rate
(Rx L2 bps field) calculation.

The Adjustment for bps calculation dialog (Figure 4-2) allows you to set a new non-
payload (overhead) size by entering a larger number for the frame size. By default, the
Layer 2 receive-rate calculation is based on the entire frame length. This includes the
preamble (8 bytes), Layer 2 header (14 bytes), CRC (4 bytes), and IFG (12 bytes, the
minimal size) for a total of 38 bytes.

Adjustment for bps calculation EBE

Enter the number of bytes to allocate for the Preamble,
L2 Header, CRC and IFG in the calculation, when
applicable.

0ld : I 38 New : I 0
................. e Cancel |

Figure 4-2. Adjustment for bps Calculation Dialog from Detail Tab

To access the Adjustment for bps calculation dialog box from the Detail tab in test results,
click the heading for the Rx L2 bps column.

If you want the calculation to be based on the addition of a 4-byte VL AN tag, for example,
enter 42.

Note: If you adjust the calculation to 0, the Rx L2 bps values are the same as the Rx L3
bps column values.
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Detail Results Navigation Buttons and Line Information

The top of each Detail results tab contains navigation buttons to quickly move through
results and page number information, as shown in Figure 4-3.

Move to beginning of next page; if at the end
of results, previous appear instead of next.

Jump back to first page of results. Move Move forward
backward one one page.

| |

Jumbo (in uSec) M 4 Pagedoiiz P M Net
| Cut-Throuah Latency : T
Current page Go to:

....Previous Iteration
....Next Iteration
....Page #

Total number of pages
in these results.

Figure 4-3. Navigation Buttons and Line Count in Detail Results

The number on the right is the maximum number of lines that can show on a page, and it is
always 200. The middle number is the total number of rows in the report. The number on
the left is the number of the top row of the current view. For example, if you are on page 2
of a 500-row report, the number information would look like: 201-[500]-200.

Table 4-1 shows the buttons on the Detail results tabs and their functions.

Table 4-1. Detail Results Navigation Buttons

Button Function
4 Jumps to the first page of the detail results.
4 Moves back one page (200 rows) in the detail results.
b Moves forward one page (200 rows) in the detail results.
9 Jumps to the last page of the detail results.
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Port Errors Tab

The Port Errors test results tab contains the same information from test to test. Port errors
vary by card type. For a description of each port error, see Appendix A, “Port Errors.”

The Port Errors tab lists (by port) all Layer 2 port-level errors (such as CRC and
alignment) that existed at 2-minute time intervals taken during the test. Errors vary
according to the card types (ATM, Ethernet, WAN, or POS) used in the test. Figure 4-4
shows an example of port errors on the Port Errors results tab.

Time Port Hame Error Type  |Error Count

911/01 B:05:54 PM Chuck_LAB 282 CRCErrar 32 <4— Number of
Time when the ——p [911/01 5:08:54 PM Chuck_LAB 381 CRCErrar 2 frames with
error was counted. 9M1/01 6:08:54 PM Chuck_LAB 381 LineFEBEError 1941448 this error.

9M1/01 60854 P Chuck_LAB 381 ‘PathBIPSError 98831
911701 6:08:54 PW  Chuck_LAB 381 :PethFEBEEError 3108
91101 B:08:54 P Chuck_LAB 381 SectionBIPSError 24726

Figure 4-4. Port Errors Results Tab

Each row in the Port Errors tab represents port errors that existed when the count was
taken in that test iteration. The source IP address, destination IP address, and SmartFlow
name uniquely identify the flow.

Important: The database holds only one Port Errors table for all errors of all tests such as
Throughput, Jumbo, Frame Loss, etc. This means that the results shown on the Port
Errors tab for all tests will get overwritten by the most recent results of the current test.
For example, if a Frame Loss test is run and results are shown on the Port Errors tab, and
then a Latency test is run with the same setup, the results on the Port Errors tab of the
Latency test will overwrite the results shown on the Port Errors tab for the Frame Loss
test.

For a description of each field on the Port Errors tab, refer to the SmartFlow online Help.
Press F1 at the tab or select Help from the menu bar.

Packet Rate Tab

The Packet Rate test results tab shows the transmit and receive rate of each port involved
in the test for each time sampling interval (in seconds) for each test iteration. You set the
frequency at which SmartFlow should take samplings on the Options tab. (See “Packet
Rate Options” on page 290.)

Note: If this tab has no data, you did not select the Display Tx/Rx packet rate per port
checkbox on the Options>General tab.

This tab can display up to 20 ports. If more ports are used in the test, a warning is
displayed. Packet counts include only valid packets and no management frames.

Figure 4-5 on page 84 shows an example of packet rates for four ports on the Packet Rate
results tab. The Sampling interval (Sec) field on the Options>General tab was set to 5
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seconds: SmartFlow takes a packet count sample every 5 seconds, and each time in the
Time Elapsed column increases by 5 seconds.

For a description of each field on the Packet Rate tab, refer to the SmartFlow online Help.
Press F1 at the tab or select Help from the menu bar.

This column shows the Sampling interval time
set on the Options tab.

Jumbo {in uSecj Iteratian : |3 v|
SMB 111 SMB 11 2 SMB 11 3 SMB 11 4

Time Elapsed | Tx Rate | Rx Rate | Tx Rate | Rx Rate | Tx Rate | Rx Rate | Tx Rate | Rx Rate
G4460 54450 (54459 544355 G4460 54450 (54460 54459
10 g4460 544650 54460 54459 4459 54461 54459 54439
15 4460 54450 (54459 54459 4459 54450 84459 54459
20 g4459 54460 54459 54439 g4460 544650 54459 54459
25 §4459 54450 54460 54459 g4460 54450 54459 54459

Figure 4-5. Packet Rate Results Tab

Keyboard Shortcuts

You can navigate by using the following key combinations instead of the mouse.

Key

Combination | Function

F1 Opens the appropriate online Help for the dialog or window.

F8 Connects to the specified chassis.

Shift + F8 Disconnects from chassis.

Ctrl + F8 Opens the Setup SmartBits Connections dialog box for chassis
connections.

Ctrl + R Toggles between results and setup tabs. It switches between the last tabs
that were accessed. (This key combination does not include the 0 on the
number keypad.)

Ctrl + C Copies selected test results to the MS Windows clipboard.

Shift + F5 Stops a test in progress.

Alt+ F4 Closes SmartFlow.
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Basic Actions

This section covers basic actions you need to know to use SmartFlow, such as starting and
stopping a test.

Starting a Test and Viewing Results

} To start a test and view results:

Verify that all selected ports are connected to the DUT.

2 On the shortcut bar, click one of the test launch buttons to start the test. As SmartFlow
prepares to run the test, the Results window appears. The status bar at the bottom of
the Results window displays test progress.

3 View the results in chart, summary, or detail format by clicking on the appropriate tab.
To change the style of chart, right-click on the chart and select from the pop-up menu.
You can also save results to a file.

You can start running the tests in the order in which they appear in the application. Then,
depending on results, you can investigate further by rerunning the appropriate tests as
required to focus on where the DUT/SUT runs into problems.

You can run any test, however, in any order.

Viewing or Printing Test Results

If you want to print results or view more columns online without scrolling, you can adjust
the column widths of the online display. You can adjust the width so that the results print
according to your paper size requirements.

Hiding Columns

You can also hide a column by moving the column margin to the left all the way to the
previous column margin. To display a hidden column, move the cursor over the previous
column heading until it becomes two vertical parallel lines with white in between, and
then drag it to the right.

Adjusting Column Size

Place your cursor over side of a column heading and then drag it to make it narrower,
wider, or hide it completely, as shown in Figure 4-6 on page 86.
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You can make these columns narrower for printing or viewing

Throughput {%]) 4 Page 1 of

Hame Time FrameSize | ILoad TxFrames | RxFrames
Total 110802 15:21:24 128 4 BS300 11,791 11,791
A Group 11080215:21:24 128 4 65300 11,791 11,791

Figure 4-6. Adjust the Column Width Online to Size for Printing or Viewing

Opening a New Configuration File

Whenever SmartFlow is running, a new (unsaved) or existing (previously saved)
configuration (.flo) file is always open. This file contains the port setup and test
parameters, all flows and groups created, and any test results generated during the
SmartFlow session. Any changes you make to values exist in the file temporarily until you
save it.

To open a new file, select File>New.

When you open a new file, SmartFlow prompts you to save any changes to the existing
file, then closes the file and opens the new one. The new file defaults to the name Untitled
until you save it under another name.

.7 Untitled - SmartFlow

JJ File Edit “iew Acton Setup Bun Toolz Result: Help

Saving Test Configurations and Results

You can save the settings that you specify for ports and tests as well as flows, groups, and
any test results by saving them to a configuration (.f1lo) file. Using . £1o files saves
time and is highly recommended. SmartFlow saves the results of the last test or tests run in
the configuration file.

Saving a Test Configuration to a File
To save a test configuration to a file, select File>Save As and enter the name of the file.

The last saved configuration becomes the default configuration for any future tests.
Important: Make sure to save the configuration before you disconnect from the chassis.

Loading a Saved Test Configuration File

SmartFlow allows you to load previously saved . f1o files. To load a configuration file
(saved in a previous session), select File>Open and select the file.
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If you load the file while you are not connected to a chassis, the saved port configuration
is displayed in the Cards tab. Once you connect, the current available ports are displayed.

E Notes: e It is strongly recommended that you connect to the chassis in the saved
configuration before opening the saved configuration file, especially if you
plan to modify it.

* Ifyouopena . flo file that was created with a previous version of
SmartFlow, once you save it in the current version you can no longer use it in
previous versions.

If you save a configuration, reload it, and then try to connect to a chassis that does not
match the current file, a warning like the following appears:

SmartFlow E2

Wharning: There are one or more chazsiz that do not match pour configuration,
Default addreszes were aszsigned to:

Lab 11

Lab1-2

Lab1-3

Lab1-4

Lab1-5

Lab1-6

Please verify theze values.

This warning also appears if you configure ports offline, then try to connect to a chassis
whose configuration does not match the configuration.

Changing the Tab Display
You can customize the SmartFlow tab display in two ways:
*  Show or hide tabs

* Rearrange tabs that are displayed.

Hiding or Showing Tabs

Use the Customize Tabs dialog box (Figure 4-7 on page 88) to choose which tabs in the
main window that you want to show or hide according to your testing needs and
preferences.

To access this dialog box from the menu bar, select Setup>Customize Tabs.

Tabs for specific protocols or tabs that you may only use infrequently (such as the Options
tab) may be hidden. For example, if you are testing with IPv6 traffic, you may decide to
hide the tabs for ATM, BGP, MPLS LSP, and WAN. Doing this simplifies the window and
allows you to work with only the options that pertain to your test.
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General tabs that are essential to setting up SmartFlow tests (such as the SmartFlows tab
or Test Setup tab) cannot be hidden.

Customize Tabs §|
Available Tabs Current Tabs :
Uzer Info ATH
BGP =
IPvE
MPLS LSP
Show -» Multicast l
Options [%
Wit 11
¢<- Hide

. LCancel
Mate: Pleaze make zure you are hiding the cormect tabs.

Figure 4-7. Use the Customize Tabs Dialog Box to Show or Hide Tabs

The Available Tabs list shows which tabs currently are not displayed. The Current Tabs
list shows which tabs currently are displayed. Use the Show-> and <-Hide buttons to
move tab names from one list to the other.

When you have set the show and hide lists as desired, click Apply to enable your
selections. Your selections are retained when you reopen the application, even if you did
not save the configuration (.flo) file.

To restore the tab display to the default (from the menu bar), select Setup>Reset Tab
Order to Default.

Rearranging SmartFlow Tabs

You can modify the order of the main SmartFlow tabs to suit your testing needs. (Sub-tabs
on the Test Setup tab are not modifiable.) This lets you focus on just the technologies that
you use, by placing those tabs in more prominent positions than tabs for unused or
infrequently technologies. For example, if your test doesn’t use WAN ports, you do not
need to see this tab. You can move the WAN tab from the third tab position to after the
MPLS LSP tab.

Figure 4-8 shows the default order of the tabs.

Cards | IPvd Networks | IPvE | wial | ATM | Multicast | Groups | SmanFlows | Test Setup | BGP | MPLS LSP | Options |

Figure 4-8. Default Test Setup Tab Order

You can also customize the tabs that are displayed.
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To reset the tab order to the default (from the menu bar), select Setup>Reset Tab Order
to Default.

Figure 4-9 illustrates an example. To move the WAN tab to just before the BGP tab, do
this:

Hold down the left mouse button over the WAN
tab and drag the cursor onto the BGP tab.

Cards |IPvs Networks | IPvE | wisN | ATM | Multicast | Groups | SmanFlows | Test Setup | BGP | MPLS LSP | Options |
|

The tab is moved to the |
position before the BGP tab. v

Figure 4-9. Example of Moving a Test Setup Tab

} To move a tab to another position:

1 Left-mouse click on the tab that you want to move and hold the mouse button down.
A small folder icon appears beside the cursor.

Drag the tab onto the tab to the right of where you want the tab relocated.

3 Release the mouse button.
j To move a tab to the very end (right side) of the tab row:

1 Left-mouse click on the tab that you want to move and hold the mouse button down.
A small folder icon appears beside the cursor.

2 Drag the tab onto the last tab and release the mouse button. The tab is now in the sec-
ond from last position.

3 Drag and drop the last tab onto the tab that you actually want to be at the end.

Exporting Test Results to Files

Once you have run a test and results are available, you can export results to an external
file(s) for reporting or analysis purposes. You can do any of the following:

* Export results to a . jpg (for charts) and . csv (comma separated file).
*  Export results to HTML.
* Email the contents of any of these results files.

For more information and procedures on each of these export methods, refer to the online
Help.
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E Note: You must first run a test and have results available before you can export results to
files. If the export or email options are grayed, make sure that the Results view is active by
clicking the Results button on the shortcut bar on the left side of the window.

You can use any of the options to export or email results based on:

®  The current view. This exports only the results that are currently displayed on the
active results tab. For example, if the Detail tab is active when you select the option,
only the detail results are exported or emailed.

*  Asingle test. This exports all files associated with the test currently being viewed. For
example, if you are viewing the Frame Loss test, files for the chart, summary, detail,
any stray frames, and port errors associated with that test are exported or emailed.

* Al tests. This exports all files associated with every test for which results exist in the
open.flo file. For example, even if you are viewing the Frame Loss test, all of the files
(chart, summary, detail, plus any stray frames and port errors) associated with each
test are exported or emailed.

You can also export a test configuration to SAI format. (See “Exporting a Configuration
to SAI” on page 92 and the online Help for more information.)
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Username
Company

Phone

Device Under Test

Comments

Setting up Test Information for HTML Export

SmartFlow allows you to export test results to HTML format for portability purposes or to
publish your results on the World Wide Web. You can enter summary information for the
top of each HTML file. This information includes contact information for your company

and the device being tested.

You enter summary user information for a test or all tests at the User Info tab, as illustrated
in Figure 4-10.

[dzer Infao

M ame: |.J|:|hn Smith

Email address: |iu:uhn_$mith@.-'-‘«E CMetworks.com

Phare rumber: |[3-| 817171234

Group/D epartment: ||;! uality Assurance

Carnpaty: |.-’-'A.BI: Metwarks

Test date:| Friday . August 24,2001 j

DUT name: |5uper Switch Model &

Comments: |These tests test the switch after inztalling firware Wersion J
2. They focus in an the area where the DUT starts Failing.

Figure 4-10. User Information Tab

The resulting summary information appears in the testname.html and index.html
files and looks similar to Figure 4-11.

John Sruth Department Cuality Assurance

ABC Netwotles

(818) 717-1234 Email ol srnith@ABCH etworlcs. com
Super Switch MModel & Date of Test Friday, August 24, 2001

These tests test the switch after installing firrmware Version 2. They focus in on the area where the DUT starts failing.

Frame Loss Summary Report

Top of Page Detail Eeport Stray Frames Eeport

Figure 4-11. How User Information Appears in Results
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Note: Since you can export test results to HTML for all tests as well as individual tests,
unless you modify the information on this tab, it appears in the summary/chart file for
every test. You may want to check this tab before you run any other tests.

You can utilize these fields to suit your needs, and none of the fields are required.

For a description of each field on the User Info tab, refer to the SmartFlow online Help.
Press F1 at the tab or select Help from the menu bar.

Exporting a Configuration to SAI

You can export the current SmartFlow GUI test configuration to a Script Automation
Interface (SAI) script format file. The Export to SAI option (accessed from the File menu)
allows you to transition from running tests using the GUI to an environment for test
automation. When you execute your Smartflow tests from scripts, you can run them on
UNIX/Linux as well as Windows platforms. Using the SAI can also reduce test execution
time.

You can export a test configuration only when SmartFlow is connected to the SmartBits
test chassis.

The exported SAI file can be run using either:
*  SmartBits Automation SAI (formerly called SmartBits API)
* Standalone SmartFlow SAIL

The SmartFlow GUI automatically determines which type of export file to generate, based
on the exported GUI parameters. If all of the exported GUI parameters are supported on
both SAI tools, the SAI file created uses the SmartBits Automation SAI format.

Refer to the SmartFlow online Help for information about how to use this feature and the
GUI options that are exported. Select Help from the menu bar.

Changing the Format of Chart Test Results

>

Once test results are available, you can view the chart results in either a three-dimensional
bar (Manhattan) or ribbon format.

To change the chart type displayed to bar or ribbon:

1 Right-click anywhere on the chart. A popup menu displays.
2 Select Manhattan to change to a bar chart or Ribbon to change to a flat format.
For a Throughput test, additional options exist for chart and summary results units such as

bits per second or frames per second. For more information about these chart and
summary options, see “Chart and Summary Throughput Unit Options” on page 321.
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Stopping a Test in Progress

You can stop a test at any time, even if it is running.

To stop a test while it is running, click the Stop button on the toolbar.

Closing SmartFlow
To close SmartFlow, stop any test underway and then do one of the following:
*  Click the Close button at the top right corner of the screen.
* Select File>Exit from the main window menu bar.

*  Press the Alt + F4 keys.

Viewing Version Information

To check the version of SmartFlow that you are running or the firmware versions of the
cards and chassis to which you are connected, select Help>About SmartFlow from the
menu bar. The About SmartFlow dialog box opens as shown in Figure 4-12.

About SmartFlow x|
"ersion information
SmartFlow 4001371 APl 4013701
This button @ Library: 4.00-99  File configuration: 0400137
appears
when you_—"
connect to Copyright '© 1334-2004 Spirent Communications, [he. LI
more than_ Spirent Commurications an the web
one chassis.
Pt | Hub,5lat, Port | Model | Firmware | Required | Mame -
5F Lab 141 0,00 LAM-33104 450054 4.00.000 GigaBit Ethermet
5F Lab 142 0,01 LAM-33104 450054 4.00.000 GigaBit Ethermet
5F Lab 1B1 0.1.0 LAM-33104 450054 4.00.000 GigaBit Ethermet
SF Lab 1B2 0.1.1 LAMN-33104 450054 4.00.000 GigaBit Ethernet
SF Lab 241 0,210 L&N-33104 450054 4.00.000 GigaBit Ethermet
SF Lab 242 0,21 L&N-33104 450054 4.00.000 GigaBit Ethermet
SF Lab 281 0,30 L&N-33114 450054 4.00.000 GigaBit Ethermet
SF Lab 2B2 0,31 L&N-33114 450054 4.00.000 GigaBit Ethermet
SF Lab 441 0,610 LaN-6201... | 220008 2.20.000 GigaBit Ethermet
SF Lab 481 070 LaN-6201... | 220008 2.20.000 GigaBit Ethermet
5F Lab had 0,80 LAM-33104 450054 4.00.000 GigaBit Ethermet
5F Lab ha2 0,81 LAM-33104 450054 4.00.000 GigaBit Ethermet
5F Lab 5B1 0,90 LAM-33114 450054 4.00.000 GigaBit Etherret
:‘Iil =k D7 na1 AR 2211 A A RN NEA A Nnonnn r_‘in-\liil Ell.-mmml_lJ

Figure 4-12. About SmartFlow Box Displays Firmware Versions for Chassis and Cards

To check the firmware versions of multiple chassis to which you are connected, click the
Chassis button on the About SmartFlow dialog box. The About Firmware Versions dialog
box opens (Figure 4-13 on page 94.)
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About Firmware ¥ersions il
@ Fultiple contrallers

IP addresses of each Tk TVers o Vers [ Seral Norb

chassis that you set up 1;1 0015215 223"3035 2 gémnunr; = EDES;DD;; =

at the Setup SmartBits— 10.100.16.167 2.50.009 2.50.000 E007 0276

Connections box.
Current chassis
firmware version.

41 | =l

Figure 4-13. About Firmware Versions Box Displays Firmware of Multiple Chassis

Refer to the online Help for descriptions of each field in these dialog boxes.
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This chapter provides information about multi-user chassis, SmartBits 600x/6000x port
numbering conventions, and how to set up SmartBits test ports.

In this chapter...

o Chassis Port Numbering Conventions . ... 96

o Using Ports in Multi-user Chassis .... 101

o Configuring Test Ports .. .. 104

o Defining IPv4 Network Information fora Port.... 106
o Defining IPv6 Information fora Port.... 112

o Configuring ATM Ports . ... 118

o Configuring WAN Ports . ... 123
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Chassis Port Numbering Conventions

SmartFlow displays SmartBits port numbers according to the chassis type. Since
SmartFlow allows you to connect to multiple types of chassis (such as a SmartBits 200
and a SmartBits 6000x) simultaneously, the port numbering can vary within the same list
of ports.

SmartFlow displays ports in the following places: IPv4 Networks tab, IPv6 tab, Cards tab,
the Group Wizard, ATM tab, WAN tab, and the SmartFlows > Traffic tab. Any port list
shows all available ports on the chassis to which you are currently connected.

Notes: ® SmartFlow allows you to modify the port name on the Cards tab to a name/
number of any length. Keep in mind that long names may be cut off in
displays with port names (for example, Traffic tab, WAN tab). The
corresponding column on the /Pv4 Networks tab is also changed.

* If you change the name of a port, names of flows previously created on that
port retain the original name that existed when the flow was created. You can
manually change the flow name at the SmartFlows tab.

All ports are listed first by the chassis name entered in the Setup SmartBits Connections
dialog box followed by the port number. See “Connecting SmartFlow to SmartBits
Chassis” on page 68 for information about setting up chassis connections.

Since you can connect to multiple types of chassis at the same time, port numbering varies
by chassis type in a port list. Figure 5-1 illustrates a port list resulting from connections to
a SmartBits 2000, a SmartBits 600x, and a SmartBits 6000x. Notice that the numbering
scheme for a SmartBits 6000x is different from that of the SmartBits 2000.

SmartBits 2000 ports
— Port number

Name for chassis defined in

Setup SmartBits Connection dialog. SmartBits 600 ports

SmartBits 6000B ports

Figure 5-1. Port List with Ports from Multiple Chassis

For more information about port numbering in the SmartBits 600x/6000x, see “SmartBits
600x/6000x Port Numbering Conventions” on page 97.
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SmartBits 200/2000 Port Numbering Conventions

SmartFlow displays SmartBits 200/2000 port numbers as the chassis name followed by
the slot number in the chassis. For example, SmartFlow displays Port 19 in chassis LAB2
(named this when you set up the connection) as:

LAB2 19
SmartBits 2000 port (slot) numbers start with one and run consecutively from left to right.

SmartBits 200 ports are numbered bottom to top, left to right, as shown here.

SmartBits 200
port numbers 2

SmartBits 600x/6000x Port Numbering Conventions

SmartFlow uses a virtual port numbering system for the SmartBits 600x/6000x and for
system status messages (regardless of chassis type) that appear at the bottom of the main
window.

SmartBits 6000x Port Numbering

Modules are numbered one through six from top to bottom. Each module is made up of
two cards designated A and B. The A card is located in the left side of the chassis and the
B card is on the right.

Each port on a module is numbered from left to right. Using this system, an individual port
is identified by the module (or slot) number within the chassis, the card, and the port, as
illustrated in this excerpt from the SmartFlows>Traffic tab.

| E| =martlah BAT %Port on module

Slot in chassi/ Module
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SmartBits 600x Port Numbering

As with the SmartBits 6000x, modules are numbered one to two from top to bottom.
However, each module is made up of only one card per slot within the chassis. Each port is
numbered from left to right. Using this system, an individual port is identified by the
module (or slot) number within the chassis, the card, and the port.

Port 1 of module 1

Bingk0O 1-1
BingB00(XT)

Slot number Port number

Port 1 of module 2

Same-numbered Ports in Multiple Chassis

When the same port number appears on multiple chassis, the chassis name (e.g., LAB 2)
appears in the port display and distinguishes between the ports.

However, once flows are created, SmartFlow distinguishes between same-numbered ports
on different chassis by prefixing the second and subsequent chassis’ ports with a number.
(The first chassis has no prefix.)

Port 1B1 on Chassis 2

/ﬁuw Hame
7 ,3@;1 EI1)=@:4EI1 >7 Port 4B1 on Chassis 4

W A 42824351
[ & 4:282-24:151

G

Port Numbering for Ports with Multiple Networks/VLANs/Channels

A port can have multiple networks, and a network can have multiple VLANs. Each subnet
or VLAN can be used as a port for a flow. ATM ports can have multiple virtual paths and
channels associated with it. WAN ports can have multiple channels and PVCs or PPPs
associated with it. SmartFlow lists the ports in various ways, depending on which of these
items exist for the port.

If the port has multiple networks, SmartFlow lists the port in one of the ways shown in
Table 5-1 on page 99.
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Table 5-1. Port Display Formats
Port is Listed by...

Network number

If...

®*  The network is the base network of
multiple network(s).

® VLAN is disabled for that network.

Network number/VLAN number

VLANSs or multiple networks exist for the
port and VLAN is enabled.

Port number/VPI/VCI

The port is an ATM port.

Channel/PVC or Channel/PPP name or
number

The port is a WAN port.

Ports with multiple networks or VLANS are displayed in the Group Wizard as shown in

Figure 5-2.

End points in mesh:

[ LAB-MNY 141-130.007.000.000-2 -
O LAB-MY 142

[ LAB-Hv 181

[ LAB-WY 162-150.001.000.000

[ LAE-NY 1B2-010.001.000.00042  ~——
[J LAB-MNY 1B2-010.002.000.000-2

[J LAB-MY 241-155.001.000.000

[ LAB-MNY 2471-010.002.000.000-+10

[ LAB-NY 2471-010.002.000.000411 |
[ LAB-HY 241-010.002.000.000-412
[ LAB-WY 241-010.003.000.000-4720

Figure 5-2.

[ LAB-WY 241-010.003.000. 000421 LI

These ports have no multiple networks.

Il This port (1B2) has multiple networks, and a

VLAN on each network associated with it. VLAN
is disabled for the base network.

This port (2A1) has multiple networks, and multiple
VLANSs on each network associated with it. VLAN i:
disabled for the base network.

Port with Multiple IPv4 Networks

A WAN port with multiple PVCs is displayed in the Group Wizard as shown in this

example.

Testw/&N T_Chi_PVCT a]
Testwiél 1_Chl_PVCE
Testwitl 1_Chl_PVCE
Testwiél 1_Ch3_PPP

<4— All these PVCS belong to the same channel and port.

Smartflow User Guide | 99



Chapter 5: Set up Test Ports
Chassis Port Numbering Conventions

Flow Numbering for Ports with Multiple Networks/VLANs

When a flow is created on a port that has VLANs and/or multiple networks, in the flow list
the flow is displayed by the number of the network and then the VLAN ID with which the
flow is associated.

The base network is -0, and additional networks are displayed starting with -1. For
example, port 4B1-1 indicates the second network (or first subnet) associated with port
4B1, as shown here.

I Flow Hame
I ie ([T A 42824161 The -1 indicates it is the second

. network (or first subnet) associated
! il 4 EI@4EI1 'b4'4E1U'1 with the port.

Another chassis with a port numbered 4B1.

A flow that uses a VLAN on a subnet is displayed by the VLAN ID appended after the
subnet index for the appropriate transmitting or receiving port. In the example that
follows, each flow was created on the same port.

& QB 161-0-> 281-1-v801 The -v801 indicates the VLAN with which
the flow is associated.

- [ A 1B1-0-> 2473 +803

The -3 indicates it is the third subnet associated with the port.

Note: A hyphen and number is also used in flow names when multiple flows are created
on ports with no added networks. The number is not based on priority. The hyphen and
number are appended after the receiving port in order to uniquely identify each of the
multiple flows. For example, the flow C 1A2->1B1-8 is the eighth flow created in a series
of flows.
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Using Ports in Multi-user Chassis

L

The information in this section does not apply if you are using a single-user chassis that
does not support multiple users.

Multi-user chassis allow multiple users to connect to the same chassis simultaneously, as
long as they each use different cards in that chassis. While connected to a multi-user
chassis, users can reserve available ports and:

*  Run multiple applications
*  Run multiple instances of SmartFlow
*  Run any other Spirent Communications application.

When you connect SmartFlow to chassis, it displays all cards in the chassis that are
supported by SmartFlow. These ports appear on the Cards tab that you use to configure
and reserve the ports. When you first connect to a chassis with multi-user capabilities
enabled (SmartBits 2000 or SmartBits 600x/6000x), only the ports that are not reserved by
anyone else and are available appear in the list.

Note: Cards display only if the correct firmware is loaded. Go to the Spirent
Communications web site at http:// www.spirentcom.com to download the latest firmware.

Displaying Available Ports in a Multi-user Chassis

When you connect to a multi-user chassis, all cards in the chassis that are supported by
SmartFlow are displayed in the Cards tab, the Group Wizard, and the SmartFlows> Traffic
tab. If another user is using the port, it displays grayed with a status of /n Use. with the
Reserve field already checked.

The following shows possible states of a port in a multi-user chassis on the Cards tab:

Multiuser |

[+ Mon Bultiuser
" Mon Bultiuser
Available for you or someone else to reserve—— [ Reserve
[T Reserve

You reserved this port. Itis not available | [ Rezerve
to anyone else until you release it.

Ports in chassis that are not multi-user enabled.—»{

If it has been a while since you connected to a multi-user chassis but you have not yet
reserved any ports, it is recommended that you refresh the display since it is possible that
another user has reserved ports.
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»

To refresh the available ports display:

Click the heading of the Multiuser column to highlight the entire column.
Right-click anywhere on the column while it is highlighted. A popup menu appears.

3 Select Refresh. If anyone else reserved or released a card since you connected, its sta-
tus changes to Reserve unchecked or /n Use, respectively.

Reserving Ports in a Multi-user Chassis

To ensure that the port you have selected does not get reserved by another user prior to
running your test, reserve the port by selecting the checkbox in the Multiuser column on
the Cards tab. While it is reserved it does not appear as available to anyone else either
using another copy of SmartFlow or any other Spirent Communications application.

Note: You can run a test without manually reserving the ports. SmartFlow automatically
reserves the test ports while the test is running and automatically releases them when the
test finishes. However, by not reserving the port prior to the test, the test may fail if
someone else reserved the port before you tried to start it.

Reserving Ports on Cards with Multiple Ports

When you reserve a port on a module containing multiple ports (such as the
LAN-3101A/B), you actually reserve a/l of the ports on the card (PCB) containing the port
that you reserved even if you are not using all of them. Figure 5-3 illustrates this situation.

All the ports on this card are actually
reserved, even if you are not using them.

Cads | 1Pvs Netwarks | IP+6 | Wbl | ATM | Multicast | Groups | SmarFlows | Test Setup | BGR | MPLS LSF| Op
Show columnz for. [ Ethemet [ POS v ATM v EGP

Model Test Load | Read State | Speed |Duplex |Auto Hegotiation Backgrnund Multiuser

LAMN-Z3104 Active 1000k Fuill Dizable All Tero [~ Reserve

1 [EEEeey R Active 1000k Full Dizable All Tero [T Reserve
LAM-3311A  |Step Active 1000 Full Dizahle Al Zero [ Reserve

G LAN-F111A | Step Active 100m Fuill Dizable All Tero [+ Reserve
Sl | AN-F1118 | Step Active 100m Fuill Dizable All Tero [+ Reserve
LAN-F111A | Step Active 100m Fuill Dizable All Tero [+ Reserve

SEE L ARS8 | Step Active 100m Fuill Dizable All Feros [+ Reserve
SEkl | A58 |Step Active 100m Fuill Dizable All Feros [+ Reserve
Gl | AM-F111A | Step Listening 100 Full Disable All Feros [+ Reserve

Figure 5-3. Cards with Multiple Ports on Cards Tab

If you reserved only one port on a module containing multiple ports, when you release it
the remaining ports on the card are also released. If you reserved more than one port, you
must release each of the reserved ports to release the rest of the ports on the card.
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What Happens if Someone Reserves the Port Before | Do?

The ports listed on the Cards tab, SmartFlows> Traffic tab, and Group Wizard reflect ports
that are available at the time you connected to the chassis. However, only the Cards tab
reflects the port’s current availability. Since you connected, if someone else reserves a port
before you do, the status changes to /n Use.

When you try to run a test with unreserved ports without first checking their availability, if
someone else reserved one (or more) of the ports prior to the start of the test, you receive a
message for each unavailable port such as:

Unable to Reserve LAB2 1Bl

You can either select another port, omit that port from the test, or wait until the port is
available.

Unreserving a Port in a Multi-user Chassis

If you reserve and configure a port and then decide not to use it in a test, it is
recommended that you unreserve the port to make it available for other users.

To unreserve a port:

1 Select the Cards tab.

2 Clear the checkbox in the Multiuser field for the port in order to unreserve it.

SmartFlow User Guide | 103



Chapter 5: Set up Test Ports
Configuring Test Ports

Configuring Test Ports

Before you run a test or set up flows, configure the ports involved in the test at the Cards
tab on the main window. This is an important step, because SmartFlow derives the flow’s
Layer 2 address from this information. Use the Cards tab to configure the card's physical
and link level (MAC address) port parameters. To specify additional networks, use the
IPv4 Networks tab.

You can send traffic between ports that are both configured for IPv4 or IPv6. You can also
send traffic between a port configured for IPv4 and a port configured for IPv6, and vice
versa. See “Defining IPv6 Information for a Port” on page 112 for more information.

Important: For ports in a multi-user chassis, until you connect and reserve the port in the
Multiuser column on the Cards tab (Figure 5-4), another user can reserve the card.

Once you connect to a SmartBits chassis, the Cards tab displays all ports in each chassis to
which you are connected. Scroll to the right to display the remaining fields on the tab.

Check to reserve the card once connected to a multi-user chassis.

Cards | (Py4 Networks | IPv6 | WAN | ATM | Mutticast | Groups | SmartFlows | Test Setup | BGP | MPLSLSP | Optiats |
Show columnsfor: W Ethemst W POS W ATM ¥ BGF

Model Test Load| Read State Duplex | Auto Hegotiation | Addr Resolution| Multiuser || Interface [IPvE Cap
2y LAN-32104 | Active {1000M Ful  |Disabls [F Enabled |[# Offine | Fiber | [# Enab
Il LAN-33114 Step |Active {1000M [Ful  |Disable [ Enabled | [ Offine | Fiber | [# Enat
LAN-33114 |Step | Active [1000M [Full  |Disable [¥ Enabled | [ Offine | Fiber | [# Enab
LAN-33114 Step | Active [1000M |[Ful |Disable [V Enabled [ Offine | Fiber | ¥ Enab
LAN-23114 [Step |active [1000M [Ful  |Disable [ Enabled | [ Offine | Fiber | [# Enat
LAN-3311A |Step |Active {1000M [Ful | Disable [ Enabled | [# Offine | Fiber | [ Enab
[Step |Active {1000M [Full |Disable [ Enabled | [ Offine | Fiber | [# Enat
[Step |Active [1000M |[Ful |Disable [V Enabled [ Offine | Fiber | ¥ Enab
|Step |Listening | 1000M [Full  |Disable [¥ Enabled | [ Offine | Fiber | [# Enab
[Step linactive  NOODM [Ful  |Disable [ Enabled | [¢ Offfine | Fiber | [# Enab
[Step lactive & [Full  |Disable [ Enabled | [ Offine | Fiber | [# Enat
|Step | Active [Ful | Disable [ Enabled | [ Offine | Copper | [ Enab
|Step | Active [Full  |Disable [ Enabled | [ Offfine | Copper | [# Enab
LA Lab 4 |Step | Active ociZe [Ful  |Disable [V Enabled | [¥ Offine | Fiber | [ Enab
LA Lab ATH-34534 |Step | Active oCiZc { | Disable [¥ Enabled | [ Offine | Fiber | [ Enab
LA Lab 341 [ [Step |Active 1000M | |Disabie [ Enabled | [w Offine | Copper | [v Enab
LA Lab LAN-3329A [Step | Active [1000M [Full\_ | Disable [ Enabled | [ Offfine | Copper | [# Enat
LA Lab 343 [EATECKRE PRETEN | Active {10000 [Ful  \Qisable ¥ Enabled | [ Offine | Coppsr | [# Enab
LA Lab LAN-33294 [Step | Active [1000M IFul |D [¥ Enabled | [ Offine | Copper | [# Enab
WNETECL 0535114 (Step | Active |ocT2c/sTi-s  Ful [ Enabled | [ Offine | Fiber | [ Enat
WNETEER FO5-35114 [Step |Active |ocizosTis  [Ful [V Enabled | [ Offine | Fiber | [ Enab
LA Lab : [Step |Active {1000M [Full | Disable [ Enabled | [w Offine | Copper | [v Enab
LA Lab LAN-33214 [Step | Active | 1000m [Ful |Disable [¥ Enabled | [ Offine | Copper | [@ Enab

To modify the field, click in the field to
display an arrow for a drop-down list.

Figure 5-4. Cards Tab

Inactive ports will not appear
on the IPv4 Networks tab.

Select Listening state if you plan
to collect stray frames.
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The alternating colors on the grid simply aid in reading information and distinguishing
between ports, especially when you have many networks in your configuration.

E Notes: ® For POS cards, make sure that the POS and PPP setup in SmartFlow matches
the DUT’s setup for POS and PPP.

* Make sure that you connect to chassis before you set up the ports, networks,
and flows to ensure that flows and ports belong to the correct networks.

* To set up WAN cards, also use the WAN tab.
* To set up ATM ports, also use the ATM tab

For a description of each field on the Cards tab, refer to the SmartFlow online Help. Press
F1 at the tab or select Help from the menu bar.

Customizing the Columns Displayed

For easier viewing, you can specify the columns that you want displayed on the Cards tab
according to technology. By selecting the appropriate checkboxes in the Show columns for
field at the top of the tab, you can display only the columns for the technology that you are
testing. For example, if you do not plan to test ATM, clear the ATM checkbox. You can
select one or all of these:

*  Ethernet-specific fields
*  POS-specific fields
*  ATM-specific fields
*  BGP-specific fields.

Columns associated with a technology are displayed to the right of existing columns in the
order in which the technology options appear on the tab. The order in which you select the
checkboxes does not affect the order in which the columns are displayed. For example,
ATM fields always appear before (to the left of) POS fields.

Mismatched Port Configurations

Mismatched port configurations can occur if you configure the ports offline. If you try to
connect to a chassis and the ports configured offline do not match those in the chassis, a
warning box appears alerting you to this situation. See “Loading a Saved Test
Configuration File” on page 86 for more information.

It is recommended that you connect to chassis before you set up the ports, networks, and
flows. This ensures that flows and ports belong to the correct networks. If you plan to
modify a previously saved configuration file, connect to chassis before you load the file.

A warning appears if you save a configuration, reload it, and then try to connect to a
chassis that does not match the current file.
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Defining IPv4 Network Information for a Port

To make traffic more realistic, you can modify and add networks, gateways, IP addresses,
and VLAN IDs for ports by using the /Pv4 Networks tab. Use the IPv4 Networks tab to
define all Layer 3 information for the port. To specify physical and link level (MAC
address) parameters, use the Cards tab.

You can define networks before or after setting up the ports at the Cards tab.

Figure 5-5 shows the IPv4 Networks tab with multiple networks and VLANSs defined for
several ports.

This port has 3 subnets and 3 VLANs added
with the Network Wizard.

Click the + sign to expand the
list of networks for this port.

Figure 5-5.

Cards IPvd Networks | 1Py | wial | ATM | Mubicast | Groups | SmanFlows | Test Setup| BGP | MPLS LSP | Optians |

Riight-click on part ar highlighted colunn faor Metwark YWizard.

Port IP Address Hetwork Gateway Subnet Mask [Wizard IP Address VLAH YLAH ID

Port

SF 141

192.083.001.002 |192.085.001 .000 |192.0835.001.001 |255.255.2:35.000 |192.03:3.001.003 [ Enabled | Siewr..
192.085.002.000 |192.085.002.001 | 255.255.255.000 |192.085.002.003 [ Enaklzd | Siew
192.085.003.000 |192.055.003.001 |255.255.255.000 |192.085.003.003 [ Enabled | Siewe...
010.000.001 000 | 010.000.001 001 | 2:55.255.2:55.000 |010.000.001 003 [ Enabled | Siewr..
010.000.002.000|010.000.002.001 |255.255.255.000 |010.000.002 003 [w Enablzd | Siew
010.000.003.000 | 010.000.003.001 | 255.255.255.000 |010.000.003 003 [vw Enabled | Siewe.
192.0585.004 000 |192.055.004 001 | 255.255.255.000 |192.0585.004 003 [ Enabled | Sigwe..
192.085.005.002 |192.085.005.000 |192.085.005.001 |255.255.255.000 |192.085.005.003 [ Enabled | Sigwe...
192.0533.006.002 |192.085.006.000 |192.0535.006.001 |255.255.2:35.000 |192.033.006.003 [ Enabled | Sigwe. ..

Indicates a non-VLAN tagged frame.

When VLAN is enabled, click to view the VLANSs for ports.__|

IPv4 Networks Tab

The alternating colors on the grid are an aid to reading information and distinguishing
between ports, especially when you have many networks in your configuration.

To modify default values:

Click in the field to highlight it and enter the new value. You can modify multiple cells in
a column the same way you do on the Cards tab, by using the right-click menu. If you
have defined multiple subnets, however, do not use the Copy Down function to make the
subnets identical on each port (e.g., same values in Port IP Address, Network, and
Gateway fields). This will cause incorrect test results.

Set field values working from left to right. For tests that use ports all within the same
subnet, first configure the Subnet Mask, then change the Gateway and Network columns.
This ensures that the fields on the tab update correctly.

Be sure to connect to the chassis before you set up ports, networks, and flows. This
ensures that flows and ports belong to the correct networks.
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E Notes: e The /Pv4 Networks tab does not apply to WAN or ATM cards. These cards do
not appear on the tab even if they are in your chassis. To set up WAN cards,
use the WAN tab. To set up ATM cards, use the ATM tab.

*  For multicast traffic, the /Pv4 Networks tab fields apply only to the
transmitter of the group. To set up VLANSs for receivers of the group, use the
Multicast tab. See “Defining Multicast Groups and VLANs” on page 475.

For a description of each field on the /Pv4 Networks tab, refer to the SmartFlow online
Help. Press F1 at the tab or select Help from the menu bar. The Help also provides usage
information such as how to modify multiple cells on the tab.

Defining VLAN IDs and Subnet IDs

Use the VLAN and VLAN ID columns to add VLANS to the networks. To enable VLAN for
a network, select the Enabled checkbox. This enables the View button in the VLAN ID
column. The View button opens the VLAN ID Editor dialog box, which is used to set
VLAN IDs.

Set up multiple VLANS quickly, on the same or other ports, by using a right-click dynamic
menu on the /Pv4 Networks tab and IPv6 tab. In the VLAN column, select multiple cells by
using the mouse and Shift or Control keys. Then right-click to open the dynamic menu
(Figure 5-6). For the selected networks, it enables you to:

* Enable or disable VLAN.

* Copy down VLAN IDs.

* Increment or decrement the VLAN IDs.
* Remove VLAN IDs.

* Copy VLAN Subnet IDs.

For complete information about how to use these options, refer to the SmartFlow online
Help.

VLAN |VLAHID| RSVP-TE
=GN iy | [T Enabled ([T
PSRN iew .. | [T Ensbled ([T

IPv4 Menu IPv6 Menu VLAN [VLAHID

(e ey | 0000000 20001 0
Enahled | “iews ... |D:D:D:D:D:D:CDDD:2U'
Enable
Disable

Enable
= Disable
-

YLAM ID - Copy Down
WLAM ID - Fill Increment
WLAM ID - Fill Decrement
YLAM ID - Remave

T E WLaM ID - Copy Down

T E  yian 0 - Fill Increment:
IV E wLan ID - Fill Decremert
ITE yian D - Remave

LIE WLAaM ID - Copy Subnet IDs

WLAM ID - Copy Subnet IDs

[ E  Metwork Wizard. ..

ﬁ Delete Mebworks
e Reset Mebworks ko Default

L: Expand
L Collapse
E

Figure 5-6. Dynamic Menu for VLAN Definitions
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Associating Multiple Networks and VLANS with Ports

You can use the Network Wizard for IPv4 and the IPv6 Network Wizard to add multiple
networks (gateways or subnets) and VLANS to a port. Doing this makes the port behave
more like a part of a network cloud instead of an edge device. You can add multiple
networks, with or without VLAN IDs, to one or more selected ports. If you wish to add
only VLANS to an existing network, but not add networks, use the VLAN ID Editor dialog
box. (See “Defining VLAN IDs and Subnet IDs” on page 107.)

To open the appropriate Network Wizard, right-click over a port number in the /Pv4
Networks or IPv6 tab (Figure 5-7).

Cards  |Pvd Metworks ||P\.-E; | WIAN I ]

Riight-click an part ar highlighted colurin fc

Port |Port IP Address

to open a dynamic menu with access to the

Network Wizard. Delete Metworks

Reset Metworks To Default

Expand
Zollapse

Expand all
Collapse All

Figure 5-7. Opening the Network Wizard

The Network Wizard associates multiple networks and VLANSs with one or more ports. It
simultaneously adds and increments networks to the ports that you highlight on the /Pv4
Networks or IPv6 tab.

* For IPv4, it bases new subnet IP addresses on the subnet mask and gateway in the
Network Wizard dialog box. The Network Wizard automatically increments the
network, gateway, and IP address for the number of networks that you want to add.

* For IPv6, it bases the new subnets on the prefix length and the interface IP address in
the IPv6 Network Wizard dialog box.

Figure 5-8 on page 109 shows the Network Wizard for [Pv4.

By default, each network has one VLAN ID if you enable VLANs on the /Pv4 Networks
tab or /Pv6 tab. The Network Wizard increments the VLAN ID by one for each VLAN
added.

If you associate multiple networks with a port, you must configure the DUT with the
proper routing information before running the test, since this information is not
dynamically updated.
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These buttons determine how to distribute the
IP addresses on multiple ports.

Metwork wWizard =

Mumber of networks to I‘l % Group together on each port

Must be in the same network as that of the
Network field, but unique from other addresses in
the network.

This will be the IP address of the flow.

Check to also add VLANSs to each network
being added. Flows from this network and
VLAN will tag all frames with a VLAN ID.

VLAN ID incrementing will start from this

add per port ;
" Group across ports
Petwirk, : 0.0.1.0
Gateway : m.o . 1.1
Subnet mask :

|255_255.255_ o= |24 Bitz

‘izard IP address : m. 0. 1.3

LF Enable YLAM on subnet

Baze D : > |2 YLAN count per zubnet : |1

number.

Increment YLAN 1D across subnets

[ “within each port [ Across ports

Figure 5-8. Associate Multiple Networks and VLANs Using the IPv4 Network Wizard

| A Notes:

You can set up networks with and without VLAN tags on the same port, but

you must assign them to different network numbers on that port.

* Ifyou set up multiple networks on the same port, each network must have a

unique address.

* Ifyou set up multiple VLANS on networks, each VLAN ID must be unique

per network.

*  Only Ethernet ports support multiple VLANS.

*  When you disable VLAN, existing VLANS are not deleted. They are
disabled and stored.

E Note: It is highly recommended that you use the default IP address for the Wizard IP

address field.

For additional information about the Network Wizard, see the online Help. It provides
field descriptions and explains how to add or delete networks, add or modify VLANSs on
networks, and keep the same MAC address with multiple networks on a port.
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As an example, Figure 5-9 shows the settings to add two networks to each highlighted
port. This example includes adding two networks to four ports using the Group together

on each port option.

Based on this example, Figure 5-10 on page 111 shows the networks (and VLANS) that

would result.

|2 %' Group together on each port €——

Metwork Wizard

Mumber of networks bo

add per port :
€ Group across ports
Metirork : m.0.1.0
Gateway : m. 0.1 .1
Subnet mask : = |24 Bits

|255.255.255. i

‘wizard [P address . 0.1 .3

v Enable YLAM on subnet

This option will first increment
— and add two network
addresses to the first port,
then two to the second port,
and so on.

These options will add two

BazelD . IE WLAMN count per subnet ; |2

Increment WLAM ID across subnets :

[ Across ports

VLAN IDs, starting with VLAN
ID 5.

Figure 5-9. Setup to Add Two Networks to Each Highlighted Port

When you set up flows, the source or destination IP address of the flow must be part of
one of the networks associated with the respective port on the /Pv4 Networks tab.
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Cads [PvéMetworks |IPv6 | wiah | ATM | Mulicast | Groups | SmanFlows | Test Setup | BGP | MPLS LSF | Options
Right-click on port or highlighted column for Metwork, Wizard,

Port IP Address Hetwork Gateway Subnet Mask |Wizard IP Address VLAH VLAHID

] PSR 192.000.002,002 |192.000,002.000 192 000,002,001 |255.255 255.000 [192.000.002003  |[ Enabled | ‘isw..
Notice how two 192 000,003 002 |192.000 003,000 192 000,003 001 |255 255 255 000 192 000003003 | [ Enabled | Wiew..
networks and 010,000,001 000\01 0.000.001.001 |255 255 255000 | 110,000,001 003 | [w Enabled | Sisw...
VLANSs were 010.000.002.000,/010 000,002,001 |255.255 255000 |(M10.000.002.003 | [w Enabled | Sigw...
incremented for EERRERl 192 000,004,002 |192.000,004 000 [192 000,004,001 |255 255 255000 192,000,004 003 |[ Enabled | Sisw...
one port, then for 010.000,003 000\010,000.003.001 |255.255.255 000 |M0.000.003.003 || Enabled | View.
the next. 010.000,004 000 /01 0,000.004.001 |255.255.255 000 |10.000.004.003 | [v Enabled | View.

SR 192 000,005,002 |192.000,005.000 192 000.005.001 | 255255 255.000 [192.000.005003  |[ Enabled | isw..
010.000,005 000\010.,000.005.001 |255.255.255 000 |10.000.005.003 | [v Enakled | View.

010.000,006 000 )01 0,000.005.001 |255.255.255.000 |M0.000.005.003 | [v Enabled | View.

SRR 192 000,006,002 |1592.000,005.000 192 000.006.001 |255.255 255.000 [192. 000006003 |[ Enabled | ‘isw..
010.000,007 000Y010,000.007 001 |255.255.255.000 |M0.000.007.003 | [ Enabled | View.

010.000,00% 000,/010,000.005.001 |255.255.255 000 |10.000.005.003 | v Enabled | View.

gl 152 000,007,002 |1592.000,007.000 192 000.007.001 | 255255 255.000 [192.000.007 003 |[ Enabled | isw..
§10.000,009 000N 010,000.009.001 |255.255.255 000 |10.000.009.003 | [v Enabled | View.

010.000.010.000 J010,000.010.001 |255.255.255.000 |M0.000.0M0.003 || Enabled | View.

1592.000,005.002 |192.000.005.000 | 192 000,005 001 |255.255 255,000 | 192 000008003 |[ Enabled | View.
010.000.011 000Y\010.000.041.001 |255.255.255.000 |M0.000.011.003 | [ Enabled | View.

010.000,012 000,/010.,000.012.001 |255.255.255.000 |M0.000.012.003 | v Enabled | View

X

-Paort b

Figure 5-10.

i [010.000.004.000

Edit D[]

Delete

Example of Resulting Networks and VLANs with Group together on each port Option

In this case, these VLANSs will be added to each port
that was highlighted.
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Defining IPv6 Information for a Port

For a port to send or receive IPv6 traffic, you must enable IPv6 for the port on the Cards
tab and define the IPv6 addresses for the port. You define IPv6 address information for
ports at the IPv6 tab (Figure 5-11).

The tab displays only the [Pv6-capable ports. Modules that support IPv6 include the
following: LAN-31xx, LAN-33xx, XLW-372x, and XFP-373x.

Select the format to

view addresses on Prefjx Length determines the network Changing the Ipterface IP Address also
- . portion of the Interface IP Address. changes the Wizard IP Address.
this tab and in
reports.
Cards | IPvd Networks  IP+6 Ak I ATH I Multicastl Groupsl SmartFIDwsl estSetupI BGP I MPLS LSF'I Dptinnsl
Right-click. on port or highlighted columnfor Metwark, ‘wizard.
IPvE address fommat : " Full hexadscimal % Moleadingzera & Cofmpact = Mived
Thlsport Fo erface IF Addre Pre ENg ard IP Addre f ) 1 Router IP Addre
has —» OO0 Qcoss102 |64 0000000 0:0: Co00:1 05 Enabled | %iewe .. 0000000000010
added A00:0:0:1:000:0:2 64 A00: 0010003 [¥ Enahled | view . | 400:0:0:0:0:0:0:1
logical 0000 220 000 2 fid A0 0 2000 3 [ Enabled | iewy . | 40000 0:0: 00001
subnets. A0000: 0300002 Eid A00:0: 030003 [ Ensbled | Yiew . | A0000:0:0:0:0:0:1
"""" 54 A00O04 0 IYP | Ensbled | Wisw | A00:0:0:0:0:0:0:1
O: 00 0: 0 CeZ055: 202 I—E4—>| D:D:D:D:D:D:CDDD:ZDSI [+ Enzhbled | “iews .. |0:000:0:0:0:2000: 204
OOOOIOCOSSE0E (64 OO0 moo0r 305 | Ensbled | Siess . | 000000000 0:C000:301
00D 0C055:402 |6 O:0:0:0:0:0:CO00: 403 | W Ensbled | Siew . | 0:000:0:0:0:CO00: 401
00000053502 |64 O:00:00::C000:503 | v Ensbled | “iewe... | 0:000:0:0:0:C000: 504

Figure 5-11. IPv6 Tab

To make traffic more realistic, you can modify and add networks and VLAN IDs to a port.
To enable VLAN for a network, select the Enabled checkbox. This enables the View
button in the VLAN ID column. To add VLAN:S, click the View button under the VLAN ID
column. This opens the IPv6 VLAN ID Editor dialog box. Use it to view, add, or delete
VLANSs from any network on ports displayed on the /Pv6 tab.

Use the /Pv6 tab to define all Layer 3 information for the port. To specify physical and
link level (MAC address) parameters, use the Cards tab. You can define networks before
or after setting up the ports at the Cards tab.

SmartFlow automatically converts default IPv4 addresses on the /Pv4 Networks tab to
default IPv6 addresses on the /Pv6 tab. It does this by prepending 96 zero bits to the IPv4
address. However, if you modify the default IPv4 address for a port, the corresponding
IPv6 address will not change.

You can modify multiple addresses in a column on the /Pv6 tab by incrementing,
decrementing, randomly filling or copying from the first highlighted address down to the
remainder of the highlighted cells.

For more information, see “Associating Multiple Networks and VLANS with Ports” on
page 108 and “Defining VLAN IDs and Subnet IDs” on page 107.
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IPvé Address Formats in SmartFlow

The addresses on the /Pv6 tab correspond to the IPv4 equivalent addresses on the /Pv4
Networks tab. By default, SmartFlow converts the [Pv4 address of the port to an IPv6
address by prepending leading zero bits to a hexadecimal equivalent of the [Pv4 address.
For example, a Wizard address in IPv4 of 192.085.001.003 becomes in IPv6
0000:0000:0000:0000:0000:0000:C055:0103.

At the top of the /Pv6 tab, you can select the format in which you want to enter/view IPv6
addresses.

E Note: The format that you select for IPv6 addresses is also displayed in this format in
other setup tabs (such as the /P tab), as well as in test results.

Table 5-2 shows a Wizard IP address from the /Pv4 tab in each of the IPv6 address
formats.

Table 5-2. IPv6 Address Format Comparison
Format Address

IPv4 192.085.001.003

IPv6 Full hexadecimal | 0000:0000:0000:0000:0000:0000:C055:0103

IPv6 No leading zero 0:0:0:0:0:0:C055:103

IPv6 Compact ::C055:103

IPv6 Mixed ::192.085.001.003

For information about how to set up IPv6 tests, see “IPv6 Test Setup” on page 298.

For a description of each field on the /Pv6 tab, refer to the SmartFlow online Help. Click
F1 over the tab, or select Help from the menu bar. The online Help also describes how to
modify multiple addresses and other cells on the /Pv6 tab.

IPvé Extension Headers

IPv4 allows various option fields to be inserted into a frame. These options make possible
special handling for certain packets, such as requesting a specific route (source routing).
When these option fields are present, extra processing by nodes is required. As a result,
performance is usually reduced.

In IPv6, the option fields are removed. In their place, extension headers can be inserted
into frames for the same purpose: to specify optional internet-layer information. The
extension headers are separate headers that may be inserted into a packet between the IPv6
header and the upper-layer header (such as TCP). In addition, IPv6 extension headers for
IP, TCP, and UDP flows can be edited.
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Note: TPv6 extension headers are only supported by TeraMetrics-based Ethernet and POS
modules.

RFC 2460 defines six extension headers. Each is identified by a unique next header value.
This appears in the previous header in the frame and indicates “the next header after this
header” is going to be the identified type. The first extension header follows the IP header.
There can be more than one extension header in the same packet, and certain extension
headers can contain a variable number of fields, such as Type Length Value (TLV) values
(hop-by-hop and destination options headers). Each extension header is an integer
multiple of 8 octets long. This ensures the 8-octet alignment of subsequent headers.

RFC 2460 specifies a recommended order for IPv6 extension headers, as follows:

[IPv6 header]
Hop-by-hop options header
Destination options header (processed by first destination)
Routing header
Fragment header
Authentication header
Encapsulating security payload header
Destination options header (processed by final destination)

[Upper-layer protocol header: TCP, UDP]

The final extension header (the second destination options header) is followed by the
upper-layer header (such as TCP).

With one exception, extension headers are not examined or processed by any node along a
packet’s delivery path until the packet reaches the destination node. The exception is the
hop-by-hop options header, which is examined by each node for the routing information it
contains.

If a node does not recognize the next header value, the packet is discarded, and the ICMP

parameter problem message is sent.

Important: SmartTracker will track an [Pv6 frame with an extension header but will not
track the portion of the frame that is the IPv6 extension header. When extension headers
are present, tracking will only be up to the end of the IPv6 header. The extension headers
and upper layer protocols will not be tracked properly.

Limitations When Configuring IPv6 Extension Headers

When using IPv6 extension headers, there are two items that you need to take into
account:

* Aggregated header length versus header length limit
* Aggregated header length versus frame length.
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The maximum length for the customizable header of a flow on the TeraMetrics modules is
128 bytes. Therefore, the number of extension headers that can be inserted into a flow’s
test frames is limited. The combined header length, including the extension headers, must
not exceed 128 bytes. The available bytes for the [Pv6 extension headers can be calculated
as follows:

Available bytes = 128 bytes - (layer 2 header size + [Pv6 header size + upper layer
protocol header size)
EXAMPLE FOR ETHERNET:
Maximum header length = 128 bytes
Layer 2 header = Ethernet = 14 bytes
IPv6 header = 40 bytes
Upper layer protocol = TCP = 20 bytes

128 - (14 + 40 + 20) = 128 - (74) = 54 bytes

Important: Inserting extension headers increases the minimum required size of a flow’s
test frames. Verify that the frame size specified for the flow is large enough to constitute a
valid test frame.
The minimum frame length required can be calculated as follows:
Minimum frame length required = layer 2 header + IPv6 header + [Pv6 extension
headers + upper layer protocol header + signature field + CRC
EXAMPLE FOR ETHERNET:
Layer 2 header = Ethernet = 14 bytes
IPv6 header = 40 bytes
IPv6 extension header = fragment = § bytes
Upper layer protocol = TCP = 20 bytes
Signature field = 18 bytes
CRC = CRC32 =4 bytes

14 +40+ 8+ 20+ 18 + 4 =104 bytes

Note: A layer 2 header may include VLAN tags.

Setting Up IPv6 Extension Headers

To insert IPv6 extension headers into the test frames of a flow:

1 Ensure the IPv6 is enabled for the port. On the Cards tab, the IPv6 Capable checkbox
for the port should be selected.

2 Set up the flow(s) by using the Group Wizard on the Groups tab or the SmartFlows
tab. (Each IPv6 header group relates to a single flow.)
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3 Click the SmartFlows>Traffic tab. Highlight the flow of interest, and verify that the
IPv6 flow checkbox in the Flow Properties pane is selected.

Click the IPv6 Ext Headers tab (on the SmartFlows tab).

5 Use the Add button to move each desired IPv6 extension header from the Options col-
umn to the List column. (To add a header, highlight it and click the Add button.)

Use the Remove button to remove an IPv6 extension header from the List column. (To
remove a header, highlight it and click the Remove button.)

6 To view the contents of a header, highlight it in the List of headers. The Header
Description pane displays all pertinent parameters.

Tip: Use the Up/Down buttons to reorder the IPv6 headers in the List column. (To
reposition a header, highlight it and click the Up or Down button.)

You can insert headers in any order, and you can insert as many headers as are possible for
the frame length of the flow and the custom header length. Observe the following
guidelines:

* The frame length for the flow can limit the number of headers that may be inserted.
Frame length is defined by the Frame Length (with CRC) field on the Traffic tab.

* The total space available for header information (of all types) is 128 bytes.

* Ifaflow is associated with a custom frame sizes sequence, the minimum frame length
of the sequence is used. You set up these sequences by using the Custom Frame Sizes
(per flow) option on the Test Iterations tab.

* If VLAN or VLAN stacking is enabled for the flow, this reduces the space available
for IPv6 extension headers. Each VLAN tag uses 4 bytes.

For a description of the frame length tables for IPv6 extension headers as well as the IPv6
extension header fields, refer to the SmartFlow online Help. Press F1 over the IPv6 Ext
Headers tab, or select Help from the menu bar.

Copying IPv6 Extension Headers to Multiple Flows

IPv6 extension header information can be copied from one flow to other flows.

When copying extension headers, all headers from the source flow are copied to the
destination flows. If the source flow does not have any header, the destination flow loses
any headers that it contains. In such a case, it is equivalent to removing headers from the
destination flow.

To copy header information over multiple flows:

1 Highlight the source flow in the left pane on the SmartFlows tab.
2 Use the mouse and Ctrl or Shift keys to select additional flows in the pane.
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3 Right-click and select IPv6 Flow>Extension Header>Copy Down from the pop-up
menu. The IPv6 extension headers defined for the source flow are copied to the target

flows.

Notes:

The IPv6 extension header sequences are copied to the target flow only when
there is enough room in the target flow’s frame size for all the extension
headers being copied down.

If the first selected flow is not an IPv6 flow, then the copy-down operation is
aborted. If a destination flow is not an IPv6 flow, that flow is skipped.

If the IPv6 flow does not have a qualified TX port, that flow is skipped.
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Configuring ATM Ports

If you are doing ATM testing and using ATM cards, use the Cards tab to set ATM-specific
port parameters and the ATM tab to specify how you want the ATM virtual circuits
configured on each ATM port. See “Setting Up ATM Ports” on page 121 for more
information.

ATM Basics

Asynchronous Transfer Mode (ATM) is a method of formatting, multiplexing, cross-
connecting, transmitting, and switching information in 53-byte cells.

Virtual Circuits (VCs) are logical connections between end stations that are uniquely
identified on a physical interface by a Virtual Channel Identifier (VCI) in the ATM cell
header.

Virtual paths (VPs) are a bundle of VCs and are identified by a Virtual Path Identifier
(VPI]) in the ATM cell header.

Figure 5-12 shows the relationship of VPs to VCs.

VCs VP / VP F VCs
Physical Link Transmission Path

VCs VP \ VP @% VCs

VP = Virtual Path
VC = Virtual Channel

Figure 5-12. Virtual Paths and Virtual Circuits in ATM
ATM supports two types of circuits:
*  Permanent Virtual Circuits (PVCs), which are always set up.

*  Switched Virtual Circuits (SVCs), which are set up on demand.

ATM Cells

ATM sends fixed-length frames of 53 bytes: 5 bytes of header and 48 bytes of payload.
There are two types of ATM cells:

*  User-Network Interface (UNI) - used in cells sent by users.

*  Network-to-Network Interface (NNI) - sent by switches to other switches.
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ATM Support in SmartFlow

In SmartFlow, each virtual channel behaves like a separate port or sub-port. The virtual
channel controls speed. All streams (flows) within a particular virtual channel have the
same rate, assuming frame sizes are identical.

Some of SmartFlow's support for ATM includes:
* AALS

* Upto 8191 PVCs (not SVCs)

* Upto 8191 VCs per port.

E Note: Learning is not required.
SmartFlow supports ATM modules in SmartBits 6000x chassis.

ATM modules calculate and report latency the same way that TeraMetrics modules do.
See Table 12-2, “How Latency is Displayed, Depending on Flow's Receiving Port and
Test Options,” on page 353 for more information.

ATM modules do not support the following:
* [Pv6

* Rates per flow

*  Multicast traffic

* MPLS

*  True random frame sizes

*  True random test loads

¢ LAN emulation.

E Note: ATM cards for the SmartBits 200/2000 are not supported in SmartFlow.

How SmartFlow Converts Frames to Cells

SmartFlow calculates and reports the rate for flows based on frames, not cells. ATM
modules contain an AAL layer that segments frames into cells at the transmitting port and
reassembles the cells back into frames at the receiving port.

Flows are transmitted with the number of cells needed to accommodate the frame size
specified for the flow. AALS adds an 8-byte trailer to the upper layer protocol and padding
to make the total divisible by 48. Figure 5-13 on page 120 illustrates how this is done.
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150-byte frame
|
| |
48 bytes 48 bytes 48 bytes 6 +— Bytes left over
for next cell
/ 7 [ v ~ ~
/ 7/ \ NN N
, / , 7/ : " \ N o ~ o
/ 7 N\ \ ~N ~
4 / I ! \ N ® ~ N ~
, 42 Padding
48| bytes 5 48 bytes 5 48 bytes 5 |inincludes AALS| °
| |
| Payload Header| | I || I || | |
I ATM cell ATM cell ATM cell

ATM cell

Figure 5-13. How SmartFlow Converts Frames to ATM Cells

The number of cells needed to insert into one IP frame is calculated with this formula:

1 Total length to be segmented =
LLC Routed IP header (8 bytes) + IP frame size without CRC + AALS trailer (8
bytes) + up to 47 bytes in padding

2 Number of Cells = (Total length to be segmented) / (53-5)

E Note: If youuse VC Muxed Routed IP for the encapsulation, the header is 0.

Example:
Assume an IP packet to be sent over an ATM network is 142 bytes without CRC. The VC
used to send this packet has LLC Routed IP option specified for the encapsulation.

1 Total length to be segmented : 142 +8 + 8 + 34 =192
2 Number of cells : 192/48 =4

Factors that Affect Speed in ATM

Each flow is transmitted in a round-robin fashion that affects the speed of each flow that is
associated with the same transmitting port and VC.

You set the speed for a VC at the ATM tab. However the actual speed (rate) at which a VC
transmits is affected by these factors:

*  Port speed

* Total speed of all VCs on a port
(It must be less than or equal to the port speed.)

®  Test load
(Only 100% yields the full speed specified for the VC.)
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¢  Number of flows associated with the VC
*  Frame size.

Example:

Let us say you set the speed of VC 0/32 on Port 1 to 64 Kbps. If you have five flows that
each use VC 0/32 for the transmitting port, each flow is only transmitted at 1/5th of 64
Kbps if the test load is 100% and frame size is the same for each flow. If the frame size
varies per flow, the bandwidth utilization of each flow varies accordingly, but the speed in
terms of frames per second is still the same for each of the five flows.

Setting Up ATM Ports

Set up ATM ports at the Cards tab as you do with any type of port, with the addition of
ATM-related fields. Then use the ATM tab to add and specify parameters for VCs for ATM
ports. VCs must be defined on a port before the port can send or receive cells on that
circuit. Each VC is equivalent to a subport and can be used as a source or destination port
for flows.

The ATM tab displays all of the ATM ports that appear on the Cards tab. Each row on the
ATM tab represents a VC associated with an ATM port. By default, each port has one VC.
All cells transmitted on a VC have the header bits configured as specified at this tab.
Figure 5-14 shows an example of the ATM tab.

Cards I 1Pwd Networksl IPwE I wiah  ATH |Mu|tiu:ast| Grnup&l SmartFInwsI TestSetupI BGP I MPLS LSF'I Dptinn&l leerlnfnl
Right-chck on ATk port ta start YWitual Ciecuit wWizard.

Port Wlﬁ VC Type ﬁ AAL Type| Encapsulation | LLC Bridged |Rate Class Speedl:l(hps COVT

— Port 1 |l Mot Congested  [AAL S Wi Wuxed Routed IP || Customize...
1 32 F'\-"C EI Mot Congested  |A8L S LLC Bricged IP Customize. .. UEIR D D
2 |32 |PvC 1] Mot Congested  [AALS LLZ Briciged IP Customize. . |UBR u] u]
3 |32 |PYC 1] Mot Congested  |AALS LLZ Routed IP Customize..  |UBR u] ]
4 32 |PvC ] Mot Congested  [AAL S LLC Routed IP Cuztomize... |UBR 0 0
5 |32 |PvC 0 Mot Congested [RALS LLC Routed IP Customize... |UBR 0 0
E (32 |PYWC 1] Mot Congested  [AALS LLZ Routed IP Customize. . |UBR u] u]
E |33 |PWC 1] Mot Congested  |AALS LLZ Routed IP Customize..  |UBR u] ]
Fort 2 [NEc i S i] Mot Congested (AALS VC Muxed Routed IP || Customize... |UBR B4 u]
Fort 3 (IR ci | S i Mot Congested  |AAL S VC Muxed Routed IP | Customize... |UBR E4 u]

Figure 5-14. ATM Tab

As with the Cards tab, some columns in the ATM tab allow you to copy and paste cell
values, copy down values, or change highlighted cells by incrementing, decrementing, or
randomly filling them. Highlight the cell and right-click to access the menu.

The hierarchy of ATM entities is as follows:
* ATM port
*  Virtual paths, which are associated with a port

®  Virtual circuits, which are contained within virtual paths.
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Each VC for a port is defined by a unique VPI/VCI pair of values. Idle cells are identified
by a VPI/VCI of 0/0.
Notes: ® The maximum number of VCs allowed per port is 8192.

* You cannot delete a VC if it is used by any existing flows.

Tips: * You must configure a VC for both the source and destination of a flow.

*  When setting up VCs, make sure that the VPI/VCI number for a virtual
circuit matches the VPI/VCI on the DUT to which it is connected.

For a description of each field on the ATM tab, refer to the SmartFlow online Help. Press
F1 over the tab, or select Help from the menu bar. The online Help also contains
procedures and detailed usage information about adding virtual circuits with the V'C
Wizard. 1dle cell parameter information is also included.

122

SmartFlow User Guide



Chapter 5: Set up Test Ports
Configuring WAN Ports

Configuring WAN Ports

If you are doing Frame Relay testing and using WAN cards, use the WAN tab to specify
how you want the WAN ports configured. Setting up WAN ports follows this hierarchy of
structure, as illustrated in Figure 5-15.

1 Port-level parameters (DS3). Each DS3 can contain up to 28 physical T1 lines.

2 T1 parameters. Each T1 line can contain up to 24 channels or DSO0s.

3 Channel parameters. A channel is a logical part of a T1 line. A channel can consist
of one or more DS0s. Each DS3 line can have up to 672 channels (24 channels X 28
T1 lines per DS3 line).

4 DSO parameters. Assign one or multiple DSOs to one channel, but each channel
belonging to a T1 line must have a unique set of DSO0s.

5 PVC (for Frame Relay) or PPP connection parameters. You can assign up to 1022
PVCs to one or more channels defined for a single DS3 port. No more than 1022
PVCs can be assigned to any one DS3 port. If any LMI option is enabled, the maxi-
mum number of PVCs allowed per channel is 60.

E Note: If you use the Clear Channel option for the port, a single channel is allocated all of
the bandwidth.

44.736
Mbps

DS3 Line 28 physical T1
Lines

1.54
Mbps

NN\ I\

A\

Each T1 line can carry
1 - 24 logical
channels.

B A\

AN
A MMM

NN\ I\

AMMMNNNNINNY
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-

[
\\\\\\\\\\\\\5\\\\\\\\\\\\\\
]
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A MMM

NN\ I\
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N\ \\J
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channel

Each channel can
consist of one or
multiple DS0’s assigned
to it.

64 Kbps
per DSO

Each channel can have
one or multiple PVC’s
assigned to it for Frame
Relay.

Ny

PVC Frame Relay

|
L\\\\\

Figure 5-15. WAN Hierarchy of Structure

SmartFlow treats each PVC or PPP associated with a port as a separate port from which
you can generate flows.
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Using the WAN Tab

The WAN tab uses a tree structure to reflect the previously discussed hierarchy.
Figure 5-16 below shows what the WAN tab looks like with the tree collapsed.

Porttr;ames/ Cards | IPvd Metwarks | IPvE WM l.-i‘-.TM | Multicast | Groups | SmartFlaws |
numbers
\ Loopback| Framing | BuildOut Clock Clear Channel
\ Testwian 1| | || c-Bit =255 Internal ~
Testitiai 3| H | Dizable C-Bit =255 Iritermial r
Click to

expand tree.

Figure 5-16. WAN Tab with Tree Collapsed

Notice that only port-level cells are displayed, such as for Loopback, Framing, and

Buildout.

Figure 5-17 is what the WAN tab looks like with the tree expanded.

Cards | IPvd Metworks | IPv6 ~ WAN | ATM | Multicast | Groups | SmantFlows | Test Setup | BGP | MPLS LSP | Option

" |Loopback| Framing | BuildOwt | Clock | Clear Channel |
Testian 1 |B | Disakle C-Bit =235 Internal [
This port uses Channel | [11] ™ DS0 | DS0 | CRC|Encoding| LF.G | LM | DIR. | HH1]
Clear Channel, chi Setup... | Al Config... |Mone |FR 1 Disabled [DTE |0
so only one Ly [ HameOTCI|  IP Address | Hetmask |
;ng&g‘;l I:n dit /:,/ P2 |2 10110 265,255 255 1)
Uses aII‘DSO’s// | Pvcl |1 1040100 2552552550
’ FvC3 |3 1010100 2552552550
pvcd |4 1040102 25525525500
This port has ~ | Testwian 3|0 Disable__ C-Bi =255 Interral r
two T1 lines. \‘~~chauL| [T ™ DS0 | DS0|CRC|Encoding| LF.G | LMI_| DIR. | HH
L jcht Tf1 Setup... |1 Canfig... |Mone |FR 1 Disabled  |DTE 0
Hame |DLCI| P Address |  Hetmask |
These are the \ i 255.255.255.0
cells for T1 cha »JL 2 | Setup.. [1,23 Config... |Mone|FR 1 Dizabled  |DTE 0
line Hame |DLCI| P Address |  Hetmask |
configuration. PYC2 |2 10110 255255 25500
—lch3 2 | Setup.. |455 Config... |Mane |; -1 Disabled  |DTE 0
T Hame | Magic| CHAP | LocallP | Pauthin | Usrin | Pwdlin P
The cells ’{ PFP dizahble |Ms 11141 Mahe Spirent Spirent
change when —

you select PPP:

Figure 5-17. WAN Tab with Tree Expanded
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In Figure 5-17 on page 124, because the first port uses clear channel, only one channel is
allowed for the port and that channel uses all of the DSOs for a DS3 line. When clear
channel is not selected (as with Port TestWAN 3), notice that a different set of fields
display.

When you select PPP for the data link (encoding) method, the columns change to reflect
this option.

For a description of each field on the WAN tab, refer to the SmartFlow online Help. Press
F1 at the tab or select Help from the menu bar. The online Help also contains detailed
procedures and information about how to use the WAN tab.

Guidelines for Setting Up WAN Ports

When setting up WAN ports, observe the following guidelines:

® The general port configuration for each card interface, such as framing, must match
the configuration at the DUT interface.

* Clocking should be internal at one interface and loop-timed at the other, if ports are
connected back-to-back. Otherwise, clocking should be set to be compatible with the
DUT or SUT.

*  DSO selection also must match at the SmartCard interface and the DUT interface.
However, on the two SmartCards, these configuration parameters can differ; they
must only match the configuration of the terminating DUT interface.

@ Important: Make sure that each channel, DS0, and PVC that is added matches the DUT
configuration.

Figure 5-18 on page 126 illustrates how configurations should match between cards and
the DUT.
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WN-3445A Channelized

Note: The card and DUT
interface can be
configured for multiple
T1 lines and multiple
channels. Be sure to
match the DSOs for all
configured channels.

buT

DS3 Card
SmartBits 2000
»
T1 Line (1)
DS3 Framing = C-bit Channel #1
T1 Framing = ESF DSo#07
Tx Clock = Internal DS0#08
DSO0#09
DSO0#10
Tx Clock = Loop-timed DS0#07
i DSO0#08
T1 Framing = ESF
DS3 Framing = C-bit DS0#09
raming = & DSO0#10
T1 Line

Matching Configurations between Cards and the DUT

WN-3445A Channelized
DS3 Card

T1 Line

DSo#01
DSo0#02
DSO0#03
DSo0#04

DS0#01
DS0#02
DSO0#03
DS0#04

T1 Line

SmartBits 2000

DS3 Framing = M13
T1 Framing = SF
Tx Clock = Loop-timed

Tx Clock = Internal
T1 Framing = SF
DS3 Framing = M13

Figure 5-18. Matching Configurations between Cards and the DUT

The WAN port setup options vary according to what is selected for the link protocol (PPP

or frame relay).
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Use the Wizard to Set up Flows/

Groups

This chapter provides information about how to plan flows and groups before setting them
up. It explains when to use the Group Wizard, as opposed to manually setting up flows,
and how to use the Group Wizard to automate flow and group generation. For the steps to
set up flows without the Group Wizard, see Chapter 7, “Work with Individual Flows.”

In this chapter...

General Guidelines for Flow Setup and Testing.... 128
Planning the Flows and Groups.... 128

About the Group Wizard . ... 132

Understanding Group Wizard Traffic Patterns .... 137
Using the Group Wizard . ... 149

Modifying Flows and Groups Created with the Wizard . ... 169
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General Guidelines for Flow Setup and Testing

While every device is different and the way that you implement priority or VLANS is
unique, these guidelines can help you effectively test whatever condition that you want to
measure.

* Connect to chassis before you set up the ports, networks, and flows to ensure that
flows and ports belong to the correct networks.

*  Setup more groups and/or flows than the number of queues that exist in the DUT.

* Make sure to test a// priorities that you have set up from all ports (instead of just one
priority from one port). By testing all ports, you get a broad picture and in effect
isolate and observe strictly priority issues, not port issues.

* For any priority implementation, separate traffic into high and low priority groups
and/or flows.

*  Use graph results for a quick visual indicator of what is occurring, but use the tabular
data to analyze the situation.

See “IPv6 Test Setup” on page 298 for guidelines on flow setup and testing for [Pv6.

Planning the Flows and Groups

There are various ways to set up and differentiate flows and groups, such as by type of
traffic or priority level. But before you set up any flows and groups in SmartFlow, know
what characteristic or type of traffic that you want to see handled by the DUT. First answer
the question: What do you want to track? The answer will be the basis for what flows and
groups you set up in SmartFlow.

If you want to test a priority implementation, set up flows that mimic your implementation
of priority. However, regardless of your priority implementation, you should separate the
traffic by creating groups and flows according to this:

*  High priority traffic
Includes any critical traffic such as voice and video.

* Low priority traffic
Includes stock quotes, news bulletins, and web updates.

Note: If a flow is not in a group, it is still transmitted if it is enabled. Flows can be
members of multiple groups or no group at all.
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Examples

You want to know: “How does the device handle traffic from high to low priorities?”
Set up flows with priorities that range from high to low. Then set up a group contain-
ing flows with only high priorities, and another group containing flows with only low
priority.

You want to know: “How does the device handle Telnet traffic versus email traffic?”
Set up some flows with Telnet as the port type and other flows with SMTP for the port
type.

Why Group Flows?

SmartFlow uses groups for the purpose of displaying test results. If a number of flows are
similar or in some way share a common characteristic that you want to track (such as
VLAN, protocol, or priority), then include them in a group to more easily track and view
that characteristic in test results. You can also include the same flow in more than one
group for comparison. The key to setting up a group is knowing what you want to track.

Examples

You want to track: aggregate performance of Telnet traffic (TCP port 23) through a
device.

Group all of the Telnet flows together.

You want to set up: some flows with high priority, some with low priority, plus some with
TCP and some with UDP protocols.

Set up a high priority group, a low priority group, a TCP group, and a UDP group.

Selecting Groups for Your Test

Once you have created groups of flows, you can select specific groups to be included in
your test, while excluding others. Use the checkbox next to each group name to do this.

Cards | IPvd Networks | IPvE | wial | I
X Groupwizard... 2% IMIX Editor...

> Del
The flows in group A and C will be included
I8 Group < in the test. The flows in groups B and D will
C Group be excluded.
O Group
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When the test runs, port and flows that belong to the selected groups are included in the
test. Individual flows not associated with any group are also included. If a flow is included
in multiple groups, it is included if any of the groups is selected.

Your group selections are stored in the .flo configuration file.

Sample Flow/Group Setup

Let us say you want to see how the device handles protocols as well as priority.
Specifically, you want to see how the device handles:

e [P, TCP, and UDP protocols

* High, low, and medium priority traffic.

Assume that you are using three test ports in a mesh test. Set up the following groups:
* Three groups for each protocol

® Three groups for each level of priority.

Figure 6-1 illustrates this. With this configuration of flows and groups, you can observe if
any one flow is getting precedence over another and what port each flow came from.

Flows Groups
IPLow ——————1PGroup
IPMed </

IPHigh < - HIGHGroup
1TCPLow >

— ICPGroup
TCPMed —=< /% ///-:Mb'l)(jroup

/ <
//
1CPHigh 7 . >=UDPGroup

Z 4 /
UDPLow 7 LOWGroup
UDPMed <

Figure 6-1. Example Flow/Group Configuration to Test Priority

Notice that each flow belongs to two groups. For example, the IPMed flow belongs to
both the IPGroup and the MEDGroup groups.

If you used the default TOS priority settings of 0, 3 and 7 (which roughly represent low,
medium and high priority), the SmartFlow Group Wizard generates IP flows as shown in
Figure 6-2 on page 131.

Note: To track how the device handles priority traffic, configure two or more ports to
overload one of the ports.
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Cards | IPvd Networks | IPv6 | Wi | ATM | Multicast Groups | SmartFlows | Test Setup | BGP

20 Group Wwizard... S5 [MI< Editor... Claied s Im Rate Lrit - m

il . Del Tranzmitted bit rate will be lower than user-specified bit rate ]flioev[;rve\listﬁr}gswa(nol)P
¥Sg ¥g§g Flove Harme B TOS priority.
705 TOS7 i [# TO= TO 1B -=1:1A1-0
TCP Group i [[7 TOS TO 1:1B1-=1:1 4133
Test Group i3 |[7 TOS TO 11811641
8- |[7 TOS TO HBase 141-YPINVCI(DEZ)-=1:6A1 ]
i [ TOS T3 1B -=1:141-0 ]
8- |[ TOS T3 1151 +1:1 4133 Raprasents an IP
flow with medium
i [ TOs T3 118122241 (3) TOS priority.
i [ TO5 T3 2644-21:1 41-3-v3
i [ TosTT 1181 -=1:141-0 ]
i [ Tos T 11812101 A1 -3-93
B[ TOS T7 1181 =224
i [ TOS T7 HBasze 1281 -WPIACIDEZ)-=1:141-3-v3
- : — Represents an IP
I [ TCP 11221202 flow with high (7)
i [ Test 24B1-=2661 TOS priority.

Figure 6-2. Resulting Flows from Example Priority Configuration

Since prioritization is not visible until there is congestion, the load and test results for the
three ports may look something like this:

TX Line Rate (Mbps) Total % of Line Rate DUT is Receiving from All Ports (Mbps)

10 30
20 60
30 90

msmmsmsmmmmnmpmmnnmnnnr Packet loss and prioritization starts here.

40 120
50 150
60 180
70 210
80 240
90 270
100 300
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About the Group Wizard

Use the Group Wizard as your standard method of creating groups and flows. The Group
Wizard sets up multiple flows and groups all at the same time. Each flow in the group
shares the same IP protocol and VLAN, TOS/IP Precedence, or Diffserv settings.

Use the Group Wizard if:

You want a fast and easy way to automatically create flows and groups.
You have a lot of flows and groups to set up.
You want a mesh test with automatically balanced traffic on all ports.

The device supports priority schemes and you want to vary groups only by TOS,
DiffServ, and VLAN priority.

You want to easily configure traffic based on multiple networks and/or
VLAN:S per port.

You want to automatically assign rates per flow according to VLAN and IP priority
while simultaneously creating flows and groups.

How the Wizard Sets Up Flows and Groups

The Group Wizard allows you to quickly set up multiple IP flows and groups with:

Automatically varied or uniform TOS, Diffserv, or VLAN priority settings.

Based on your traffic pattern, the Group Wizard automatically generates a group and
set of flows for each priority setting in the selected routing scheme.

The same protocol type (with or without priority settings).

Based on your traffic pattern, the Group Wizard automatically generates a group and
set of flows for the protocol that you select.

Randomly generated or the same port types (for TCP or UDP only).

Based on your traffic pattern, the Group Wizard automatically generates a group and
set of flows for each. The Group Wizard can automatically vary the port type or by
one specific type.

Transmitters in the waterfall pattern (for waterfall traffic pattern only).

Based on the waterfall pattern, the Group Wizard automatically generates a group and
set of flows based on the transmitters in the pattern. You can also use this together
with the priority option.

Once you generate the flows, you can view the attributes of the individual flows. You can
also modify the individual flows. See “Modifying Flows and Groups Created with the
Wizard” on page 169.

For information on setting up flows and groups individually, see Chapter 7, “Work with
Individual Flows.”
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How the Wizard Balances Traffic in a Mesh Pattern

When you use the Group Wizard for a mesh traffic pattern (every port in the group
sending to each other), it automatically balances traffic load.

If you manually set up a group with a mesh traffic pattern, the order in which you set up
the flows is important if you want each port to receive an equal load. If you set up flows in
the wrong order, it can result in overloading on one port over the others, and test results
will not be accurate. (In addition, a port can only transmit one flow at one instant in time.)

What is a Balanced Traffic Load?

The diagram of a fully-meshed test in Figure 6-3 shows how each port sends to all other

ports:
PORT 2
/ | \
PORT 1 o PORT 2
h F
F X
PORT § & 4 PORT 4
\ : /
PORT 5

Figure 6-3. All Ports Sent to All Other Ports in a Fully-meshed Test

Each port in the test sends frames to all other ports in a round-robin fashion.

Table 6-1 on page 134 shows how each port in the test transmits frames to all other ports
in the test. In this example, there are six ports with one address per port.
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Table 6-1. Example of Transmission Order in Fully-Meshed Test

Source Port Destination Ports (in Order of Transmission)

Port #1 2 3 4 5 6 2 ...
Port #2 3 4 5 6 1 3.
Port #3 4 5 6 1 2 4 ...
Port #4 5 6 1 2 3 5..
Port #5 6 1 2 3 4 6...
Port #6 1 2 3 4 5 1...

There is an equal distribution of destination addresses to keep the test balanced. All ports
are equally loaded during the test so that no one port is overloaded.

Important: If you manually set up flows, to keep the load balanced in a mesh traffic pat-
tern, make sure that each flow contains an equal number of addresses per port.

How Does Traffic Become Unbalanced?

The following example demonstrates how one port in a mesh pattern can end up receiving
traffic from two ports at once if the flow order is incorrect:

Let us say you want to set up a group with three ports (each are full duplex) in a
mesh pattern, with Ports 1, 2, and 3.

Port Notice how Port 1 is receiving
Port 1 to Port 3 from both Ports 2 and Port 3 at
BoEic the same time it is trying to

Port 2 to Port 3 send to Port 2.

Port
Port 3 to Port 2
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How the Wizard Balances Traffic in a Backbone Pattern

When you use the Group Wizard for a bi-directional backbone traffic pattern (every port
transmitting to whatever port it is receiving from), it automatically balances traffic load
per the IETF draft Benchmarking Methodology for LAN Switching Devices.

If you manually set up a group with a bi-directional backbone traffic pattern, the order in
which you set up the flows is important if you want each port to receive an equal load. If
you set up flows in the wrong order, it can result in overloading on one port over the
others, and test results will not be accurate. (In addition, a port can only transmit one flow
at one instant in time.)

The diagram of a bi-directional backbone test in Figure 6-4 shows how each port sends to
the other ports:

PORT 1 PORT 4

PORT 2 PORT 5

PORT 3 PORT 6
Backbone

Figure 6-4. How Each Port Sends to Other Ports in a Bi-directional Backbone Test

Each port in the test sends frames to all other ports in a round-robin fashion.

Table 6-2 on page 131 shows how each port in the test transmits frames to all other ports
in the test. In this example, there are six ports (three on each side of the backbone) with
one address per port.

SmartFlow User Guide | 135



Chapter 6: Use the Wizard to Set up Flows/Groups
About the Group Wizard

Table 6-2. Example of Transmission Order in Bi-directional Backbone Test

Source Port Destination Ports (in Order of Transmission)
Port #1 4 5 6

Port #2 5 6 4

Port #3 6 4 5

Port #4 1 2 3

Port #5 2 3 1

Port #6 3 1 2

There is an equal distribution of destination addresses to keep the test balanced. All ports
are equally loaded during the test so that no one port is overloaded.

Important: If you manually set up flows, to keep the load balanced in a bi-directional
backbone traffic pattern, make sure that each flow contains an equal number of addresses
per port.
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Understanding Group Wizard Traffic Patterns

The Group Wizard allows you to configure traffic in four possible patterns:
* Backbone (one-to-many or many-to-one in either direction or bi-directional)
*  Fully-meshed (every port transmitting to every port)

*  Pair (one or more pairs of ports with transmission within each pair in either direction
or bi-directional)

*  Waterfall (all ports transmit and receive in a many-to-one, partial mesh).
These traffic patterns and their resulting flows are best understood with examples shown

in the sections that follow.

E Note: The Group Wizard traffic patterns for multicast traffic differ somewhat in
configuration from unicast traffic. The Waterfall pattern is not available for multicast
traffic. For more information about Group Wizard patterns with multicast traffic, see
“Group Wizard Traffic Patterns for Multicast” on page 489.

Backbone Traffic Pattern

Based on the uni-directional backbone pattern diagram below and no priority, the Group
Wizard would generate one group containing flows 1-2, 1-3, and 1-4.

Uni-directional Bi-directional
Port 2 Port 2 Port 1 Port 4
Port 1< Port3 or Port3 > Port1 or Port 2% Port 5
Port 4 Port 4 Port 3 Port 6

Let us say you select three ports in a many-to-one traffic configuration. Traffic is
unidirectional, with ports in column A transmitting to the ports in column B, as shown in
Figure 6-5 on page 138.
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Figure 6-5. Example of Backbone Many-to-One Traffic Pattern

If you also chose to generate multiple groups by TOS precedence (at various levels), the
SmartFlow Group Wizard generates the following flows from a backbone many-to-one,
uni-directional traffic pattern:

Cards I |Pd Netwnrksl |PwE I Wit I AT I Multicast Groups | SmartFInwsI Test Setupl

$ lMIK Editor... Sarted h_'r' IGI":'UF' VI Fiate Unit ; I =

> Del Tranzmitted bit rate will be lower than user-specified t

Flow Hame

W ATO 1@:»;&&1
7 & T01:281=1:541

[ 4 T01:441-=1(541 )¢———— Receiving port
[ AT311AT=1521
[ A T3 128121541
[ AT3148121521
[ ATF 1141 =1:541
[ AT 128121541
[ AT 14A1=1521

Transmitting port

GGG

Notice that for each flow in each group, the transmitting port (in the Flow Name column
on the right) is transmitting to port 4, the receiving port. This is because the traffic
direction is unidirectional in the direction from A to B.

B B:

[ 5F Lab 141 - [ 5F Lab 141 [
[J5F Lab 142 [ 5F Lab 142

[ GF Lab 1B1 [ 5F Lab 1B

[J5FLab1B2 []5F Lab 1B2

[ 5F Lab 241 [ 5F Lab 241

[ 5F Lab 242 [ 5F Lab 242

[ 5F Lab 281 [ 5F Lab 2B1

[ F Lab 282 [ 5F Lab 282

[ 5F Lab 441 o [ 5F Lab 441

[ 5F Lab 461 I [ 5F Lab 481 :
[ 5F Lab 5a1 [658 -] [#] 5F Lab 541

[ 5F Lab 542 [ 5F Lab 542

[ 5F Lab 581 [ 5F Lab 5B

[ 5F Lab 582 | [] 5F Lab 582 [
1 | H < | ©
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If the traffic direction was reversed, with the port in column B transmitting to the ports in

column A, the flows created would look like this:

Cards | IPvd Networks | IPv6 | wiah | ATM | Mulicast  Groups | SmantFla

iﬁ lM I Editar... Sarted I:I_',' : IGTUUP ‘_I

¥ Del Tranzmitted bit rate will be lower the

Flow Hame

[ &T01

381

F=1:141

[ &T01

381

F=1:241

@ ATO

3t

F=1:4.81

rata

3t

LAl Transmitting port

AT

281

F=1:241

AT

241

[=1:401

AT

341

F=1:141

At

341

F=1:241

GGG

[ AT IEA

F=1:441

Notice that for each flow in each group, the transmitting port (from the column on the
right) is port 4. This is because the traffic direction is uni-directional in the direction from

Bto A.
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Bi-directional Backbone Pattern

Let us say you use the same port setup as the unidirectional traffic (Figure 6-5 on
page 138), but now select bi-directional traffic (A to B and B to A). If you also chose to
generate multiple groups by TOS precedence, the flows generated look like this:

Cards | IPvé Networks | IPvG | wiah | ATM | Mulicast Groups | SmartFloy

AN Group Wizard.. R IMIKEditon.  goneqp, - X

i Add . Del Transmitted bit rate will be lower tha

TOS TOS0
TOS TO53
TOS TOS7

Flow Hame
[ A TO 11811541
[ A TO 12811541
[ A TO 14811541
v & TO 15811141
[# A TO 15811201
[# A TO 158121401
[ A T3 1811501
[ A T3 128121501
[ A T3 148121501
[ A T3 15811181
[T A T3 15811201
[ A T3 15811401
[ AT 1811501
[ ATF 128121501
[T ATF 14811501
[ AT Ea-=1181
[ A TP 15811201
[T ATF 15811401

Each flow is a
mirror image
} of the other.

CHE RN e e e reeele

Notice that when you choose a bi-directional backbone traffic pattern, the Group Wizard
creates twice as many flows. Each flow is a mirror image of the other: If port 1 transmits
to port 2, port 2 also transmits to port 1.

If you select bi-directional for the traffic direction, the Group Wizard automatically
balances the traffic load by transmitting in a round-robin fashion so that no port is
overloaded at any time. For more information about load balancing, see “How the Wizard
Balances Traffic in a Backbone Pattern” on page 135.

140 | SmartFlow User Guide



Chapter 6: Use the Wizard to Set up Flows/Groups
Understanding Group Wizard Traffic Patterns

Fully-meshed Traffic Pattern

Based on the diagram below, with a fully-meshed configuration and no priority, the Group
Wizard would generate one group that includes flows with every combination among the
selected ports (1-2, 1-3, 2-1, 2-3, 3-1, 3-2).

Port 1 Port 3
Tx  Port 2% Port2 Rx
Port 3 Port 1
The Fully-meshed traffic pattern consists of every port transmitting to every port. Each
port transmits to every other port except itself. The Wizard generates the number of flows

for a Fully-meshed traffic pattern using this formula, where 7 is the number of ports
involved in the test: n x (n-1).

The Group Wizard automatically balances the traffic load by transmitting in a round-robin
fashion so that no one port is overloaded at any time. For more information about load
balancing, see “How the Wizard Balances Traffic in a Mesh Pattern” on page 133.

Figure 6-6 shows an example setup for a fully-meshed traffic pattern.

End points in mesh;

GALAE 1 il
GALAE 2

GALAR 3

O GALAE 4

[ GALAE &

[ QALAR &

O QaLaB 7

[ QaLak 3

[] B4L4E 9 =
|‘—|In.\|.-.n-|n I _}I_I

Figure 6-6. Example Setup for Fully Meshed Traffic Pattern
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Based on this setup, if you also chose to generate multiple groups by TOS precedence, the

Group Wizard creates these flows:

Cards | IPvd Networks | 1Py | wiaN | ATM | Mulicast Groups | SmantFlows | Test Setup | BGH

A Group bfizard.. X IMI< Editor.. g ioq by Im Rate Lt - Iz_

# Del Transmitted bit rate will be lower than uzer-specified bit rat

TOS TOSD

Flow Hame

103 1053 [ TOs T0 ()12

TOS TOS7
[# TOS T 1:2-=h3

7 TOS TOR3et N

FTO5 T (=13

¥ TO=TO1:3-=1:2

Each of the other%

ports is transmitting [To= 31012

to Port 1. [ TosT31:2-=1:3

[ TOs T3 1:5-=11

[ TosT31:1-=1:3

[ TO=T3 1:2-=11

[ To=T31:3-=12

[ To=T7 1:1-=12

[ To=T7 1:2-=1:3

[ TO=TT 1:3-=11

[ To=T7 1:1-=1:3

[ TO=TT 1:2-=11

CEE PP eee

[ TO=T7 1:3-=12

Port 1 is
transmitting
to each of the
other ports.

In the Fully-meshed traffic pattern, each port transmits to each port. The number of flows

generatedisn x (n-1).

Pair Traffic Pattern

Based on the diagram above, with a pair pattern and no priority, the Group Wizard

generates one group containing flows 1-2, 3-4, and 6-8.

Port { ——— Port 2
Port 3 ———— Port 4
Port 6 ————— Port 8

The Pair traffic pattern consists of one or more pairs of ports with transmission only

within each pair (uni-directional or bi-directional).

Figure 6-7 on page 143 shows an example of a Pair traffic pattern setup consisting of two
port pairs. Traffic is unidirectional, with the ports in column A transmitting to the ports in

column B.
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L4B1 262 & [aasFis A L&ET 2B1.0AGF 16
LABT 541 0A-SF 241 LAB-MY 3.04-Marth 481
LAB1 581 0ASF 2.2

LAB1 BA1 Oa-Marth 141 b3 |

LAB1 BAZ 0&-MNorth 1E1

L4B1 BE1 0&-Marth 241

L4B1 BBZ [ | 04-MNarth 281 «© |

LAB-MY 4 [A-Marth 341

LAB-HY 15 0&-MNarth 381

LAE-MY 16 Dé-Horth 441 _| Direction:

LAB-HY 21 04-Marth 581 —

LAB-NY 22 o| [Bomear | 28 =]

Figure 6-7.

Example of Pair Traffic Pattern Setup

Based on the setup shown in Figure 6-7, if you also chose to generate multiple groups by
TOS precedence, the Wizard creates these flows:

Cards | IPv4 Netwarks | IPv6 | wiahl | ATM | Mulicast Groups | SmartFlows | Test Setup | BGF

Sorted by ; IG;.;.up vl Rate Urit ; I 4 L)

Tranzmitted bit rate will be lower than uzer-zpecified bit rate

5@2: Group ‘wizard. .

S5 IMIX Editor...

w Del

TOS TOS0
T05 7053
TO5 TOS7

Flow Hame A flow is generated for

¢

[# TOS T0 2.281->51-5 each port pair, at each

[FTOSTOG3 6481 & priority level.

[ TOS T3 2281-=51-5

[ TOS T3 33-=6:481

[ TOS TV 2281-=51-5

>
i
i
»
»

[ TOS TV 33-=6:481

Tip: You can have a one-port configuration (same port for source and destination, such as
for loopback testing). Once you select the Pair pattern, check the same port in list A and
list B in the Group Wizard. Then select the One port configuration checkbox and move
the “pair” into the Pairs list.
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Bi-directional Pair Pattern

Let us say you use the same port setup as the unidirectional traffic in Figure 6-7 on
page 143, but now select bi-directional traffic (A to B and B to A). If you also choose to
generate multiple groups by TOS precedence, the flows generated look like this:

When you choose a bi-directional pair traffic pattern, twice the number of flows are
created.

Cards | IPvd Networks | IPv6 | Wil | ATM | Mulicast Groups | SmertFlows | Test Setup | BGF

A Groupwizard.. BN IMIKEdbor. ooy - Im Riate Lirit - IZ__'

il édd #. Del Transmitted bit rate will be lower than user-specified bit rate
To5 TosD Flow Hame
%g $g§? [w TOS T0 2281-=5:1-5

[w] TS T0 5:1-5-=2: 281
[ TOS T0 3:3-=6:4B1
[w TOS TO 62481233
[ TOS T3 2:281-=501-5
[T Tos T3 5:1-5-=2.281
[ TOS T3 3:3-=6:481
[ TOS T3 6:481-23:3
[ TOS TV 2281-=5:1-5
[ TOS TF 5:1-5-=2:281
[ TOS T7 3:3-=6:4B1
[ TOS TV 6:481-=33

Feeveeeeeeey

Waterfall Traffic Pattern

In the Waterfall traffic pattern, ports both transmit and receive in a many-to-one, partial
mesh pattern. (The first set of transmitting ports only transmit, and the last group of
receiving ports only receive.) It results in fewer flows than full or partial mesh tests
because you can specify the number of transmitting and receiving ports in the pattern.

The Waterfall pattern is similar to a relay in that the receiving ports in the previous group
become the transmitting ports in the next group. The receiving ports in the next group are
drawn (in port number order) from the remaining unused ports in the range of ports that
you selected. This continues until these two conditions exist:

*  There are no unused ports remaining from the ports selected to be transmitters.

* There is at least one receiving port. (The interleave factor must be less than or equal to
the number of transmitters).

The interleave factor is one of the criteria that you set for the waterfall pattern. It
determines the number of ports that both transmit and receive in each group.

Note: The Waterfall pattern does not utilize cyclic flows or multicast flows. For more
information about cyclic flows, see “What is a Cyclic SmartFlow?” on page 31. For more
information about multicast traffic, see Chapter 19, “IP Multicast Testing.”
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The Waterfall pattern is more flexible than the other traffic patterns, with more variations
possible. Read the sections that follow to understand how to use this powerful option.
Refer to the online Help for a procedure about how to specify Waterfall pattern criteria in
the Group Wizard.

Why Use the Waterfall Pattern

Existing traffic patterns in the Group Wizard (Backbone, Fully-meshed, Pair) can easily
result in a very large number of flows, which can be somewhat unwieldy and overload a
DUT. You may not need this many flows for your testing purposes. This situation occurs
particularly if you select a fully-meshed or a partially-meshed pattern such as backbone.
For example, if you use 10 ports in a fully-meshed test, it results in at least 90 flows. If
you select to generate multiple groups (based on priority levels), the number of flows
increases even more.

The waterfall pattern allows you to:

* Send flows to and from ports with a limit to the number of resulting flows.
*  Oversubscribe ports.

* Have all ports active at the same time.

* C(Create less flows.

When to Use the Waterfall Pattern

Use the waterfall pattern if you want to:

*  Limit the number of flows generated, yet be able to oversubscribe ports.
The Fully-meshed pattern may generate more flows than needed, but the Pair pattern
may not generate enough. The waterfall architecture of more transmitters than
receivers causes congestion on the ports and allows you to test priority schemes.

¢ Test QoS.
You can use the Generate multiple groups by option in the Group Wizard -
Characteristics page to generate multiple groups by type of service together with the
waterfall pattern. This results in separate waterfall traffic patterns in separate groups
for each combination of priority bits selected using the Variables button.

* Automatically create multiple, partially-meshed (backbone) groups at one time. (The
number of groups created is a factor of the traffic pattern criteria.)

* Simulate various oversubscription scenarios.

*  Test individual modules of a DUT. (Some DUTs contain modules with multiple
ports.) Use an interleave factor of 0 to keep all of the traffic within one module.

*  Test multiple modules of a DUT.
Increase the interleave factor from zero to correspond to the number of modules that
you want to test.
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Waterfall Examples with Various Interleave Factors

The Waterfall traffic pattern is easiest to understand with examples and diagrams. These
examples show patterns whose criteria does not include grouping by transmitter or
priority. For information about these, see sections “Generating Multiple Groups by
Transmitter (No Priority)” on page 159 and “Generating Multiple Waterfall Groups by
Priority Only” on page 163.

Example: Interleave Factor =0

Ports Selected: 1- 8
Number of Transmitters: 2
Number of Receivers: 2
Interleave factor: 0

Figure 6-8 shows the pattern of flows that is created with this set of criteria.

= Port

Group 1 Group 2

Since the interleave factor is 0, there are no overlapping ports (receiving ports in group 1 that
become transmitting ports in group 2).

Figure 6-8. Waterfall Pattern with Interleave Factor of O
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Example: Interleave Factor = 2

Ports Selected: 1- 8
Number of Transmitters: 2
Number of Receivers: 2
Interleave factor: 2

Figure 6-9 shows the pattern of flows that is created with this set of criteria.

= Port

Group 1 Group 2 Group 3

An Interleave factor of 2 makes Ports 3 and 4, and 5 and 6 act as both
receivers and transmitters. For example, Ports 3 and 4 are receivers in
Group 1 and transmitters in Group 2.

Figure 6-9. Waterfall Pattern with Interleave Factor of 2

With an interleave factor of 2, two receiving ports in each group become transmitting
ports in the next group.

You can “close the link” in this configuration by manually setting up a group where ports
7 and 8 transmit to ports 1 and 2.
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Example: Interleave Factor = 3

Ports Selected: 1- 16
Number of Transmitters: 4
Number of Receivers: 3
Interleave factor: 3

Figure 6-10 shows the pattern of flows that is created with this set of criteria.

An interleave factor of 3 makes ports 5, 6, and 7 plus ports 9, 10, and 11 act as = Port
both receivers and transmitters. For example, ports 5 and 6 are receivers in group
1 and transmitters in group 2.

- This port is not included in any group
because the number of receivers (3) has

Group 2

Group 3 already been satisfied for group 3, and
there are not enough unused ports
Ports 8 and 12 are not receivers because the number of remaining from the number selected (1-
receivers specified is 3. They are included in the group to 16) to act as transmitters and receivers for
fulfill the number of transmitters specified, which is 4. an additional group.

Figure 6-10. Waterfall Pattern with Interleave Factor of 3

With an interleave factor of 3, three receiving ports in each group become transmitting
ports in the next group. In this example, port 8 does not receive any traffic in group 1
because you have four transmitters but only three receivers (and port 8 would be the fourth
receiving port, which exceeds the specified number of transmitters).
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Using the Group Wizard

The Group Wizard consists of four pages:
*  Group Wizard - Traffic Selection (first)
*  Group Wizard - Traffic Configuration (second)
*  Group Wizard - Characteristics (third)
*  Group Wizard - Multiple Flows (fourth).
E Note: Since the Waterfall pattern does not support cyclic flows, the Multiple Flows page
does not appear with this pattern.

If you plan on creating flows that use a network or VLAN added to the port as the flow’s
source or destination but also want to keep the port’s original base MAC address the same,
you must add a line to the SmrtFlow. ini file. (See the online Help for information
about how to keep the same MAC address with multiple networks on a port.)

To access the Group Wizard, click the Groups tab and then the Group Wizard button.
The Group Wizard - Traffic Selection page opens.
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Defining Traffic Type and Pattern in the Wizard

To access the Group Wizard, click the Groups tab and then click the Group Wizard
button. The Group Wizard - Traffic Selection page (Figure 6-11) is the first of four pages.
Use this page to define the traffic type and pattern for ports in the test. (Refer to
“Understanding Group Wizard Traffic Patterns” on page 137).

Group Wizard - Traffic Selection il

Traffic Selection:
Select traffic type and pattern:

I~ | Create fows with custom frames

— Type

& Unicast " Multicast
—|P Wersion
« |Pyd " IPvE
— Pattern
¢ Backbone ' Fully meshed
© Pair = wiaterfall
>0

< Back I et > I Cancel |

Figure 6-11. Group Wizard - Traffic Selection Page to Select Traffic Type and Pattern

The Create flows with custom frames box is disabled unless you have first created some
custom frames at the Test Setup>Test Iterations tab.

V Note: The Waterfall traffic pattern setup and behavior is different from the other traffic
patterns. Refer to the online Help for information about how to specify Waterfall pattern
criteria in the Group Wizard.

For detailed information about the Traffic Selection page, refer to the SmartFlow online
Help. Press F1 over this page or select Help from the menu bar. The Help contains
detailed information and procedures for all pages in the Group Wizard.

Now select the ports using the second page, the Group Wizard - Traffic Configuration
page.

150 | Smartflow User Guide



Chapter 6: Use the Wizard to Set up Flows/Groups
Using the Group Wizard

Selecting Ports in the Wizard

After you select the traffic type and pattern, use the Group Wizard - Traffic Configuration
page (Figure 6-12) to define the ports and traffic direction for the test. This is the second
of four pages in the Group Wizard. The Mesh pattern provides some traffic balancing
options.

For a detailed information on the Traffic Configuration page, refer to the SmartFlow
online Help. Press F1 over this page, or select Help from the menu bar. The online Help
contains detailed information and procedures for all pages in the Group Wizard.

Group Wizard - Traffic Configuration

Traffic Configuration:
Configure traffic pattern:

End pointz in mesh:

[ Fort1 -
[ Part 2 [V | within same subnets

L] Port 3 ¥ | Across different subnets
[ Fort 4
[JParth [ | ithin same port
OJFort&

OFat?

[JFPart &

[JFort 3

[ Part10

[ Part 11

[ Fort12 |-
[JFart13

[ Fort 14

[ Fort 15

[JFPart16

[ Fort 17

[JFati1a

[JFart 19

M Pk 20 j

Generate balanced traffic

Figure 6-12. Group Wizard - Traffic Configuration Page Using Mesh Pattern
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Defining Flow and Group Characteristics in the Wizard

After you have selected a traffic pattern and ports, use the Group Wizard - Characteristics
page (Figure 6-13) to define the characteristics of flows and groups involved in the test.
This is the third page of the Group Wizard.

For a detailed information on the Group Wizard - Characteristics page including the
Diffserv class dialog box, refer to the SmartFlow online Help. Press F1 over this page, or
select Help from the menu bar. The online Help contains detailed information and
procedures for all pages in the Group Wizard.

V Note: When you run a test, all flows listed on the Groups tab (or SmartFlows tab) are
sent. If you do not want to include a group, you must delete it before you launch the test. If
you do not want flows sent in a test, disable the flow by unchecking it at the SmartFlows
tab. See “Including and Excluding Flows for a Test” on page 210 for more information.

Group Wizard - Characteristics x|

Flows & Grouping:

Enter flaw characteriztics:

This field is grayed out if the

Custom frame sizes (per flow) box Group name/Prefix; Fi By
. : IA ot prefis IE
is checked on the Test Setup tab.

—Iv Genera iple groups by | IP"s next protocol

> - [

&+ Diffzery class TCPAUDP source port:

" T0S precedence

These fields apply only to the TCP
and UDP protocols. If you select ity & Random " Specific [lONE =1 P

ICMP, other fields appear instead.
Yariables... | TCP/UDP destination port:
& Bandom " Specific INDNE j ID

= Customm frame
| 7

— Frame |ength with CRC [bytes]
128 Mate: ATH flaw has zero-byte CRC

T I o
I vI Mate: [k will be applicable anly for ports which support rates per fow.

T IPvd/APYE YLAN stacking
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Figure 6-14.

Setting Rates per Flow by VLAN and IP Priority While Creating Flows

If you are creating flows and groups based on priority level, you can also set the rate of
each flow created with the Group Wizard based on VLAN and IP priority.

As you create new flows using the Group Wizard, you can set the rate per flow based on
VLAN and IP Priority, by using the Rate Setting for ToS/Diffserv dialog box

(Figure 6-14). The rates per flow are set according to the flow's transmitting port/VLAN
and IP priority (ToS or DiffServ). Once the flows are created, the rates are displayed on
the Groups tab. From here, you can further modify the rates per flow individually or use
the CoS Wizard to change the rates by VLAN and CoS.

All of the priority levels selected in the Variables dialog box are checked in the
corresponding Dx-V (for Diffserv) or Tx-V (for ToS) check box in the Rate Setting dialog
box. For example, if you selected Diffserv Precedences 0, 2, and 4, the following boxes
would be checked: D0-V, D2-V, D4-V. The corresponding port column (DO-P, D2-P, and
D4-P) would display 0 or the calculated percentage of the port rate.

You can copy down, fill increment, or fill decrement cells by highlighting and then right-
clicking on the cells.

Notes: ® The sum of all Dx-P or Tx-P columns must not exceed 100% for a port. To
verify that the port is not oversubscribed for all flows associated with the
port, use the Validate Rate button on the Groups tab.

¢  The sum of all Dx-V or Tx-V cells in a row must not exceed 100% for a
VLAN.

* Ifmore than one 