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 Product Names Impacted:    Process Software TCPware V5.2 or V5.3
                            and Process Software MultiNet V4.0 or V4.1
                            running on OpenVMS Alpha V7.2.
 
 PRODUCT FAMILY(IES):                           PRODUCT NUMBERS:
 
 Storage         ___                            TCPware or Multinet are sold
 Systems         _X_                            by Process Software. 
 Networks        ___                            ________________
 PC              ___                            ________________
 Software        _X_                            OpenVMS Alpha V7.2
 Other (specify) ___                            ________________
 
 
 PROBLEM STATEMENT: 
    
 Process Software has discovered a security flaw within it’s TCPware 
 and MultiNet TCP/IP products running on OpenVMS 7.2.
 
 All Process Software customers running OpenVMS 7.2 need to apply the 
 security patches provided by Process Software.
 
 Full details & Patch kits can be found on the web at 
 
    http://www.process.com/
                 
and Click on the MultiNET/TCPware Advisory or by contacting  Process 



Software’s customer support center at (800) 394-8700 or (508) 628-5074.

This problem is limited to the TCPware and MultiNet products.  No 
action is necessary if you are running Digital’s TCP/IP Services for 
OpenVMS, Version 5.0.

WORKAROUND: 

A permanent fix has been made available by Process Software at their 
web site (see URL above).

OpenVMS Engineering encourages all Process Software customers to keep 
the sysgen parameter, ARB_SUPPORT set to it’s default value of 3 until 
this security patch is applied.
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